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[bookmark: _Hlk526665839]Abstract of the contribution: This paper discusses TEI18 WID proposal on distributed BSF support for MAC address discovery.
Discussion
[bookmark: _Hlk23857432][bookmark: _Hlk35194637]For distributed BSF deployment scenraio, there is a problem for Ethernet PDU session that the AF can not find specific BSF through NRF with using specific MAC address, since the MAC address(es) can not be managed as IP address range. So the AF needs to request every BSF within a S-NSSAI+DNN, which is not sufficient when there are multiple BSFs deloyed in the network. A solution is expected that the AF can know which BSF can support which MAC address.
Another consideration is that for an ethernet PDU session, the UE may operate in bridge mode with regard to a LAN it is connecting to the 5GS, thus different MAC addresses may be used as source address of different frames sent UL over a single PDU Session (and destination MAC address of different frames sent DL over the same PDU Session). During UE mobility, the UE operate in bridge mode may change from one PDU session to another PDU session.
As in the figure1 showing, the UE2 and UE3 access UE1 with using wireline. From 5GS perspective, the UE1 are considered as the normal UE which can send out UL frames with different souce MAC address(es). 

Figure1: Multiple UEs access to one UE through wireline and all the packets can be sent in a single PDU session
And for current TS 23.503:
In clause 6.1.3.5
The UE MAC address change trigger shall trigger a SMF interaction with the PCF if a new UE MAC address is detected or a used UE MAC address is inactive for a specific period during the lifetime of the Ethernet type PDU Session. The SMF reports that the UE MAC address change trigger was met and the new or released UE MAC address.
NOTE 4:	The SMF instructs the UPF to detect new UE MAC addresses or used UE MAC address is inactive for a specific period as described in TS 23.501 [2].
In clause 6.1.1.2.2
-	The PCF registers, updates and removes the stored information in the BSF using the Nbsf management service operations defined in TS 23.502 [3]:
-	For a PDU Session, the PCF ensures that it is updated each time an IP address is allocated or de-allocated to the PDU Session or, for Ethernet PDU Sessions supporting binding of AF request based on MAC address, each time it has been detected that a MAC address is used or no more used by the UE in the PDU Session.
The observation for the above information:
For ethernet PDU session, when a UE operate in bridge mode, more than one MAC addresses may associated with one ethernet PDU session dynamically, and SMF will report to PCF and PCF will update BSF. But the AF doesn't know BSF such information to help the subsequent AF request.
Therefore, we would like to propose TEI18 work item on distributed BSF support for MAC address discovery.
The objective of the proposed TEI18 work item is to: 
-	In a distributed BSF deployment how to optimise the procedure for AF discovering the BSF associated with a specific MAC address of an Ethernet PDU session

Proposal
Based on the discussion above, the following documents were submitted.
1) S2-220xxxx: New WID: Distributed BSF support for MAC address discovery
2) S2-220xxxx: Draft CR to TS 23.502
3) S2-220xxx: Draft CR to TS 23.503
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