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Abstract of the contribution:This paper discusses whether GIN adds value to be included as part of the N3IWF FQDN. 
1.
Discussion
Solution #4 and #5 propose to use the GIN as part of the N3IWF. This was discussed in SA2#150 with no conclusion and the following Editor's Note was captured for both solutions: 
Editor's note:
It is FFS how GIN can help the UE select N3IWF of the serving SNPN it needs to receive service from.

As a recap the definition of Group ID for Network Selection is as follows: 
Group ID for Network Selection (GIN): An identifier used during SNPN selection to enhance the likelihood of selecting a preferred SNPN that supports a Default Credentials Server or a Credentials Holder.

Its value in SNPN selection is to assist the UE to select an SNPN that would provide connectivity its DCS (in case of onboarding) or CH. The UE in SNPN selection matches the GIN that is configured with from its CH or configuration information for onboarding access with the one that is advertised in SNPN SIB. 

In case of untrusted non-3GPP access to SNPN either for onboarding or CH access the first step is to select the non-3GPP access network. This is performed using mechanisms out of scope of 3GPP or using ANSDP/WLANSP rules enhancements as proposed in solutions #3 and #16. 
After the UE selects the specific non-3GPP network, then it needs to perform N3IWF discovery, but at that point the N3IWF should provide access to the specific SNPN the UE would need to get service. For this reason, in case of PLMN N3IWF selection the UE performs first PLMN selection before selecting N3IWF as defined in TS 23.501 clause 4.2.8.1: 

When the UE decides to use untrusted non-3GPP access to connect to a 5G Core Network in a PLMN:

-
the UE first selects and connects with a non-3GPP access network; and then

-
the UE selects a PLMN and an N3IWF in this PLMN. The PLMN/N3IWF selection and the non-3GPP access network selection are independent. The N3IWF selection is defined in clause 6.3.6.

Proposal:  Taking the above into account, we determine that there is no value to include the GIN as part of the N3IWF FQDN for access to either CH or for onboarding access. It is therefore proposed to remove the related text and Editor's Notes from solutions #4 and #5.
2.
Text proposal
It is proposed to agree the following changes vs. TR 23.700-08:
>>>>BEGINNING OF CHANGES<<<<
6.4
Solution #4: Support of onboarding over untrusted non-3GPP access in SNPN

6.4.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
This solution aims at addressing key Issue #2 about support of Non-3GPP access for SNPN. In particular, this solution mainly focuses on how to support functionalities defined in R17 eNPN such as onboarding and remote provisioning over untrusted non-3GPP access. For UE accessing SNPN using credentials owned by the SNPN, Solution #2 specified in clause 6.2 can be applied.
This solution assumes that access to PVS is restricted inside the ON-SNPN and the PVS is not accessible from the public internet directly over the "untrusted non-3GPP access network".
6.4.2
Functional Description

Editor's note:
This clause further details the solution principles and any assumptions made.

Before the UE registers to an SNPN over untrusted non-3GPP access for Onboarding, it shall select a N3IWF in the SNPN which supports Onboarding. The UE selects non-3GPP access network that supports access to N3IWF that support onboarding using either mechanisms out of scope of 3GPP or using ANDSP/WLANSP enhancements as defined in other solutions. 

Therefore, clause 6.3.6.2a of TS 23.501 [3] can be applied with following clarifications and additions:




-
After UE selects a N3IWF that supports Onboarding, it shall include an Onboarding indication in the AN parameters included in the EAP-Res/5G-NAS message which are sent to N3IWF during registration procedure as specified in clause 4.12.2.2 in TS 23.502 [4]. The selected N3IWF shall select an AMF that supports Onboarding based on the Onboarding indication included in the AN parameters.



6.4.3
Procedures

Editor's note:
This clause describes procedures and information flows for the solution.

6.4.4
Impacts on services, entities, and interfaces
Editor's note:
This clause lists impacts to services, entities, and interfaces.
UE impact:


-
Ability to include Onboarding indication in the AN parameter sent to the N3IWF during registration procedure.

N3IWF impact:

-
Ability to select an AMF that supports Onboarding based on the Onboarding indication included in the AN parameters.

>>>>NEXT CHANGE<<<<
6.5
Solution #5: Support of Credentials Holder scenarios over untrusted non-3GPP access in SNPN

6.5.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
This solution aims at addressing key Issue #2 about support of Non-3GPP access for SNPN. In particular, this solution mainly focuses on how to support functionalities defined in R17 eNPN such as accessing SNPN using credentials owned by Credentials Holder separate from the SNPN over untrusted non-3GPP access. For UE accessing SNPN using credentials owned by the SNPN, Solution #2 specified in clause 6.2 can be applied.

6.5.2
Functional Description

Editor's note:
This clause further details the solution principles and any assumptions made.

When UE accesses to a SNPN using credentials owned by Credentials Holder separate from the SNPN, it can select a N3IWF in the SNPN where UE accesses by using credentials owned by the Credentials Holder.


Therefore, clause 6.3.6.2a of TS 23.501 [3] can be applied with following clarifications and additions:


-
The FQDN constructed by the UE identifies the CH it belongs to and the Visited Country FQDN, indicating the query is for SNPN and performing a DNS query for the resulting FQDN.




6.5.3
Procedures

Editor's note:
This clause describes procedures and information flows for the solution.

6.5.4
Impacts on services, entities, and interfaces
Editor's note:
This clause lists impacts to services, entities, and interfaces.
UE impact:

-
Ability to construct an FQDN for selecting a preferred SNPN that supports connecting with Credentials Holder.


>>>>NEXT CHANGE<<<<
>>>>NEXT CHANGE<<<<
>>>>END OF CHANGES<<<<
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