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Discussion


Proposal
It is proposed to agree the following changes into TR 23.700-41 on FS_eNS_Ph3.

* * * * Start of 1st Change * * * * 

[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97057174][bookmark: _Toc97266752]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6

	Solution #1: Additional S-NSSAI associated with the PDU session
	X
	
	
	
	
	

	Solution #2: Slice Re-mapping Capabilities for Network Slice Service Continuity
	X
	
	
	
	
	

	Solution #3: Support of Network Slice Service continuity using SSC mode 3
	X
	
	
	
	
	

	Solution #4: PDU Session on compatible network slice
	X
	
	
	
	
	

	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
	X
	
	
	
	
	

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	
	X
	
	
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	
	X
	
	
	
	

	Solution #8: Gracefully network slice termination
	
	
	X
	
	
	

	Solution #9: Support of a Network Slice with an AoS not matching existing TA boundaries
	
	
	X
	
	
	

	Solution #10: Associating a validity timer with a temporary slice
	
	
	X
	
	
	

	Solution #11: Enabling UEs to Request S-NSSAIs not uniformly available
	
	
	X
	
	X
	

	Solution #12: Solution for Centralized Counting for Multiple Service Areas and 5GS-EPS Interworking
	
	
	
	X
	
	

	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
	
	
	
	X
	
	

	Solution #14: Maximum Number Distribution in multiple NSACFs
	
	
	
	X
	
	

	Solution #X: Network triggered Rejected NSSAI update
	
	
	
	
	X
	



* * * * Start of 2nd Change (All new text) * * * * 

6.X	Solution #X: Network triggered Rejected NSSAI update
[bookmark: _Toc92370824][bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.X.1	Introduction
Editor's note:	This clause lists the key issue(s) addressed by this solution.
This solution addresses key issue #5: "Improved support of RAs including TAs supporting Rejected S-NSSAIs". This solution can be used in addition to any other solutions that have UE impact. The aim of this solution is supporting legacy UEs so that the AMF can determine RA of legacy UEs by using the same mechanism as for Rel-18 UEs.
[bookmark: _Toc92370825]6.X.2	Functional Description
[bookmark: _Toc500949101]Editor's note:	This clause outlines solution principles, assumptions and high-level architectures, etc.
[bookmark: _Toc22214910]When a UE requested a slice, the AMF rejects the UE's request if the requested slice is not supported in the current TA. Then the AMF provides the slice as Rejected NSSAI to the UE with cause indicating that the slice is not available in the current registration area. The AMF does not need to store the rejected S-NSSAI.
This solution propose that the AMF stores the rejected S-NSSAIs provided to the UE. If the AMF detects that the UE moves to an area where the rejected S-NSSAI is supported within the current registration area, the AMF can trigger the UE Configuration Update procedure and remove the S-NSSAI from the Rejected NSSAI.
The AMF does not need to store all rejected S-NSSAIs with cause indicating the slices are not available in the current registration area. The AMF can determine to store an S-NSSAI if the S-NSSAI is available in any of the TAs of the RA. In addition, in order to reduce AMF load and signalling caused by UE Configuration Update, the operator may configure the AMF with local policy. For example, operator may configure the AMF with candidate list of slices that can be stored when a slice is rejected. The AMF can take into account a UE's capability, i.e. if the UE supports other solutions with UE impact, the AMF does not need to store rejected NSSAIs for the UE.
When the AMF removes rejected S-NSSAIs via UE Configuration Update procedure, the AMF may include the S-NSSAIs to the Allowed NSSAI of the UE to reduce further singling with the UE based on operator's local policy.
[bookmark: _Toc23254043][bookmark: _Toc92370826]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.


Figure 6.X.3-1: Network triggered Rejected NSSAI update
1.	The UE sends Registration request message with Requested NSSAI = {slice x, slice y}. The AMF determine that the UE's registration area and provides allowed NSSAI = {slice x} and rejected NSSAI = {slice y} because slice y is not supported in the current TA. The AMF stores the rejected S-NSSAIs if operator's local policy is satisfies as described in clause 6.X.2.
2.	The AMF detects that the UE moved to the TA where stored rejected S-NSSAI is supported. The AMF triggers UE Configuration Update procedure to remove the rejected S-NSSAI that are available in the current TA. Depending on operator's policy, the rejected S-NSSAI may be included in the Allowed NSSAI to reduce additional signalling with the UE.
[bookmark: _Toc23254044][bookmark: _Toc92370827]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause describes impacts to existing services, entities and interfaces.
AMF:
· Stores rejected S-NSSAIs for a UE and removes the rejected S-NSSAIs when the UE moves to an area where the rejected S-NSSAIs are available based on operator policy.

* * * * End of Changes * * * * 
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