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1. Introduction/Discussion
This paper addresses the following ENs.
Editor's note:	It is FFS whether the MOBIKE protocol can support handover between trusted non-3GPP access and untrusted non-3GPP access.
The MOBIKE RFC 4555 is to enable the host changes of its point of attachment to the network and receive a new IP address ort in case of multihoming scenarios. MOBIKE enables the VOPN user to move to a different IP address without re-establishing all security association with the remote GW. MOBIKE follow IKEv2 mechanism. For the 5G, both untrusted and Trusted if the UE support MOBIKE this is provided during the registration (see TS 23.502 clause 4.12.2.2 step 3 and clause 4.12a.2.2 step 13c.. In MOBIKE one end-point remains unchanged, typically the GW, i,e the N3IWF  or the TNGF in our scenario, while the UE end point change the IP address due to the change of the N3GPP access network where is connected to, which may lead to the change of the local IP addressed. While in the scenario of the ATSSS both ends point are changed, i.e. the UE location and the GW (from a N3IWF to a TNGF or viceversa), hence MOBIKE is not applicable.
Editor's note:	It is FFS whether the authentication over target non-3GPP access path shall be performed when the security context is already available in selected AMF.
Based on existing procedure in clause 7.2.1 in TS 33.501, the AMF may decide whether to run the authentication. It purely an AMF’s decision has already been reflected in TS 33.501. No need to mandate to run primary authentication in this case. Thus, we propose to delete this editor’s note.
Editor's note:	It is FFS whether the N3IWF key can be derived from UE security context available in non-3GPP access.
Based on the description in clause 7.1 in TS 33.501, the AMF derives the key KN3IWF from the key KAMF. There is no issue for AMF to derive the key KN3IWF. SA3 has not defined a security context in non-3GPP access. Existing method can be reused. Thus, we propose to delete this editor’s note.
Editor’s note: 	It is FFS whether the additional information is needed in the Registration procedure for path switching.
To aid AMF to know that the registration request is used for traffic switching between trusted and untrusted non-3GPP accesses, while not impacting the existing registration, we introduce a new Registration Type called “non-3GPP Path Switching”. When receiving registration request with this new Registration Type, the AMF knows the UE is intend to switch traffic between non-3GPP accesses rather than existing registration type, and performs following procedures such as derive and send security key via target access path, update RAT type of untrusted non-3GPP access with the UDM.
Editor’s note: 	It is FFS to specify how UE/UPF distribute traffic flows when the target non-3GPP path is established.
Upon user-plane resources over target non-3GPP access is established, there will be two available non-3GPP accesses in the MA PDU Session only for the limited time of performing the switch. SMF updates the N4 rule to UPF in order to direct the downlink traffic flows towards the target N3GPP access. The ATSSS rule received by UE are also updated in order to indicate to that traffic is send and received on the target non-3GPP access.
Editor’s note: 	It is FFS whether and how to release N2 resources over trusted non-3GPP access or perform deregistration procedure via trusted non-3GPP access.
The procedure in step 9 includes already the release of resources, so it is no need to perform N2 resources release again. On the other hand, since the deregistration will deregister the UE also from the Untrusted as it moves the state for N3GPP from Registered to deregistered, deregistration procedure shall not be performed. We propose to delete this editor’s note.
Editor’s note: 	It is FFS how AMF performs deregistration procedure if the UE does not initiate path switching after the Registration Procedure.
In case to prevent UE not initiating path switching after the Registration Procedure, AMF can initial a deregistration timer over the target non-3GPP access when registration is completed and the registration request indicates traffic switching between non-3GPP accesses. When deregistration timer is expired and path switching is not completed, it means something has not went correctly, hence the UE shall be deregistered and the connection is lost.
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
Impacts on existing 3GPP nodes and functional elements are added.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.007-53.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc101168800][bookmark: _Toc100745543]6.7	Solution #5.1: Support traffic switching between two non-3GPP paths
[bookmark: _Toc101168801][bookmark: _Toc100745544]6.7.1	Introduction
This solution addresses KI#5 on support traffic switching between one non-3GPP access path from the UE to a N3IWF in a PLMN and another non-3GPP access path from the UE to a TNGF in the same PLMN.
[bookmark: _Toc101168802][bookmark: _Toc100745545]6.7.2	High-level Description
In this solution, it is assumed that the two registrations via two non-3GPP access in the same PLMN are performed in order to enable switching the traffic from a source non-3GPP access path to a target non-3GPP access path and after switching the traffic, only one UE registration via non-3GPP access may exist.
When UE decides to switch traffic of MA PDU Session from source non-3GPP access (e.g. trusted non-3GPP access) path to a target non-3GPP access (e.g. untrusted non-3GPP access) path in the same PLMN, UE shall perform initial registration procedure via the target non-3GPP access (untrusted non-3GPP access) path.
The MOBIKE protocol may not be able to support handover procedure between trusted non-3GPP access and untrusted non-3GPP access due to lack of interface between TNGF and N3IWF and viceversa due to the simultaneous changes of the IP address of the two end point of IKEv2, i.e. the UE change of local IP address from source N3GPP access to target N3GPP access and the simultaneous change of GW endpoint from N3IWF to a TNGF..
Editor's note:	It is FFS whether the MOBIKE protocol can support handover between trusted non-3GPP access and untrusted non-3GPP access.
N3IWF/TNGF shall select the same AMF based on AN parameters provided by UE.
Editor's note:	It is FFS whether the authentication over target non-3GPP access path shall be performed when the security context is already available in selected AMF.
AMF shall update UDM with the RAT type of target non-3GPP access after the registration procedure over the target non-3GPP access path is completed.
When adding user-plane resources over the target non-3GPP access path, SMF may update ATSSS rules and N4 rules to the UE and the UPF respectively, which can be applied when there are two non-3GPP access paths available to indicate that the traffic have to be send on the target N3GPP access.
[bookmark: _Toc101168803][bookmark: _Toc100745546]6.7.3	Procedures
This clause specifies how a UE can handover one leg of MA PDU Session from a source non-3GPP access to a target non-3GPP access path. Figure 6.7.3-1 illustrates the procedure of switching traffic of a MA PDU Session from trusted non-3GPP access path to untrusted non-3GPP access path. It can also be applied to the procedure of switching traffic of a MA PDU Session from untrusted non-3GPP access path to trusted non-3GPP access path by replacing the TNAP/TNGF with untrusted non-3GPP access network/N3IWF, and vice versa.
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2. IKE_AUTH_Req (EAP-Res/5G-NAS/AN_Params, NAS-PDU [Registration Request])

3a. AMF Selection
3b. N2 msg (Registration Request)

1. UE registration procedure for untrusted non-3GPP using clause 4.12.2.2-1 step 1 to step 4 in TS 23.502 [3]
0. UE registers to 5GC via trusted non-3GPP access and has established a MA PDU session over trusted non-3GPP access
9. Release of MA PDU Session over trusted non-3GPP access as specified in clause 4.22.10 in TS 23.502 [3]
8. Adding user-plane resources over untrusted non-3GPP access as specified in clause 4.22.7 in TS 23.502 [3]
4a. N2 msg (Security Mode Command [EAP-Success])

4b. IKE_AUTH Res (EAP-Req/5G-NAS/NAS-PDU [NAS Security Mode Command [EAP-Success]])

4c. IKE_AUTH Req (EAP-Res/5G-NAS/NAS-PDU [Security Mode Complete])

4d. N2 msg ([NAS Security Mode Complete])

5a. Initial Context Setup Req (N3IWF key)

5b. IKE_AUTH Res (EAP-Success)

7. Nudm_UECM_Update service (RAT type)

6. UE registration procedure for untrusted non-3GPP using clause 4.12.2.2-1 step11 to step 13 in TS 23.502 [3]
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2. IKE_AUTH_Req (EAP-Res/5G-NAS/AN_Params, NAS-PDU [Registration Request[Registration Type = "non-3GPP Path Switching"]])
3a. AMF Selection
3b. N2 msg (Registration Request)
1. UE registration procedure for untrusted non-3GPP using clause 4.12.2.2-1 step 1 to step 4 in TS 23.502 [3]
0. UE registers to 5GC via trusted non-3GPP access and has established a MA PDU session over trusted non-3GPP access
9. Release of MA PDU Session over trusted non-3GPP access as specified in clause 4.22.10 in TS 23.502 [3]
8. Adding user-plane resources over untrusted non-3GPP access as specified in clause 4.22.7 in TS 23.502 [3]
4a. N2 msg (Security Mode Command [EAP-Success])
4b. IKE_AUTH Res (EAP-Req/5G-NAS/NAS-PDU [NAS Security Mode Command [EAP-Success]])
4c. IKE_AUTH Req (EAP-Res/5G-NAS/NAS-PDU [Security Mode Complete])
4d. N2 msg ([NAS Security Mode Complete])
5a. Initial Context Setup Req (N3IWF key)
5b. IKE_AUTH Res (EAP-Success)
7. Nudm_UECM_Update service (RAT type)
6. UE registration procedure for untrusted non-3GPP using clause 4.12.2.2-1 step11 to step 13 in TS 23.502 [3]
10. Deregistration procedure for untrusted non-3GPP access as specified in clause 4.2.2.3.3 in TS 23.502 [3]

Figure 6.7.3-1: Switching traffic of a MA PDU Session from trusted non-3GPP access path to untrusted non-3GPP access path
0.	UE registers to 5GC via trusted non-3GPP access and has established a MA PDU session over trusted non-3GPP access.
1.	The UE shall initiate Registration procedure via untrusted non-3GPP access using TS 23.502 [3] clause 4.12.2.2-1 step 1 to step 4.
2.	UE sends the IKE_AUTH request which including an EAP-Response/5G-NAS packet that contains the Access Network parameters (AN parameters) and the Registration Request message. The AN parameters shall contain the same information used in the registration procedure over trusted non-3GPP access including the GUAMI, the Selected PLMN ID, the Requested NSSAI (if included) and the Establishment cause. The Registration Request message shall include the new Registration Type as “ non-3GPP Path Switching”, which indicate that the UE is intend to switch traffic between non-3GPP accesses.
3.	The N3IWF shall select the same AMF that TNGF selected via trusted non-3GPP access based on the received AN parameters. The N3IWF shall then forward the Registration Request received from the UE to the selected AMF within an N2 message, which also contains N2 parameters that include the Selected PLMN ID and the Establishment cause.
4.	The AMF shall send a NAS Security Mode Command to UE in order to activate NAS security. The UE then replies the NAS Security Mode Complete message within an EAP/5G-NAS packet as specified in clause 4.12.2.2-1 step 9 in TS 23.502 [3].
NOTE 1:	It is assumed that there is no need to perform authentication over untrusted non-3GPP access since security context is available in the selected AMF.
5.	The AMF shall send an NGAP Initial Context Setup Request message that includes the N3IWF key.
Editor's note:	It is FFS whether the N3IWF key can be derived from UE security context available in non-3GPP access.
6.	UE perform initial registration procedure via untrusted non-3GPP access as specified in clause 4.12.2.2-1 step 11 to step 13 in TS 23.502 [3].
Editor's note:	It is FFS whether the additional information is needed in the Registration procedure for path switching.
7.	When the initial registration is completed over trusted non-3GPP access, AMF shall update the RAT type of untrusted non-3GPP access with the UDM using Uudm_UECM_Update service. AMF shall also initial a deregistration timer over the untrusted non-3GPP access, which will trigger deregistration via untrusted non-3GPP access without release UE context of source non-3GPP access.
8.	UE adds user-plane resources over untrusted non-3GPP access with the same PDU Session ID of the established MA PDU Session as specified in clause 4.22.7 in TS 23.502 [3] with following clarifications and additions:
-	When adding user-plane resources over untrusted non-3GPP access, SMF shall include additional indication (e.g. RAT type) in Namf_Communication_N1N2MessageTransfer to indicate AMF that N2 SM information included in this message should be sent over untrusted non-3GPP access.
-	The N4 rules may be updated to UPF, which can be applied when there are two non-3GPP accesses available. The N4 rules are updated to UPF to indicate that the traffic have to be send on the target N3GPP access.
-	The MA PDU Session Establishment Accept message received by the UE may contain updated ATSSS rules which can be applied when there are two non-3GPP access paths available. The updated ATSSS rules shall indicate that the traffic shall be send on the target non-3GPP access path.
Editor's note:	It is FFS to specify how UE/UPF distribute traffic flows when the target non-3GPP path is established.
9.	If the User Plane of the MA PDU Session is activated in untrusted non-3GPP access, the SMF releases of resources over trusted non-3GPP access as specified in clause 4.22.10 in TS 23.502 [3] with following clarifications and additions:
-	When releasing user-plane resources over trusted non-3GPP access, SMF shall include additional indication (e.g. RAT Type) in Namf_Communication_N1N2MessageTransfer to indicate AMF that N2 SM information included in this message should be sent over trusted non-3GPP access.
After the resources over trusted non-3GPP access are completely released, the user plane resources of single access PDU session over this access will also be deactivated. 
10.	 If the deregistration timer over untrusted non-3GPP access is expired and AMF is not informed of the completion of non-3GPP access path switching of the UE (i.e. user plane resources over trusted non-3GPP access is released), AMF shall perform deregistration procedure via untrusted non-3GPP access as specified in clause 4.2.2.3.3 in TS 23.502 [3]
Editor's note:	It is FFS whether and how to release N2 resources over trusted non-3GPP access or perform deregistration procedure via trusted non-3GPP access.
Editor's note:	It is FFS how AMF performs deregistration procedure if the UE does not initiate path switching after the Registration Procedure.
[bookmark: _Toc101168804][bookmark: _Toc100745547]6.7.4	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
UE:
-	Performs Registration with new registration type.
-	Temporarily maintains simultaneous parallel user plane tunnel over trusted non-3GPP access and untrusted non-3GPP access.
-	When the UE receives the N2 resources Registration Accept message for the target non-3GPP access, the UE shall add user plane resources over target non-3GPP access.
AMF:
-	Initials deregistration timer over target non-3GPP access when registration with the new registration type is completed
-	Update the RAT type of target non-3GPP access with the UDM after registration is completed
-	Perform Deregistration when deregistration timer is expired and the AMF is not informed of the completion of non-3GPP access path switching of the UE
SMF:
-	Indicates to AMF which access path should the N2 SM information be sent
-	Update N4 rules and ATSSS rules when UE requests to switch traffic between non-3GPP accesses
UPF:
-	Temporarily maintains simultaneous parallel user plane tunnel over trusted non-3GPP access and untrusted non-3GPP access.

* * * * End of changes * * * *
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