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[bookmark: _Toc97268158][bookmark: _Toc519004414]Introduction
Clause 3.3.5 of the GSMA OPG.02 requirement document introduces the Edge Node Sharing scenario. The Edge Node sharing scenario is a possible deployment scenario where an operator may choose to partner with a 3rd party or another operator for the deployment of cloud resources. This would be a bilateral agreement between 2 parties and does not as such constitute a federation. The text in Solution 22 should refer to Edge Node Sharing scenario and not federation. 
Proposal
It’s proposed to update solution #22 in 23.700-48 as follows:

************** 1st change **************
[bookmark: _Toc101008258][bookmark: _Ref93394262][bookmark: _Toc97268160]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	18
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	21
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	23
	X
	
	
	
	
	
	

	04: Support EAS discovery in VPLMN via HR PDU Session
	28
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU session
	31
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	33
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	35
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	36
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	38
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	40
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	41
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	43
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	47
	
	X
	
	
	
	
	

	14: Group Management
	50
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	54
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	62
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	64
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	66
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	70
	
	
	
	X
	
	
	

	20: Global EASDF
	71
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	73
	
	
	
	
	X
	
	

	22: EAS discovery for federated Edge Node Sharing Ops
	74
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	80
	
	
	
	
	X
	
	




************** 2nd change **************
[bookmark: _Toc101008366][bookmark: sol22]6.22	Solution 22 (KI#5): EAS discovery for Edge Node Sharingfederated OPs
[bookmark: _Toc101008367]6.22.1	Introduction
This solution addresses Key Issue #5 and allows the discovery of an Edge Application Server (EAS) in case of Edge Node Sharingwithin a federation of Operator Platforms. In this solution, It is assumed that the EAS is hosted by a different PLMN than the PLMN that is serving the UE.
[bookmark: _Toc101008368]6.22.2	Functional description
[bookmark: _Toc101008369]6.22.2.0	Option 0: SMF configuration
This solution is based on the Rel-17 EAS based discovery procedures with the assumption that the SMFs of each PLMN supporting the OP federationEdge Node Sharing need to be configured with the DNAI values associated to the EAS' hosted by the other OPs of the federationpartner operator. More in details:
-	the SMF needs to know the EAS deployment information of the EAS running on other PLMN's edge infrastructure e.g., IP address range(s)/FQDN(s).
	For example, if the EAS is running in MNO 2's PLMN#2, when the EAS discovery is triggered the EASDF in MNO 1's PLMN#1 will receive the DNS response from the DNS server knowing the EAS' address and will forward the EAS' address to the SMF in PLMN#1.
-	At this point, after the SMF gets the IP address of EAS running in PLMN#2, in order to know that the EAS is instantiated in PLMN#2's edge infrastructure, it is required that SMF knows the mapping between the PLMN ID of the PLMN hosting the EAS and the corresponding IP address received as a result of DNS query so that the SMF can steer user plane path towards the PLMN#2's domain. This may require an update of the SMF each time an EAS is added or removed.
Editor's note:	How SMF determines information of ECS option for the DNS query is FFS.
Editor's note:	How to support the low latency requirement for edge computing when the traffic routing from MNO1's UPF to MNO2's DN is FFS.
[bookmark: _Toc101008370]6.22.2.1	Option 1: Shared EASDF
This option is based on the concept of shared EAS Discovery Function (shared EASDF), which is a new network entity shared among multiple operators and used to support the discovery of EAS for Edge Node sharingfederated edge services.


Figure 6.22.2.1-1: Architecture with deployed Shared EASDF
The Shared EASDF is a new network entity deployed in the core network and shared among the PLMNs of the MNOs that each have bilateral Edge Node Sharing agreements with each othersupport a federation of Operator Platforms (OPs). The shared EASDF is hosted by one of the a PLMNs of the federation. The PLMN hosting the shared EASDF is the anchor PLMN. The communication between other PLMNs and the shared EASDF takes place via the serving EASDF (sEASDF) and the serving SMF (sSMF), that is via the EASDF and the SMF of the PLMN serving the UE.
Editor's note:	Whether the shared EASDF is feasible for network operator is FFS. Checking with GSMA may be needed in the future.
Editor's note:	How sSMF creates DNS context on shared EASDF is FFS.
The shared EASDF stores EAS deployment information such as EAS address hosted by other PLMNs within the federation. An operator in the federationthat needs to update its EAS information in the shared EASDF any time a change is applied (e.g., an EAS is added/modified/removed, or an MNO joins or leaves a federation).
Editor's note:	How to support the low latency requirement for edge computing when the traffic routing from MNO1's UPF to MNO2's DN is FFS.
[bookmark: _Toc101008371]6.22.2.2	Option 2: Per-PLMN EASDFs
This solution option is based on the communication between the EASDFs of the different PLMNs of the MNOs that support a federation of OPs. The EASDF of a PLMN manages information for EAS' that are hosted by the Edge Data Network of that PLMN, and the EASDF of a PLMN can interact with other PLMNs' EASDFs to support a federation of operator platforms.


Figure 6.22.2.2-1: Architecture with per-PLMN EASDF
In the figure above:
-	serving EASDF (sEASDF) and the serving SMF (sSMF) are, respectively, the EASDF and the SMF of the PLMN of the federation that is currently serving the UE;
-	partner EASDF (pEASDF) is the EASDF of the partner PLMN in the federation which hosts the Edge Application Server whose service is desired.
Editor's note:	How to support the low latency requirement for edge computing when the traffic routing from MNO1's UPF to MNO2's DN is FFS.
Editor's note:	How sSMF determines the proper pEASDF is FFS.
The EAS discovery is based on the existing EAS discovery procedures described in TS 23.548 [3], with the following changes:
-	provisioning of EAS deployment information to 5GS:
-	For each of its EASs, the application service provider (via the AF) provides each PLMN of the federation with the EAS deployment information with PLMN ID, DNAI, and (list of) FQDNs necessary to discover the EAS within the federation. Such information is stored in the UDR following the EAS Deployment Information Provision from AF via NEF procedure (TS 23.548 [3], clause 6.2.3.4.2).
-	The SMF retrieves the EAS deployment information from the UDR (TS 23.548 [3], clause 6.2.3.4.3), and provides the following pieces of information to the EASDF (TS 23.548 [3], clause 6.2.3.4.4):
a)	FQDN filter: the list of filters regarding FQDN in the DNS query from the UE;
b)	DNS server address filter: the list of filters regarding DNS server address in the DNS query from the UE;
c)	PLMN ID associated with the FQDN filter or DNS server address;
d)	Action: DNS query forwarding to the target pEASDF, reporting to the SMF.
-	EAS discovery:
-	At EAS discovery (TS 23.548 [3], clause 6.2.3.2.2), the sEASDF determines the target pEASDF associated with the PLMN ID, if the received DNS query (from the UE) meets the following conditions:
-	the FQDN in the DNS query matches with the configured FQDN filter associated with the DNAI/PLMN ID;
-	the DNS server address in the query matches with the configured DNS address filter with the DNAI/PLMN ID.
-	Based on the indication by the sSMF, the sEASDF forwards the query to target pEASDF.
-	Target pEASDF replies with the specific DNAI/PLMN ID result.
-	The result is reported to the sSMF.
[bookmark: _Toc101008372]6.22.3	Procedures
[bookmark: _Toc101008373]6.22.3.0	Option 0: SMF configuration
This option re-uses the EAS discovery procedure defined in TS 23.548 [3], clause 6.2.3.2.2.
[bookmark: _Toc101008374]6.22.3.1	Option 1: Shared EASDF


Figure 6.22.3.1-1: Modified EAS discovery (TS 23.548 [3] clause 6.2.3.2.2) for Option 1 and Option 2
The procedure is based on the EAS discovery procedure defined in TS 23.548 [3], clause 6.2.3.2.2, with the following changes:
-	new step 9a: based on the DNS message report sent by the sEASDF in steps 8/9, the SMF selects the shared EASDF.
-	new step 9b/c: the sSMF creates the DNS context in the shared EASDF.
Editor's note:	How sSMF creates DNS context on shared EASDF without having the UE's public IP address is FFS.
-	steps 10/11: the sSMF instructs the sEASDF to forward the DNS query to the shared EASDF. The sSMF provides to the serving EASDF the FQDN filter (e.g., FQDN ranges) to be reported. The FQDN filter indicates that the shared EASDF needs to be contacted to resolve the DNS query.
-	new step 11a: the sEASDF forwards the DNS query to the shared EASDF.
-	new step 13a: the shared EASDF resolves the DNS query and sends the DNS reply to the sEASDF.
NOTE:	Alternatively to steps 11a/13a, the DNS query can be forwarded by the sEASDF to the shared EASDF via the SMF.
[bookmark: _Toc101008375]6.22.3.2	Option 2: Per-PLMN EASDFs


Figure 6.22.3.2-1: Modified EAS discovery (TS 23.548 [3] clause 6.2.3.2.2) for Option 2
The procedure is based on the EAS discovery procedure defined in TS 23.548 [3], clause 6.2.3.2.2, with the following changes:
-	new step 9a: based on the DNS message report sent by the sEASDF in steps 8/9, the SMF selects the pEASDF.
-	steps 10/11: the sSMF instructs the sEASDF to forward the DNS query to the partner EASDF. The sSMF provides to the serving EASDF the FQDN filter (e.g., FQDN ranges) to be reported. The FQDN filter indicates that the partner EASDF needs to be contacted to resolve the DNS query.
-	new step 11a: the sEASDF forwards the DNS query to the pEASDF.
-	new step 13a: the pEASDF resolves the DNS query and sends the DNS reply to the sEASDF.
[bookmark: _Toc101008376]6.22.4	Impact on existing entities and interfaces
[bookmark: _Toc101008377]6.22.4.0	Option 0: SMF configuration
SMF:
-	needs to know EAS deployment information (IP address range(s)/FQDN(s)) of each EAS running in the in each Edge Node Sharing partnerPLMNs of the operators supporting the OP federation;
-	needs to be configured with mapping between EAS deployment information and PLMN ID. If EAS' are added or removed, the configuration information needs to be updated.
[bookmark: _Toc101008378]6.22.4.1	Option 2: Shared EASDF
EASDF:
-	requires capability to communicate with shared-EASDF forward DNS query to and receive DNS response.
Shared-EASDF:
-	needs to be configured with IP range/FQDN of list of all EAS' running in PLMNs of each Edge Node Sharing partneroperators participating in the OP federation.
SMF:
-	needs to be configured with shared-EASDF address.
[bookmark: _Toc101008379]6.22.4.2	Option 3: Per-PLMN EASDFs
EASDF:
-	requires capability to communicate with EASDFs of another PLMN to forward DNS query to and receive DNS response.
SMF:
-	needs to be configured per-PLMN EASDF addresses.
**************  End of changes ************** 
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