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Abstract: This contribution propose a new solution for Key Issue #7 to support monitoring and exposing performance of a group of UEs by reusing DN performance analytics.
Discussion
KI#7 in TR 23.700-80 has the following problem to address to support Federated Learning operations:
On performance monitoring/exposure:
-	How to monitor and expose a UE or a group of UEs performance (e.g. aggregated QoS parameters) as described in TS 22.261 [2] related to FL operations.
-	Whether and what existing or new monitoring events (e.g. QoS, location, load, congestion) are required to capture specific System Performance and Predictions for traffic related to AI/ML operations for FL operation.
Regarding QoS parameters, the most important ones are packet latency, bit rate, packet drop rate. Those QoS parameters are already specified as part of the output parameters of DN Performance Analytics in clause 6.14 of TS 23.288. Table 6.14.3-1 of TS 23.288 shows the output of the analytics:
Table 6.14.3-1: DN service performance statistics
	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See note 1.

	DNN
	Identifies the data network name (e.g. "internet") for which analytics information is provided. See NOTE 1.

	DN performance (0-x)
	List of DN performances for the application.

	  > Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	  > Serving anchor UPF
	The involved anchor UPF. See NOTE 2.

	  > DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	  > Performance
	Performance indicators.

	     >> Average Traffic rate
	Average traffic rate observed for UEs communicating with the application. See NOTE 3.

	     >> Maximum Traffic rate
	Maximum traffic rate observed for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Delay
	Average packet delay observed for UEs communicating with the application. See NOTE 3.

	     >> Maximum Packet Delay
	Maximum packet delay for observed for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Loss Rate
	Average packet loss observed for UEs communicating with the application. See NOTE 3.

	  > Spatial Validity Condition
	Area where the DN performance analytics applies.

	  > Temporal Validity Condition
	Validity period for the DN performance analytics.

	NOTE 1:	The item "DNN" and "S-NSSAI" shall not be included if the consumer NF is an untrusted AF.
NOTE 2:	The item "Serving anchor UPF" shall not be included if the consumer is an AF.
NOTE 3:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of accuracy per analytics subset" and "Reporting Thresholds".



To support exposing aggregated QoS parameters, we can add aggregated traffic rate, variance of the traffic rate, variance of packet delay and variance of packet loss rate. 
Though the solution is proposed for KI#7 to support FL operations, it is suitable for any group-based AIML operations.
Proposed Solution
The following text is proposed to be added to TR 23.700-80 v0.2.0.
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Table 6.0-1: Mapping of Solutions to Key Issues
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6.X	Solution #X: Solution for supporting aggregated UE performance monitoring and exposure for a group of UEs
6.X.1	Description
[bookmark: _Toc101357245]This solution aims to address the key issue #7 to support aggregated UE performance monitoring and exposure for a group of UEs. The proposed solution is suitable for any group based AIML operations, including Federated Learning operations.  
Regarding UE performance, we focus on the QoS parameters, such as packet latency, bit rate, packet drop rate. Those QoS parameters are already specified as part of the output parameters of DN Performance Analytics in clause 6.14 of TS 23.288. However, current output parameters of DN Performance analytics need to be extended to include aggregated parameters. Therefore, the solution proposes to add the following parameters in the output parameters of DN Performance Analytics:
· aggregated traffic rate; 
· variance of the traffic rate;
· variance of packet delay;
· variance of packet loss rate. 
6.X.2	Procedures
The procedure is the same as clause 6.14.4 in TS 23.288[6], where the analytics consumer is the AF (via NEF) and the Target of Analytics Reporting is a group of UEs which are participating the AIML operations.

[bookmark: _Toc100833127][bookmark: _Toc101357246]6.X.3	Impacts on services, entities and interfaces
-	The output of the DN Performance Analytics is extended with more parameters. 
********** End of Changes***************
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