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[bookmark: _Toc98865746]4.23.5.1	PDU Session establishment procedure
For non roaming or LBO roaming, it includes the following cases:
-	If the service area of the selected SMF includes the current UE location, the UE requested PDU Session Establishment procedure is same as described in clause 4.3.2.2.1.
-	If the service area of the selected SMF does not include the current UE location and the UE does not request for a MA PDU Session, the AMF selects an I-SMF that serves the area where UE camps. The UE requested PDU Session Establishment procedure for Home-routed Roaming defined in clause 4.3.2.2.2 is used to establish the PDU Session. Compared to the procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also, only the S-NSSAI with the value defined by the serving PLMN is sent to the SMF. The I-SMF provides the DNAI list it supports to SMF and the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF based on the DNAI list information received from I-SMF as defined in Figure 4.23.9.1-1 step 1. The SMF may, based on operator policy, provide the DNN for N6 routing to the I-SMF if the DNN for N6 routing is different from the DNN received from the AMF.
	This may happen e.g. at PDU Session mobility from non-3GPP access to 3GPP access as defined in clause 4.23.15.
-	If the service area of the selected SMF does not include the current UE location and the UE requests a MA PDU Session, then the AMF rejects the MA PDU Session Establishment procedure.
-	When the delegated discovery is used, the SCP selects the SMF as described in Annex E.
-	If an I-SMF is selected and the PDU Session supports mechanisms for redundant transmission defined in clause 5.33.2.2 of TS 23.501 [2], the SMF rejects the PDU Session Establishment Request.
-	If an I-SMF is selected and the PDU Session supports Time Sensitive Communications (as defined in clauses 5.27 and 5.28 of TS 23.501 [2]), or if the PDU session supports redundant transmission defined in clauses 5.33.2.1 or 5.33.2.3 of TS 23.501 [2], the SMF may, based on local policy, reject the PDU Session Establishment Request.
-	If the selected SMF cannot serve the target DNAI requested by the PCC rule, the SMF issues Nsmf_PDUSession_SMContextStatusNotify to provide the target DNAI information to the AMF. The procedure of Home-routed Roaming defined in clause 4.3.2.2.2 is used to establish the PDU Session. Compared to this procedure, the V-SMF and V-UPF are replaced by I-SMF and I-UPF respectively, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. The AMF selects an I-SMF that serves this target DNAI in step 2. Then AMF sends a Nsmf_PDUSession_CreateSMContext Request to the I-SMF as defined in step 3a, and the target DNAI received from SMF is included in the message.
For the Home-Routed roaming case, the UE requested PDU Session Establishment procedure for Home-routed Roaming in clause 4.3.2.2.2 can be reused with the following change.
-	If the service area of the selected V-SMF does not include the current UE location and the UE requests a MA PDU Session, then the AMF rejects the MA PDU Session Establishment procedure.
* * * * NEXT CHANGES * * * *

[bookmark: _Toc98865769]4.23.9.1	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
This clause describes a procedure to add a PDU Session Anchor and Branching Point or UL CL controlled by I-SMF.


Figure 4.23.9.1-1: Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF
1.	UE has an established PDU Session with a UPF including the PDU Session Anchor 1, which is controlled by SMF.The I-SMF and an I-UPF controlled by I-SMF have already been inserted for the PDU Session. Events described in item 1 and 2 of clause 4.23.9.0 have taken place.
2.	At some point, using the list of DNAI(s) of interest for this PDU Session received from the SMF and using the DNN if received from the SMF as specified in clause 4.23.5.1, the I-SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 (PSA2) of the PDU Session. During this step:
-	(if needed) the PSA2 CN Tunnel Info of the local N9 termination on the PSA2 may be determined,
-	In the case of IPv6 multi-homing applies to the PDU Session, a new IPv6 prefix corresponding to PSA2 is allocated by the I-SMF or by the UPF supporting the PSA2.
3.	The I-SMF may select a UPF that will be acting as UL CL or Branching Point and replace the current I-UPF.
	If a new UPF that will act as UL CL/Branching Point is selected (i.e. the existing I-UPF is replaced), the I-SMF uses N4 establishment to provide the 5G AN Tunnel Info, the PSA1 and (where applicable) PSA2 CN Tunnel Info to the new UPF.
NOTE 1:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be merged.
4.	The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of UL CL or Branching Point insertion, IPv6 prefix @PSA2, DNAI(s) supported by PSA2, DL Tunnel Info of the new UL CL/Branching Point, if any) to SMF. Whether the UL CL/Branching Point and PSA2 are supported by the same UPF is transparent to the SMF. Multiple local PSAs (i.e. PSA2) may be inserted at one time, each corresponds to a DNAI and/or an IPv6 prefix in the case of multi-homing.
	The I-SMF informs the SMF that a UL CL or Branching Point is inserted, the I-SMF provides DNAI(s) supported by PSA2 to the SMF. The DL Tunnel Info of UL CL/Branching Point is provided to SMF if a new UPF is selected to replace I-UPF in step 3.
	In the case of IPv6 multi-homing PDU Session, the IPv6 prefix @PSA2 is also provided to SMF.
	The SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF. The SMF may also send a notification to the AF, as described in clause 4.3.6.3.
	The DNAI(s) supported by PSA2 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the I-SMF. The SMF acknowledges the Nsmf_PDUSession_Update from the I‑SMF
5.	If a new DL Tunnel Info of UL CL/ Branching Point has been provided in step 4, the SMF updates the PSA1 via N4 with the CN Tunnel Info for the downlink traffic. Now the downlink packets from PSA1 are sent to UE via the new UPF which will act as Branching Point/UL CL. The SMF may also update the forwarding rules in PSA1 if some traffic is to be moved to UPFs controlled by I-SMF.
6.	The SMF provides I-SMF with N4 information for the PSA and for the UL CL with a SMF initiated Nsmf_PDUSession_Update Request (set of (N4 information, involved DNAI), Indication of no DNAI change, Indication of no local PSA change)). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in clause 5.34.6 of TS 23.501 [2]. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s). If the rule is applied to the local PSA, the N4 information includes the associated DNAI.
	If the "Indication of application relocation possibility" or "UE IP address preservation indication" attributes are included in the PCC rule, the SMF includes the corresponding Indication of no DNAI change and Indication no local PSA change respectively.
	If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.
	The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.
7.	The I-SMF updates the PSA2 via N4 providing N4 rules determined in step 6. It also provides the Branching Point or UL CL CN Tunnel Info for down-link traffic if the PSA2 and the UL CL/Branching Point are supported by different UPF(s).
8. The I-SMF updates the Branching Point or UL CL via N4 providing N4 rules determined in step 6.
NOTE 2:	If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 7 and step 8 can be merged.
9.	The I-SMF Issues a Nsmf_PDUSession_Update Response to SMF that may include N4 information received from the local UPF(s).
10.	Steps 6-8 of clause 4.3.5.4 are performed. In the case of IPv6 multi-homing PDU Session, the SMF notifies the UE of the IPv6 prefix @PSA2 and updates the UE with IPv6 multi-homed routing rule via a PSA controlled by the SMF.
NOTE 3:	Step 6 of clause 4.3.5.4 is skipped if the current I-UPF is selected to act as Branching Point or UL CL.
11.	If a new UPF is selected to replace I-UPF in step 3, the I-SMF uses N4 Release to remove the I-UPF of the PDU Session. The I-UPF releases resources for the PDU Session.

* * * * END OF CHANGE * * * *
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