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	Reason for change:
	The support of Isolated E-UTRAN operations for Public Safety (IOPS) was introduced since Rel-13 in order to address the case of a backhaul failure or a nomadic EPS deployment, ensuring the ability of Public Safety users to communicate in time of crisis via an IOPS-capable eNB. The IOPS mode provides the LTE network the ability to maintain continuous communication services for Public Safety users, including voice, data, unicast and groupcast communications.

The implementation and deployment guidelines for the operation of Public Safety networks using Local EPC in the no Macro EPC backhaul scenario as specified in Annex K of TS 23.401, including system architecture and procedures for UEs joining and leaving the IOPS mode.

The 5G system is expected to offer the same capabilities as legacy 3GPP systems. In particular, the 5G system is expected to be able to provide a minimal level of service even in cases where the network infrastructure is not available for example in crisis situations such as incidents, natural disasters, etc. In fact, the clause 5.1.2.2 of 3GPP TS 22.261 states the following:    

‘In principle, the 5G system shall support all EPS capabilities’.

However, the above requirement is not currently satisfied. As for now, the 5G system is not capable to provide IOPS mode. To address the continued communication ability of Public Safety users in the scenarios of network backhaul failure or a nomadic network deployment, the operators only left the choice to deploy an EPS-based IOPS if we don’t support IOPS mode and corresponding functionalities in the 5G system. For the operators and consumers has existing 5G system deployment, the IOPS mode benefits the ability to mitigate the 5G infrastructure out-of-service under incident scenarios. 

For the above reasons, it is necessary to introduce the implementation and deployment contents of Isolated Operation for Public Safety in 5GS (5IOPS) into the 5G system, including system architecture and procedures for UEs joining and leaving the IOPS mode.
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********** START OF 1st CHANGE **********
Annex X (informative):
Isolated Operation for Public Safety in 5GS (5IOPS) network establishment/termination
X.2.1
5IOPS network establishment/termination

The decision by a 5IOPS-capable NG-RAN to enter 5IOPS mode of operation is made in accordance with the local policies of the operator. In situations when the backhaul to the Macro 5GC is lost and a NG-RAN can start 5IOPS mode of operation based on local policies, or a NG-RAN is deployed as part of a Nomadic 5GS, the following NG-RAN behaviour is expected:

-
If the NG-RAN can reach a Local 5GC for 5IOPS mode of operation, the NG-RAN uses the Local 5GC.

-
If the NG-RAN cannot reach a Local 5GC, then the NG-RAN enters a state where UEs do not attempt to select the cells under its control.

The 5IOPS networks will be established by the independent actions of each NG-RAN entering 5IOPS mode of operation. A 5IOPS network comprising two or more NG-RANs will be established as a result of multiple NG-RANs entering 5IOPS mode of operation and establishing N2 backhaul paths to the local AMF of the same Local 5GC.

A NG-RAN in 5IOPS mode of operation, indicates/broadcasts the 5IOPS PLMN cell(s) as "Not Barred" & "Reserved for Operator Use", for the 5IOPS PLMN identity, as defined in TS 36.304 [43] and TS 38.304 [44]. This "Cell Reserved for Operator Use" feature will allow the 5IOPS-enabled UEs to get access to the 5IOPS network while barring other non-5IOPS-enabled UEs in the same area. 

When an N2 backhaul to the Macro 5GC is re-established, the N2 connections to the Local 5GC are released according to the local 5IOPS network policies, to move the UEs to Idle mode, and stops the 5IOPS mode of operation. The PLMN ID of the Macro 5GC is announced by the NG-RAN so that UEs reselect the PLMN of Macro 5GC. Figure X-1 provides an example of the procedures of 5IOPS network establishment, access and termination.
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Figure X-1: Example of Local 5GC based 5IOPS operation

1)
The UE registers to the Macro 5GC accessing normal application (e.g. MCPTT) services.

2)
The NG-RAN detects loss of the backhaul to the Macro 5GC and in accordance with local operator policies decides to activate 5IOPS mode of operation. 
NOTE 1:
The above steps are not applicable for the Nomadic 5GS case.

3)
Local 5GC is activated. The NG-RAN establishes the backhaul link to Local 5GC.
4)
The NG-RAN broadcasts the PLMN ID for 5IOPS operation with the Local 5GC and indicates the 5IOPS PLMN cell(s) as "Not Barred" & "reserved" for operator use.

5)
The UE detects the 5IOPS PLMN ID and selects the 5IOPS PLMN ID. 
6)
The UE registers to the 5IOPS network, including the authentication procedure with the 5IOPS network. After a success registration to the 5IOPS network, the UE establishes PDU session to get access to the Public Safety services and to obtain local IP address.

7)
Public Safety services supported by the 5IOPS network can be accessed at this time.
NOTE 2:
The following steps are not applicable for the Nomadic 5GS case.

8)
At some point in time the NG-RAN detects that the backhaul to the Macro 5GC has been restored.

9)
The local backhaul connections to the Local 5GC are released according to the 5IOPS network policies. The NG-RAN stops its 5IOPS mode of operation and the Local 5GC is de-activated. The UE moves to idle mode. The Local 5GC is deactivated.
10)
The NG-RAN establishes a backhaul link to the Macro 5GC.

11)
The PLMN ID of the Macro 5GC is announced by the NG-RAN.
12)
The UE detects the normal PLMN ID and selects the PLMN ID. 
13)
The UE joins the macro network. 
********** End OF 1st CHANGE **********
