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Abstract: This paper proposes a solution for KI#1, to detect that improving the correctness of an Analytics ID is needed. 
1. Introduction/Discussion
This contribution is related to Key Issue #1: How to improve correctness of NWDAF analytics.
The Network Data Analytics Function (NWDAF) provides various analytics that can be requested by several Network Functions (e.g., SMF, PCF, AMF) and AFs to support them on some of their decisions. The NWDAF analytics can be in the form of statistics and/or predictions, based on the request of an Analytics Consumer. In general, it is expected that the statistics outputs of an analytics ID are by nature more accurate comparing to the prediction outputs of the corresponding analytics ID. The statistics outputs are the results of statistical processing of collected inputs. While the prediction outputs is an attempt to estimate future (/expected) values, based on the input data and using models that have been trained using collected data.
Observation 1: NWDAF derives statistics and/or predictions, based on Analytics Consumer request. The statistics output can be considered more accurate than prediction outputs. Hence, correctness improvement analysis can focus on the prediction output of NWDAF analytics.
The quality of an NWDAF machine-learning model may affect the NF performance or status, according to the usage of an NWDAF analytics and the decisions they make with them. A not reliable (or not well-trained) analytics ID may not help a NF to make a precise or correct decision, which may has impact on aspects of network performance. Hence, it is important to identify when an analytics ID requires improvement.
Analytics ID performance information for the prediction output of an NWDAF analytics ID need to be introduced. Analytics ID performance information can be calculated a) by comparing the predicted outputs of an Analytic ID with the real value (i.e., ground truth) of that analytic ID, and/or b) by measuring the impact of the decision of a NF that uses predicted outputs of an Analytic ID. For example, the Analytics ID performance information can be defined per Analytics ID from the NF who measures the impact of the decision of a NF that uses predicted outputs of the Analytic ID:
-	Analytics ID="Service Experience" used by PCF to adjust the QoS parameters for an application or NSSF/AMF to control the number of UEs or PDU Sessions in a network slice: Increased or Decreased service experience value per UE per Application ID from AF;
-	Analytics ID="UE Mobility" used by AMF to adjust the paging strategy: Increased or Decreased number of paging signalling per UE from AMF;
-	Analytics ID="Network Performance" used by PCF to determine the BDT policy: Increased or Decreased Radio Resource Utilization per RAN from OAM.
Note that, in addition to the Analytics ID performance information feedback by others NF, the NWDAF itself may also evaluate the Analytics ID performance based on the continuous input data from the data sources e.g. the continuous service data as defined in Table 6.4.2-1 for the Analytics ID = "Service Experience".
Proposal 1: Analytics ID performance information needs to be introduced to detect whether improvement of the correctness of the Analytics ID is needed.
A NF that makes decisions using the prediction for an analytics ID can identify the changes in network status after the applying the decided action. There may be some KPIs in statistics of another analytics ID can reflect the changes. If the statistics deviate from the expected KPIs, the accuracy of the prediction on which the decision is made could be doubtful. If statistics of the same or another analytics ID can reflect the effects of the action taken by the NF based on the prediction, the statistics can also provide useful insights about the prediction of the analytic ID that require improvement.
For example, the load and the Congestion Level of the UPFs prone to congestion begin to be reduced after the PCF decreases the session AMBR of the PDU Sessions of some top application. So that, the Congestion Level in “User Data Congestion” statistics or the “NF load” statistics of UPFs can be used to verify whether the top applications in the prediction of User Data Congestion are correct. The statistics of analytics IDs reflecting the effects of the action taken by the NF are generated based on the data collection from the NFs that apply actions, which decided according to the prediction of the analytics ID. The statistics of analytics ID by the NWDAF can be used to calculate an analytics ID performance information for the prediction outputs.
[bookmark: OLE_LINK3]Proposal 2: NWDAF Statistics of the same (/predicted) analytics ID, or another analytics ID that reflects the effects of the action taken by the NF based on the prediction, can help to detect whether improvement of the correctness of the Analytics ID is needed.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Since the NWDAF has no knowledge about NF application logic, it is hard for the NWDAF to evaluate the correctness of an analytics ID only by itself. The identification of the need for improvement of an analytics ID can be supported by feedback provided by a NF that uses an analytics ID to make decisions and/or the feedback provided by a NF that applies a decided action of another NF (i.e., using an analytics ID). The feedback can indicate the effect of the predicted analytics ID on the changes in network status after the consumption of analytics and the execution of a decided action. For instance, the PCF adjusts the SM Policy according to the prediction of User Data Congestion. The PCF attempts to alleviate the Congestion Level by decreasing the session AMBR of the PDU Sessions of some top applications (TS 23.503).
Proposal 3: The feedback of a NF that make decisions using outputs of an analytics ID and/or apply actions decided based on an analytics ID, can help to detect whether improvement of the correctness of an Analytics ID is needed.
The quality of the outputs of an analytic ID can be affected by various factors e.g., the quality or amount of collected data to train the model, configuration of machine learning model etc. NWDAF Training needs to become fast aware of problems in analytics IDs to support the update of an analytics ID output leading to unstable network status. Analytics ID performance information, estimated with support of NWDAF and/or the involved NFs, can help the NWDAF to identify the need for improving the correctness of an Analytics ID and thus trigger its improvement process (e.g., via re-training).
Proposal 4: The decisions for improvement of unstable analytics ID at the NWDAF (e.g., retraining, models reconfiguration) can be made by using feedback from the NWDAF and the involved NFs that support the estimation of Analytics ID performance information.
Moreover, the NWDAF can also be aware of the situations with good performance of an analytics ID and/or positive effect of an analytics ID on decisions of an analytics consumer, leading to stable or good network performance. This is a network state at a given point in time when using a given analytics with the most appropriated configuration.
Proposal 5: The NWDAF can keep information about an analytics ID that its effect was positive on the decisions of an analytics consumer, leading to stable network status.
In addition, the time to detect and update an analytics ID leading to unstable network status is a variable that depends on various factors. It can take seconds (e.g., if it is a model reselection) or it can take days (e.g., needing data collection with enough amount of data, or having human intervention). In that case one or more NFs may continue phasing the same performance issues, by continue consuming the specific analytics ID (that requires improvement). Hence, notifications to the consumers of an analytics ID should be provided to inform that the correctness of the respective analytics is under improvement process.
Proposal 6: Notifications to the consumers of NWDAF analytics are provided when it is identified that an analytics ID is unstable or needs improvement.
2. Text Proposal
[bookmark: _Toc519004414]It is proposed to capture the following changes vs. TR 23.700.81.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97057911][bookmark: _Toc97057838][bookmark: _Toc97052784][bookmark: _Toc97052456][bookmark: _Toc97546137]6.X	Solution #X: Detect and Improve correctness of NWDAF analytics
[bookmark: _Toc97052785][bookmark: _Toc97052457][bookmark: _Toc500949099][bookmark: _Toc97057839][bookmark: _Toc97057912][bookmark: _Toc97546138]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc97052458][bookmark: _Toc97057840][bookmark: _Toc97052786][bookmark: _Toc97057913]The quality of an NWDAF machine-learning model may affect the NF performance or status, according to the usage of an NWDAF analytics and the decisions they make with them. A not reliable (or not well-trained) analytics ID may not help a NF to make a precise or correct decision, which may has impact on aspects of network performance. Hence, it is important to identify when an analytics ID requires improvement. This allows a network the NWDAF inference to keep providing an analytics ID output to one or more NWDAF consumers, which leads to a stable network status. In addition, this enables supporting an NWDAF training to become aware of problems in the configuration and/or generation of an analytics ID, which could lead to an unstable network status.
NWDAF derives statistics and/or predictions, based on requests by analytics consumers. The statistics outputs can be considered more accurate than prediction outputs. Hence, correctness improvement analysis can focus on the prediction outputs of NWDAF analytics.
For the detection of a need for correctness of an analytics ID it is needed to introduce Analytics ID performance information, which could be derived by:
a) Comparing the predicted outputs of an Analytic ID with the real value (i.e., ground truth) of that analytic ID. For instance, the Mean Absolute Error of the predicted analytics ID could be used as an example Analytics ID performance information, and/or
b) Measuring the impact of the decision of a NF that uses predicted outputs of an Analytic ID. The impact can be calculated according to the change of relevant KPIs of the NF, after the enforcement of a decision that was made, based on a predicted output of an Analytic ID. For example, the Analytics ID performance information can be defined per Analytics ID from the NF who measures the impact of the decision of a NF that uses predicted outputs of the Analytic ID
[bookmark: _GoBack]Some examples as the following:
-	Analytics ID="Service Experience" used by PCF to adjust the QoS parameters for an application or NSSF/AMF to control the number of UEs or PDU Sessions in a network slice: Increased or Decreased service experience value per UE per Application ID from AF;
-	Analytics ID="UE Mobility" used by AMF to adjust the paging strategy: Increased or Decreased number of paging signalling per UE from AMF;
-	Analytics ID="Network Performance" used by PCF to determine the BDT policy: Increased or Decreased Radio Resource Utilization per RAN from OAM.
NOTE 1:	In addition to the Analytics ID performance information feedback by others NF, the NWDAF itself may also evaluate the Analytics ID performance based on the continuous input data from the data sources e.g. the continuous service data as defined in Table 6.4.2-1 for the Analytics ID = "Service Experience".
The above-mentioned Analytics ID performance information is to indicate the execution result of a decided action based on the effect of the analytics ID. It can be calculated at NWDAF by using the analytics IDs statistics outputs. For instance, the predictions of an Analytics ID will be become the statistics of the respective analytics ID in a future point of time. If the relevant KPIs of the NF are in the statistics outputs of another analytics ID which reflects the effects of the action taken by the NF based on the prediction, the NF making decisions may provide the NWDAF the relationship between the above-mentioned Analytics ID performance information and the statistics outputs of the analytics ID (i.e. another analytics ID mentioned above). In this case, the NWDAF calculates the Analytics ID performance information according to the statistics outputs of the analytics ID specified by the NF making decisions based on the prediction.
Alternatively or in conjunction with the NWDAF, the above-mentioned Analytics ID performance information can also be provided by a NF that makes decisions and/or applies decided actions via a feedback, based on the prediction of the analytics ID. The feedback can indicate the execution result of a decided action based on the effect of the predicted analytics ID. For instance, Analytics ID which reflects the effects of the action taken by the NF based on the prediction, the NF making decisions may compare the result with the decision made based on the statistics outputs of the analytics ID.
The monitoring of network analytics correctness needs to identify the sources of data collection for the KPIs and/or metrics related to the Analytics ID performance information. And then to start the data collection from these data sources. The monitoring functionality can provide indications about the effect of each Analytics ID:
· Analytics ID Grade Information: information resulting from the calculation of a grade related to the effect of an analytics on the changes in network status after the consumption of analytics.
· Unstable Analytics ID Information: information resulting from the calculation of a grade related to the effect of an analytics on the changes in network status after the consumption of analytics and identifying that this grade as crossing, deviating from thresholds (e.g., thresholds configured by operator) that denote an analytics has been identified as leading to unstable network status.
The NWDAF via a tracing function can associate information of the quality of usage of the analytics ID, and the configuration at inference and/or training over time for an analytics ID. The NWADF can keep information about last known stable network states, which is a network state at a given point in time when using a given analytics with the most appropriated configuration.
The activation of the tracing and the monitoring of an analytics ID can happen:
· with the subscription request of the analytics ID by the analytics consumer that is provided to the NWDAF. The request can include information to indicate that the tracing of an analytics ID needs to be started, optionally together with information about the criteria of the correctness of the analytics ID by the analytics consumer. The criteria of correctness includes the acceptable threshold of Analytics ID performance information and the corresponding correctness evaluation. Based on the criteria, the analytics consumer can provide the validation information of the corresponding analytics ID to the NWDAF.
· or by the NWDAF itself.
According to the outputs of tracing and monitoring of an analytics ID, e.g., if the analytics ID is unstable (i.e., low performance), the NWDAF needs to refresh the output of the analytic ID and can decide and provide notifications for actions at the Inference and/or the Training functions. The quality of the NWDAF analytics is affected by various factors e.g., the quality and amount of the collected data to train, the configuration of machine learning model etc. Example actions at the Inference Function (AnLF) include:
· Changing an inference configuration of an analytics ID
· Selecting a new analytics model of an analytics ID
· Deactivate an analytics model of an analytics ID
Example actions at the Training Function (MTLF) include:
· Changing a training configuration of an analytics ID
· Perform retraining or reselection of an analytics model of an analytics ID
· Deactivate an analytics model of an analytics ID
The NWDAF can use stored information during tracing of an analytics ID (e.g., on successful configurations of MTLF or AnLF) that have led to a stable or good network status for an analytics consumer, in case that an improvement decision of an analytics ID has been initiated. This information can help the NWDAF in its improvement decision and select improvement action.
The Inference Engine (AnLF) can provide Notifications to the analytics consumers, when it is identified that an analytics ID is unstable or needs improvement or is stable again:
· a notification for the analytics ID that is unstable (i.e., low performance)
· a status notification that an analytics ID that is stable (i.e., high performance) and the refreshed output of the Analytic ID.
· a cooling duration indicates NWDAF needs more time to refresh the output of the Analytic ID. The consumer NF can re-request the same Analytic ID after the cooling duration.
This notification can help the NFs to decide whether they can continue consuming the specific analytics ID (that requires improvement).
[bookmark: _Toc97546139]6.X.2	Procedures
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[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc97057914][bookmark: _Toc97052459][bookmark: _Toc97052787][bookmark: _Toc97057841]Figure 1 Procedure to monitor and improve the correctness of NWDAF analytics
1. The analytics consumer subscribes to the NWDAF service consumer to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation and indicates that the tracing of an analytics ID needs to be started, optionally together with information about the criteria of the correctness of the analytics ID by the analytics consumer.
2. The NWDAF (AnLF), generates the analytics output, according to the requested analytics ID and provides the notifications to analytics consumer, by invoking Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsSubscription_Notify service operation (as presented in section 6.1, TS 23.288)
3. The analytics consumer (NF) may use the received analytics outputs to make decisions that can be applied (or executed) either directly by the same NF (i.e., the analytics consumer) or the analytics consumer (NF) may use the received analytics outputs to make decisions that can be applied by another NF (i.e., Decision Enforcement NF) e.g. when the analytics consumer is PCF.
4. In the case that the monitoring of the correctness of an analytics ID has been initiated then performance information of the corresponding analytics ID are calculated within the NWDAF and/or with the support of involved NFs.
4a. The NWDAF can calculate performance information of the analytics ID by deriving statistics same (/predicted) analytics ID and/or statistics of (one or more other) analytics ID that reflect the effects of the action taken by the NF based on the predicted outputs.
4b. The analytics consumer (NF) can provide the feedback to the NWDAF (AnLF) about the performance information of the corresponding analytics ID, optionally by receiving information by a Decision Enforcement NF (if involved). The analytics consumer NF or the Decision Enforcement NF, can provide feedback of the execution result (e.g. based on changes of relevant KPIs of the NF) of a decided action based on the effect of the predicted analytics ID.
4c. The Decision Enforcement NF can also directly provide feedback to the NWDAF (AnLF) about the performance information of the corresponding analytics ID, if the analytics consumer (NF) has requested accordingly.
5. The NWDAF (AnLF) detects whether there is need for improvement of an Analytics ID, which is leading to unstable network status. The need for correctness is identifying by comparing monitored analytics ID performance information with the criteria of the correctness of an analytics ID (i.e., that have been provided by the analytics consumer or set in the NWDAF). Analytics ID grade information and unstable Analytics ID information are also estimated and used in the detection of a correction need.
The NWDAF can also associate information about the quality of usage of the analytics ID, and the configuration at inference and/or training over time for an analytics ID, via a tracing function. The NWADF can keep information about last known stable network states, which is a network state at a given point in time when using a given analytics with the most appropriated configuration. The above can facilitate the decision making of the improvement process.
6. In the case that the need for correctness of analytics ID has been detected then an improvement process should be initiated. The decision for improvement of the unstable analytics ID at the NWDAF can be made using analytics ID performance information. The specific improvement action that will be triggered is an internal decision of the NWDAF and can involve the AnLF and/or the MTLF.
· Example actions at the Inference Function (AnLF) could be: change an inference configuration of an analytics ID, Selecting a new analytics model of an analytics ID, Deactivate an analytics model of an analytics ID.
· Example actions at the Training Function (MTLF) could be: changing a training configuration of an analytics ID, perform retraining or reselection of an analytics model of an analytics ID, deactivate an analytics model of an analytics ID.
The NWDAF can use stored information during tracing of an analytics ID (e.g., on successful configurations of MTLF or AnLF) that have led to a stable or good network status for an analytics consumer to support an improvement decision for an analytics ID.
7. A notification to the consumer of the NWDAF analytics ID is provided, when it is identified that an analytics ID is unstable or needs improvement. The notification message can include:
· a notification for the analytics ID that is unstable (i.e., low performance)
· a status notification that an analytics ID that is stable (i.e., high performance) and the refreshed output of the Analytic ID
· a cooling duration indicates NWDAF needs more time to refresh the output of the Analytic ID. The consumer NF can re-request the same Analytic ID after the cooling duration.
[bookmark: _Toc97546140]6.X.3	Impacts on Existing Nodes and Functionality
NWDAF:
· Monitor the correctness of an analytics ID, calculating performance information of an analytics ID
· Tracing correctness of an analytics ID and detect whether there is need for improvement of an Analytics ID
· Decide and apply appropriate action for the improvement of an Analytics ID
· Provide notification to the consumer of an analytics ID, when it is identified that an analytics ID is unstable or needs improvement.
Consumer NFs:
· Indicate that the tracing of an analytics ID needs to be started, providing (optionally) information about the criteria of the correctness of the analytics ID
· Provide feedback to the NWDAF about the performance information of an analytics ID on the execution result (e.g. based on changes of relevant KPIs of the NF) of a decided action based on the effect of the predicted analytics ID.
Decision Enforcement NFs:
· Provide feedback to the NWDAF or to the Consumer NF about the performance information of an analytics ID and the execution result (e.g. based on changes of relevant KPIs of the NF) of a decided action based on the effect of the predicted analytics ID.
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