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Abstract of the contribution: This contribution proposes updates to solutions #1 and #2 to address editor’s notes. 
Discussion 
There is an editor’s note that appears in both solution #1 and solution #2:

It is FFS how the 5GC selects the UPF with the appropriate predefined SFPs corresponding to the AF request of the 3rd party. The operator can have SLAs with multiple 3rd parties and the predefined SFPs for distinct 3rd parties can be deployed in distinct UPFs
UPF selection can depend on a lot of factors. The main parameters for UPF selection are DNN, S-NSSAI and DNAI but SMF may also take other information into account such as UE location, UPF capabilities, required features for the PDU Session etc. In general, it is assumed that the UPFs selected based on DNN, S-NSSAI and DNAI support the required features related to DNN, S-NSSAI and DNAI and are configured by the operator as needed. For example, there are a lot of NEF APIs that allow an AF to request special handling for some traffic where the AF provides an Application ID. In order for this to work it is assumed that the PSA UPF that has been selected for the PDU Session is capable to identify traffic for such applications (e.g. using DPI) and is configured with the appropriate Application ID. There is no feature to select additional UPFs, or relocate UPF to some other UPF, in case the selected UPF is not configured with such Application ID. In the same way it is reasonable to assume that UPFs that can be selected for a DNN, S-NSSAI and DNAI also support the TSP IDs for the SFCs that are supported on that DNN, S-NSSAI and DNAI. 

Depending on use case there may be scenarios where the above general assumption can be refined. For example, if there is an agreement with a 3rd party to use both SFC and PFD management NEF APIs, then the TSP IDs related to such 3rd party only need to be configured in those UPFs supporting PFD management, not in other UPFs supporting the same DNN/S-NSSAI. Another scenario may be that a DNN/S-NSSAI allows both MA PDU Sessions (ATSSS) and single-access PDU Sessions, and certain SFCs are only relevant for MA PDU Sessions. Then only the UPFs capable of ATSSS need to be configured with those corresponding TSP IDs. Additional scenarios can be envisioned.   

In general, all the above aspects are up to operator deployment and configuration and do not need to be detailed in the standard. 
Proposal

It is proposed to update TR 23.700-18 as follows:

**** First Change ****

6.1
Solution #1: Re-use of existing TSP for N6-LAN 
6.1.1
Description

6.1.1.1
Solution Description
This solution is based on the existing Rel-17 solution for steering the subscriber's traffic to appropriate operator or 3rd party service functions (e.g. NAT, antimalware, parental control, DDoS protection) in the N6-LAN, as described in e.g. TS 23.503 [4]. The solution is also summarized in Annex A.

The solution is based on the following key aspects, based on existing standards:

-
The PCF determines a policy per SDF/application for the purpose of steering the subscriber's traffic to appropriated N6 service functions deployed by the operator or a 3rd party service provider. The policy is expressed in a Traffic Steering Policy (TSP) ID that may be separate in UL and DL directions.
-
The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.

-
The PCF provides the TSP ID in the PCC rules to SMF.

-
The UPF indicates its capability to support traffic steering in N4 and in UPF profile in NRF, as described in TS 29.244 [9]. The SMF may take this capability into account when selecting UPF.

-
The SMF instructs the UPF to perform necessary actions to enforce the traffic steering policy referenced by the PCF. This includes the provisioning of corresponding PDRs, FARs, QERs etc. In particular, the SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID.

-
The UPF performs the necessary actions to enforce the forwarding policy referenced by the SMF, e.g. performing packet marking and routing the traffic towards the service functions within the N6-LAN.


As referred in TS 23.501 [2] clause 6.3.3, several parameter(s) and information may be considered by the SMF for UPF selection and re-selection, e.g:

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for a UE.

-
How the SMF determines information about the user plane network topology and what information is considered by the SMF, is based on operator configuration.

In this particular context, SMF shall be able to select appropriate UPF regards specific Traffic Steering Policy based on:

-
If UPF indicated that Traffic Steering is supported by the UP function (TRST flag already present in TS 29.244 [9] 8.2.25 and part of association procedure).

-
It is assumed that 5GC configuration is homogeneous for providing the same set of traffic steering policies within same DNAI/ DNN/ S-NSSAI.  SMF can select then, UPF based on DNAI / DNN / S-NSSAI. 

**** Next Change ****
6.2
Solution #2: AF influence with explicit traffic steering policies per flow
6.2.1
Description

In order to fulfill traffic steering policies using AF routing influence directly, without re-using the existing routing profiles provided by AF, it can be added new elements in the interface so that traffic steering policies can be explicitly requested per flow.
The PCF then provides PCC rules including traffic steering policies based on the traffic steering that are explicitly requested from AF (directly or through NEF).

Note that currently in PCC rule information in 5GC, the traffic routing policies and traffic steering policies are considered mutually exclusive (see TS 23.503 [4], NOTE 18 in table 6.3.1). That means that the PCC rule either indicates traffic steering or N6 traffic routing, but not both simultaneously. It is also not clear how the UPF would handle a PCC Rule that contains (potentially conflicting) Routing Profile IDs and Traffic Steering Policy IDs. Therefore, in order to not impact further in PCF, SMF and UPF, the proposal is to add new traffic steering rules ID(s) from AF in mutually exclusive way with current routing info and/or routing profile ID.

This solution thus proposes to add Traffic Steering Policy ID(s) to the existing Nnef_TrafficInfluence (and NpcfPolicyAutorization, Nudr_DataNotification). The AF request can either contain AF-TSP-ID(s) (if two Traffic steering policy identifiers are provided, then one is for uplink direction, while the other one is for downlink direction) for Service Chaining or Traffic Routes for steering to a local DN, not both. PCF may use AF-TSP ID(s) directly, or map to locally defined TSP ID(s) provided to the SMF in the PCC Rule to avoid that AF needs to know how TSP ID are set in the 5GC and therefore isolate it from system configuration changes.


As referred in TS 23.501 [2] clause 6.3.3, several parameter(s) and information may be considered by the SMF for UPF selection and re-selection, e.g.:

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for a UE.

-
How the SMF determines information about the user plane network topology and what information is considered by the SMF, is based on operator configuration.

In this particular context, SMF shall be able to select appropriate UPF regards specific Traffic Steering Policy based on:

-
If UPF indicated that Traffic Steering is supported by the UP function (TRST flag already present in TS 29.244 [9] 8.2.25 and part of association procedure).

-
It is assumed that 5GC configuration is homogeneous for providing the same set of traffic steering policies within same DNAI/ DNN/ S-NSSAI. SMF can then select then, UPF based on DNAI / DNN / S-NSSAI. 

**** End of Changes ****
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