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[bookmark: _Hlk526665839][bookmark: _Hlk513714389]Abstract of the contribution: This paper proposes to a solution for KI#7 on how to define the identification for PIN and PINE. 
Discussion
This paper defines a new solution on how to define the identification for PIN and PINE for the key issue#7.
	[bookmark: _Toc23236006][bookmark: _Toc23326565][bookmark: _Toc97214950]5.7	Key Issue #7: Identification of PIN and PIN Elements
[bookmark: _Toc23236007][bookmark: _Toc23326566]5.7.1	Description
The key issue focuses on potential enhancements needed to support identification of PIN and PIN Elements. The following aspects will be studied as part of the key issue:
-	How to identify a PIN and who manages the PIN identity. Whether and what characteristics of a PIN shall be known to the 3GPP network (e.g. type of PIN (wearable, home automation, factory etc.), max of PIN elements in the PIN, etc.).
-	How to support identifying PINE, PEGC and PEMC, and whether and how the 5GS manages the identifier.



Proposal
It is proposed to add the following new solution in the TR 23.700-88. 

*** Start of changes ***
	
	Key Issues

	Solutions
	1
5GC architecture enhancements to support PIN
	2
PIN and PIN Element discovery and selection
	3
Management of PIN and PIN Elements
	4
Communication of PIN
	5
Authorization for PIN
	6
Policy and parameters provisioning for PIN
	7
Identification of PIN and PIN Elements
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[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041][bookmark: _Toc96728023][bookmark: _Toc16839376][bookmark: _Toc19722242]6.X	Management for identification for PIN and PINE
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042][bookmark: _Toc96728024]6.X.1	Description
This solution is to address how to define the identification of PIN and PINE for Key Issue#7, and also address how to allocate the identification for PINE and PIN for Key Issue #3. how an authorized UE to create a PIN. 
[bookmark: _Toc500949101][bookmark: _Toc22214910][bookmark: _Toc23254043][bookmark: _Toc96728025]
An appropriate format of PINE identifier is needed so that one PINE can communicate with another PINE via PEGC, or via PEGC via 5GC within a PIN.
In this solution, it proposes that one PINE identifier is consisting of:
· PIN ID 
· PEGC ID, or PEMC ID
· Element ID
PIN ID is used to identify a PIN network which the PINE is belonging to. PEGC ID is used to identify a PEGC which serving the PINE to access to 5GC. Element ID is used to uniquely identify the PINE within same PEGC. When the PINE is PEGC or PEMC, no Element ID is needed. So one PINE can precisely find the PEGC that serving the target PINE by using the PIN ID +PEGC ID, and identifying target PINE with further Element ID. 
PINE identifier can be allocated for the device by PEGC when first joining the PIN. When there are multiple PEGCs in a PIN, the PINE (e.g., PIN ID + PEGC-1 ID+ EID) moves from one PEGC-1 to PEGC-2, new PINE identifier is needed and allocated by PEGC-2. So that the PINE ID is identifiable with serving PEGC. 
PEGC and PEMC allocates the ID for itself, no Element ID is needed. E.g., PEGC ID =PIN ID + PEGC ID; PEMC ID = PIN ID + PEMC ID.
One PINE can have multiple PINEs allocated by multiple PEGCs. The PINE identifier allocated by one PEGC can be only used in this PEGC. When the PEGC leaves the PIN, all the PINE identifier(s) allocated by this PEGC are removed accordingly. 

6.X.2	Procedures

6.x.2.1 allocation for PINE identifier 
· New PINE identifier allocation when joining the PIN
1, Device (PINE) requests to PEGC for joining the PIN, with device information, e.g., device ID, or mac address, capability, service, valid time
[bookmark: OLE_LINK9]2, PEGC sends the request with device information to PEMC for approval with the necessary device information in step1, and PINE ID allocated by PEGC, , which contains PIN ID, PEGC ID, and an Element ID. 
3, When the device is accepted as PINE by PEMC, PEMC sends the new PINE information (e.g., PINE identifier, PINE Service, PINE capability, valid time, etc.) to UDM to update the PIN profile.
4, PEMC sends the result to the Device (PINE) with PIN info, PINE info via PEGC. 
5, the device receives the PIN/PINE information, becomes as a PINE.


· New PINE identifier allocation when moving to new PEGC within same PIN

1, when one PINE moves to a new PEGC, and expects to access to 5GC via this PEGC, then the PEGC allocates a new PINE identifier for this PINE.
2, PEGC notifies the PEMC to update the PIN profile in UDM with the new PINE information.

6.x.2.2 allocation for PIN identifier 
Editor’s NOTE: it is FFS for allocation for PIN identifier

[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911][bookmark: _Toc23254044][bookmark: _Toc96728026]6.X.3	Impacts on Existing Nodes and Functionality

Network impactsUE/PEGC: 
- allocate the PINE IDUDM allocates PIN ID for each request 
.


*** End of changes ***
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