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Abstract: This contribution proposes a new solution on Key Issue #6 in FS_EDGE_ph2. 
1. Introduction
This contribution proposes a solution for key issue #6: Avoiding UE to switch away from EC PDU Session.
The solution proposes (i) how to determine what traffic is using the 5GS for edge computing service and (ii) operation to prevent UE from switching away from the PDU Session used for edge computing when connectivity outside 5GS (e.g. non-integrated Wi-Fi) becomes available. 
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-48 v0.2.0.
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[bookmark: _Ref93394262][bookmark: _Toc97268160]6.x	Solution X (KI#6): EAS traffic switching avoidance
6.x.1	Description
This solution addresses Key Issue #6: Avoiding UE to Switch away from EC PDU Session. 
This solution considers a scenario where a UE discovers an EAS with assistance of 5GC and uses a PDU Session for the data traffic exchange between application in the UE and the discovered EAS. When non-integrated connectivity becomes available for the UE, the UE connectivity setting (e.g. WiFi is on) may induce that the data traffic for the EAS is switched from the PDU Session to other session associated to the connectivity which is outside of 5GS. Then, local access via ULCL/BP and local PSA to the EAS cannot be supported for the UE. To prevent this, 5GC may indicate to the UE that the traffic for EAS discovered via 5GC assistance (e.g. with EASDF) shall not be switched away from the PDU Session to other session associated to the access (e.g. non-integrated Wi-Fi) that is not integrated with 5GS even if the non-integrated connectivity becomes available for the UE. Such indication is based on the UE subscription information and delivered by the SMF during the establishment procedure for the PDU Session to which the EAS traffic is mapped. Additionally, the UE needs to support a capability to prevent switching away the EAS traffic according to the indication from the SMF. 
In this regard, this solution proposes a procedure to address the following aspects: (i) how to determine what EAS traffic is targeted for avoidance of switching away from the 5GS for edge computing service and (ii) how to indicate to UE such determination and the related information for the targeted application traffic in order to prevent from switching away from the PDU Session used for edge computing when connectivity outside 5GS (e.g. non-integrated Wi-Fi) becomes available.
6.x.2	Procedures



Figure 6.x.2-1: EAS traffic switching information provisioning during PDU Session Establishment

1-2. During the PDU Session Establishment procedure, UE may indicate to the SMF its capability to support the EDC functionality and to control application traffic switching via PCO.
3.	The SMF invokes Nudm_SDM_Get to retrieve the UE subscription information from the UDM.
4.	The UDM provides the SMF with the UE subscription information that may include an indication on UE authorization for EAS discovery via EASDF and EAS traffic switching information. The EAS traffic switching information indicates that the traffic for EAS discovered via 5GC assistance (e.g. with EASDF) shall be delivered over 5GS access without being switched away from the PDU Session to other session associated to the access that is not integrated with 5GS (e.g. non-integrated Wi-Fi) even if the non-integrated connectivity becomes available for the UE. 
5.	The SMF selects an EASDF and perform DNS context creation at the selected EASDF.
6-7. The SMF may decide to indicate to the UE either that the use of the EDC functionality is allowed for this PDU Session or that the use of the EDC functionality is required for this PDU Session. If the UE subscription information retrieved in step 4 includes EAS traffic switching information, the SMF indicates to UE that EAS traffic switching control is required via AMF (by invoking Namf_Communication_N1N2MessageTransfer service) as follows:
· If the SMF decides to indicate that EDC functionality is allowed, the SMF indicates that EAS traffic switching control is required for the traffic of the application(s) that is mapped onto the PDU Session and explicitly requests the use of the EDC functionality.
· If the SMF decides the use of EDC functionality is required for the PDU Session, the SMF indicates to UE that EAS traffic switching control is required for all the traffic of the application mapped onto the PDU Session.
· If the UE does not indicate its capability to support EDC functionality (i.e., does not support EDC functionality), the SMF indicates to UE that EAS traffic switching control is required for all the traffic of applications that are mapped onto the PDU Session and whose DNS resolution is performed via EASDF.
Editor’s note: It is FFS how the SMF can determine if a session is for edge computing and what additional information the SMF indicates to the UE for EAS traffic switching control.
Editor’s note: It is FFS how to deal with cases where EASDF-provided resolution indicates a server on the non-edge site.
8.	After the successful PDU Session Establishment, the UE informs upper layer with the EAS traffic switching information indicated by the SMF in step 6-7.
	The UE performs EAS traffic switching avoidance for the application traffic associated to the PDU Session and indicated by the SMF as follows: 
· When the connectivity that is not integrated with 5GS becomes available, the UE keeps the 5GS connectivity for the established PDU Session and does not perform the switching the traffic away from the PDU Session for the following application(s):
-	application(s) that explicitly requests the use of the EDC functionality if the SMF indicates that EDC functionality is allowed and that EAS traffic switching control is required for the traffic of the application(s) that is mapped onto the PDU Session.
-	all the applications that are mapped onto the PDU Session and of which traffic is transmitted over the PDU Session if the SMF indicates the use of EDC functionality is required for the PDU Session.
-	application(s) that are mapped onto the PDU Session and of which DNS resolution is performed via EASDF if the UE does not support EDC functionality and if the SMF indicates that EAS traffic switching control is required.
Editor’s note: It is FFS whether and how the solution works for Session Breakout connectivity model.

6.x.3	Impacts on existing entities and interfaces
UE:
-	to indicate to the SMF its capability to control application traffic switching via PCO
-	to performs EAS traffic switching avoidance for the application traffic based on the information provided by SMF

UDM:
-	to provide SMF with an indication on UE authorization for EAS traffic switching information
SMF:
-	to determine to indicate UE that EAS traffic switching control  
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