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Abstract: This solution proposes a solution based on solution 16
[bookmark: _Toc97268158][bookmark: _Toc519004414]
This solution uses EDI as means for synchronizing data between SMFs, and also some other minor functional differences compared to solution 16
************** 1st change **************
[bookmark: _Toc101008258][bookmark: _Ref93394262][bookmark: _Toc97268160]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	18
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	21
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	23
	X
	
	
	
	
	
	

	04: Support EAS discovery in VPLMN via HR PDU Session
	28
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU session
	31
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	33
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	35
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	36
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	38
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	40
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	41
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	43
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	47
	
	X
	
	
	
	
	

	14: Group Management
	50
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	54
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	62
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	64
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	66
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	70
	
	
	
	X
	
	
	

	20: Global EASDF
	71
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	73
	
	
	
	
	X
	
	

	22: EAS discovery for federated OPs
	74
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	80
	
	
	
	
	X
	
	

	Xx: Solution xx (KI#4): Selecting the same EAS/DNAI for collection of UEs (II)
	nn
	
	
	
	X
	
	
	




************** 2nd change (all new) **************
[bookmark: _Hlk97907676]6.xx	Solution xx: Selecting the same EAS/DNAI for collection of UEs
This solution corresponds to KI#4.
6.xx.1	Description
This solution is based on solution 16. 
[bookmark: OLE_LINK7]This solution uses EDI to make sure a collection defined by an AF uses the same DNAI and/or EAS. By this EDI is updated with EAS address field per DNAI and an indicator if the DNAI is selected for a group. The data in EDI is also updated with a Dynamic External Group Id that can per DNAI or per application ID. The AF can use the Dynamic External Group ID and external application id to influence routing for a collection of UEs.  The dynamic externa group id is an identifier that is generated by the AF, i.e. it shall not be confused with the externa group id configured in UDM. The AF associates a list of UEs with the dynamic external group id when requesting in AF influence on routing that the list of UEs should be using the same EAS and/or DNAI.
Example of EDI record before any group has been requested through traffic influence:
DNN-1/S-NSSAI-1:
	ApplicationID-1
	FQDN
	DynExtGrID-1
	DynExtGrID-2
	DNAI-1
	DynExtGrID-4 
	DynExtGrID-5
	DNAI-2
	DynExtGrID-5
etc.
Example of EDI record before after some groups have been requested through traffic influence:
DNN-1/S-NSSAI-1:
	ApplicationID-1
	FQDN
	DynExtGrID-1
	DNAI-55
	EASaddr-1
	 DynExtGrID-2
	DNAI-1
	DynExtGrID-4, 
	DNAI selection indictor.
	EASaddr-3
	DynExtGrID-5
	DNAI-2
	DynExtGrID-5
	EASaddr-2

[bookmark: _Toc101008337]6.xx.2	Procedure
The following is the procedure for selecting the same EAS for collection of UEs accessing the same application. The procedures defined in figure 4.3.6.2-1 in TS 23.502 [9] and figure 6.2.3.2.2-1 in TS 23.548 [3] are reused.
AF
NEF
UDR
PCF
SMF
DNS server

EASDF
UE

1. Provisioning of EDI

2. Steps 1-5 in AF request to influence routing


3. Steps 1-2 in 6.2.3.3 in TS 23.548

4. Steps 1-9 in 6.2.3.2.2 in TS 23.548


5. Determine if UE should be part of dynamic group


6. update EAS/DNAI data


7. Steps 10-19 in 6.2.3.2.2 in TS 23.548


Figure 6.xx.2-1: Discovery procedure for selecting the same EAS/DNAI for collection of UEs
1.	AF provides EDI and SMF may get the EDI as per TS 23.248 [3]. AF includes a Dynamic External Group ID per DNAI or per External Application ID, if on Externa application ID, then it is relevant for all DNAIs. There may be a list of Dynamic External Group IDs on both levels. See example in 6.xx.2.1
[bookmark: _Hlk103809475]2.	The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [9] is used to request selecting the same EAS and/or same DNAI for a collection of UEs accessing the application as identified by external application ID in the AF Request. The AF provides a DNAI correlation indication and/or EAS correlation indication. The correlation indications are used as mean to request a common DNAI and/or a common EAS for the UEs. Spatial Validity Condition could be provided for limiting the location of the UEs, and also "any UE" or an UE list or group ID will be provided for defining UE collection accessing the same EAS or the same DNAI.
	NEF maps external application ID to application ID. 
	AF will also indicate if re-discovery is needed to NEF, this can only be used if a list if UEs is provided. This is to ensure that a common EAS will be used by the concerned UEs
	In step 5 of figure 4.3.6.2-1 in TS 23.502 [9], PCF determines the UEs influenced by the AF Request, and based on AF request, PCF creates PCC rule with application ID and the Dynamic External Group ID and DNAI correlation indication and/or EAS correlation indication.
	If not already subscribed to receive updates events of the EDI for the concerned DNN and S-NSSAI, SMF does that as per 23.548 [3] to retrieve the EDI.
3	If re-discovery requested SMF does a PDU session modification to trigger EAS re-discovery as per clause 6.2.3.3 in TS 23.548 [3].
4.	The same as steps 1-9 in figure 6.2.3.2.2-1 in TS 23.548 [3].
5.	If the notified FQDN from EASDF to SMF is related to the Application ID that is associated with a Dynamic External Group ID, and that DNAI and/or EAS correlation information was received in step 2, the SMF determines that the UE should be part of a dynamic group with same DNAI and/or same EAS (depending on what the AF originally requested). Using the data received in step 2, SMF determines if any of the DNAI has been selected for the group by checking the EDI. If so, the SMF uses this DNAI in step 7. and if EAS correlation indication was received from PCF, and if there is an EAS address associated with the Dynamic External Group ID SMF uses this in step 7. 
6.	The following cases can occur:
-	If no DNAI could be used in step 5, SMF selects a DNAI and if a common DNAI should be selected indicated via the DNAI correlation indicator in step 2, SMF updates the EDI with the selected DNAI, either with an indicator or the actual DNAI depending on which level the dynamic external group id was provided on (SMFs subscribing to update events to the EDI change will be notified). 
-	If EAS correlation indication was set in step 2 and SMF did not have any EAS address available in step 5, SMF provides the EAS address that was received from EASDF. If multiple EAS addresses ware received SMF selects one. SMF updates EDI with the EAS address. SMF uses this in step 7. 
7.	Based on steps 10-19 in figure 6.2.3.2.2-1 in TS 23.548 [3]. i.e. updates of the DNS handling rules with the EAS address, and breaking out the session at selected DNAI.
	
[bookmark: _Toc101008338]6.xx.3	Impacts on services, entities and interfaces
AF:
-	to be updated with Dynamic External Group ID, EAS correlation indicator, and DNAI correlation indicator. 
NEF:
-	Nnef_TrafficInfluence service (or new) as per AF new information.
-	New data in EDI.
SMF:
-	using PCC rule to associate UEs to a dynamic group of UEs, based on the original AF provided information given by PCF. Using and updating data in EDI.
UDR: 
-	New data in EDI.
EASDF:
-	may need to be updated for create and send DNS response to UE.
PCF:
-	services related to AF influence on routing to be updated with Dynamic External Group ID, EAS correlation ID, DNAI correlation ID. 
**************  End of changes ************** 
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