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Abstract of the contribution: This contribution proposes a new solution for the scenario when a Hosting network is a PNI-NPN.
1	Discussion
[bookmark: _Hlk87257355]This contribution proposes a solution for the scenario when a Hosting network is a PNI-NPN.
It is assumed that the UE can accesses a PNI-NPN hosting network is a subscriber of the same PLMN of the PNI-NPN.
The UE is provisioned with credential which is used to access the Localized service using current mechanism defined in TS 23.501 clause 5.39. The credential is used during Network Slice-Specific Authentication and Authorization or Secondary authentication/authorization when the UE accesses localized service.
The Localized service provider notifies the UE’s home PLMN that the UE is already provisioned with the corresponding credential for accessing the Localized service. The UE’s UDM updates UE’s subscription with the CAG ID and optionally DNN or S-NSSAI corresponding to the Localized service provider. The UDM updates UE’s configuration using UE Configuration Update procedure.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-08 by adding a new solution as follows.
[bookmark: _Toc97155715][bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Hlk92215149]6.X	Solution #X: Solution for obtaining hosting network selection and access information – PNI-NPN
[bookmark: _Toc101340443]6.X.1	Introduction
This solution solves several requirements listed in Key Issue#4.
This solution is used in the scenario when the hosting network is an PNI-NPN. 
When a UE accesses localized service, Network Slice-Specific Authentication and Authorization or Secondary authentication/authorization is performed between the UE and the Localized service provider.
In this solution, a UE receives hosting network selection and access information from its home PLMN, after the UE subscribes the Localized service from the Localized service provider.
The hosting network selection and access information extends the current CAG information (e.g. Allowed CAG ID list) by including validity condition information when and where the PNI-NPN provides service.
[bookmark: _Toc101340444][bookmark: _Toc97155717]6.X.2	Functional Description
In this solution, the UE subscribed service from the Localized service provider (LSP). The UE is provisioned with credential which is used to access the Localized service using current mechanism defined in TS 23.501 clause 5.39. The credential is used during Network Slice-Specific Authentication and Authorization or Secondary authentication/authorization when the UE accesses localized service. The UE may obtain the PVS address of the LSP with some out of 3GPP scope mechanisms, e.g., from the ticket the user bought for a football match. 
The LSP notifies the UE’s home PLMN that the UE is already provisioned with the corresponding credential for accessing the Localized service. The UE’s UDM updates UE’s subscription with the CAG ID and optionally DNN or S-NSSAI corresponding to the Localized service provider. The UDM updates UE’s configuration using UE Configuration Update procedure.
In the scenario of hosting network is a PNI-NPN, the Hosting Network Selection and Access Information consists the following information:
-	Hosting Network Identifier, e.g., CAG ID and corresponding PLMN ID.
-	The time condition information when the hosting network provides access service.
-	The location condition information where the hosting network provides access service.
The UE selects a hosting network when the time and location condition information is satisfied.
[bookmark: _Toc101340445]6.X.3	Procedures


Figure 6.X.3-1: UE receives hosting network selection and access information
1.	The UE subscribes a localized service from the Localized service provider (LSP). The UE is provisioned with credential which is used to access the Localized service using current mechanism defined in TS 23.501 [3] clause 5.39. 
NOTE:	The UE may obtain the PVS address of the LSP with some out of 3GPP scope mechanisms, e.g., from the ticket the user bought for a football match.
2.	The LSP App sends Nnef_ParameterProvision_Create message to the NEF of the UE’s home PLMN, including GPSI of the UE, Successful provision indication and validity condition of the Localized service. One of DNN, S-NSSAI, or CAG ID and PLMN ID corresponding to the Localized service is also included. The Successful provision notification indicates that the UE is provisioned with credential for accessing the Localized service. The validity condition of the Localized service includes time and location condition information of the Localized service.
NOTE:	How the LSP App can obtain the home network of the UE is out of 3GPP scope, for example, from the UE’s mobile phone number.
3.	The NEF of the home network of the UE sends Nudm_ParameterProvision_Create to the UDM of the home network of the UE, including GPSI of the UE, the Successful provision indication, validity condition of the Localized service. One of DNN, S-NSSAI, or CAG ID and PLMN ID corresponding to the Localized service is also included if received in step 2.
The UDM updates the UE’s subscription by adding the DNN or the S-NSSAI corresponding to the Localized service. The UDM also updates the UE’s Allowed CAG ID list by adding the CAG ID and PLMN ID corresponding to the Localized service with validity condition.
4.	The UDM sends the updated Allowed CAG ID list and optionally the updated DNN, S-NSSAI to the AMF.
5.	The AMF sends the updated Allowed CAG ID list and optionally the updated DNN, S-NSSAI to the UE.
Step 4-5 can use the UE Configuration Update procedure.
5.	For automatically network selection, and manual network selection, the UE performs the existing mechanism as defined in TS 23.122 with the following difference: the hosting network ID (i.e., CAG ID) in the Allowed CAG ID list is taken into account when the corresponding time and location condition information is satisfied.
[bookmark: _Toc101340446]
6.X.4	Impacts on services, entities, and interfaces
UE impact:
-	Ability to receive Allowed CAG ID list with validity condition corresponding to a CAG ID.
-	Ability to perform CAG selection based on the received Hosting Network Selection and Access Information.
Home Network impact:
-	NEF: Ability to receive Successful provision indication and one of DNN, S-NSSAI, or CAG ID and PLMN ID corresponding to the Localized service, validity condition of the Localized service from the local service provider.
-	UDM: Ability to receive Successful provision indication and one of DNN, S-NSSAI, or CAG ID and PLMN ID corresponding to the Localized service, validity condition of the Localized service from the NEF and updates UE’s subscription accordingly.
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