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1
Discussion

Regarding the following Editor’s note:
Editor's note:
It is FFS whether this solution supports SNPNs with self-assigned NID.
TS 23.501 clause 5.30.2.5 assumes that in case of self-assigned NID if the AMF detects that there is no subscription for the UE, the AMF rejects the UE with an appropriate cause code to temporarily prevent the UE from automatically registering to the same SNPN. 

If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a self-assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.

On the other hand, Solution #3 makes the following assumptions for network selection:

-
The UE initiates the access network selection procedure specified in clause 6.3.12.2 of TS 23.501 [3] and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2 of TS 23.501 [3]), but also the SNPNs with which 5G connectivity is supported.

-
The UE selects an SNPN that is included in the list of available SNPNs.

…
NOTE:
If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.

-
The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".

Let’s assume that an SNPN ID advertised by TNAN X (via ANQP) relies on a self-assigned NID. It is logical to assume that within the same TNAN there should be no collision between SNPN IDs (i.e. no possibility that the same TNAN provides access to two distinct SNPNs which both have the same SNPN IDs containing the same NID).

Given that the realm part of the NAI (which also contains the NID) is used by the TNAP to select the TNGF (refer to step 3 in TS 23.502 Figure 4.12a.2.2-1), the TNAP can uniquely identify the TNGF. If the AMF determines that there is no subscription for this UE, the AMF rejects the UE with a cause code as described in TS 23.501 clause 5.30.2.5 (see above), which will temporarily prevent the UE from attempting to register with the same SNPN ID.

What is new in the context of Solution #3 is that the same SNPN ID (with self-assigned NID) that is advertised on TNAN X could also be advertised by another TNAN (TNAN Y). If the UE’s attempt to register with this SNPN ID was rejected when accessing via TNAN X, the UE could in principle still attempt to register with the same SNPN ID via TNAN Y, because the SNPN ID advertised by TNAN Y may correspond to a completely different SNPN.
Now, whether the UE, after being rejected via TNAN X, should next attempt to register with the same SNPN ID via TNAN Y (if available), or whether the UE should attempt to register with another SNPN ID from the list of available SNPNs, can be left to implementation. The existing NOTE in clause 6.3.2 already states that the UE selects the underlying network based on UE implementation.

NOTE:
If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.

It is proposed to clarify that SNPN IDs with self-assigned NID can be supported as follows:
Proposal A: In case of SNPN ID with self-assigned NID, if the UE, when trying to register with an SNPN ID via TNAN X, is rejected by the AMF with a cause code that temporarily prevents the UE from registering with this SNPN ID, the UE can either attempt to register with the same SNPN ID via TNAN Y (if available) or can attempt to register with another SNPN ID from the list of available SNPNs. The choice is based on UE implementation.
If there are concerns with this approach, an alternative proposal would be as follows:

Proposal B: In case of SNPN ID with self-assigned NID, if the UE, when trying to register with an SNPN ID via TNAN X, is rejected by the AMF with a cause code that temporarily prevents the UE from registering with this SNPN ID, the UE shall temporarily not attempt to register with the same SNPN ID even if the same SNPN ID is advertised via another TNAN.
The text proposal below corresponds to Proposal B, but we are equally fine with Proposal A.

2
Proposal

It is proposed to agree the proposed solution for inclusion in TR 23.700-08.

*** BEGIN CHANGES ***

6.3
Solution #3: Access to SNPN services via Trusted non-3GPP access network
6.3.1
Introduction

This solution defines how the UE can access SNPN services via a Trusted non-3GPP access network. It is based on clause 6.3.12.2 of TS 23.501 [3], which defines the access network selection procedure for access to PLMN services via a Trusted non-3GPP access network.

6.3.2
Functional Description

To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 of TS 23.501 [3] with the following clarifications and additions:
-
The UE initiates the access network selection procedure specified in clause 6.3.12.2 of TS 23.501 [3] and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2 of TS 23.501 [3]), but also the SNPNs with which 5G connectivity is supported.

-
The UE selects an SNPN that is included in the list of available SNPNs.
-
When the UE wants to perform UE onboarding via an SNPN, the UE may select an SNPN that is included in the pre-configured ON-SNPN selection information.
NOTE 1:
If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.
-
The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".

NOTE 2:
In case of SNPN ID with self-assigned NID, if the UE, when trying to register with an SNPN ID via TNAN X, is rejected by the AMF with a cause code that temporarily prevents the UE from registering with this SNPN ID, the UE does temporarily not attempt to register with the same SNPN ID, even if the same SNPN ID is advertised via another TNAN.
-
If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN as described in clause 6.3.3, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [5], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
-
UE accessing the SNPN with credentials from CH is supported as described in clause 6.3.3.X.

-
UE onboarding via Trusted non-3GPP access is supported as follows:

-
The non-3GPP access network advertises (e.g. via ANQP) an Onboarding enabled indication, as defined in clause 5.30.2.10.2.3 of TS 23.501 [3] for the 3GPP access.

-
As part of UE registration via Trusted non-3GPP access, in Figure 4.12a.2.2-1, step 5 of TS 23.502 [4] the UE provides an onboarding indication inside the AN-Parameters.

-
Emergency services via Trusted non-3GPP access to an SNPN are supported as follows:

-
UE shall attempt Emergency services over Trusted non-3GPP access only if there is no 3GPP coverage.

-
In presence of Trusted non-3GPPP access networks providing access to both SNPNs and PLMNs the UE initiates Emergency service with either an SNPN or a PLMN based on implementation.

-
The non-3GPP access network advertises the support of Emergency service (e.g. via ANQP).
*** END CHANGES ***
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