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Abstract of the contribution: The PCR updates solution #6 to remove the Editor’s note (“the content of the classification rule referred to in Table 6.6.1-1 as well as its usage in 5GC is FFS”)
Proposal

In this proposal, we clarify the content of the classification rule referred to in Table 6.6.1-1 to solve the Editor’s note (“the content of the classification rule referred to in Table 6.6.1-1 as well as its usage in 5GC is FFS”). 
Although any granularity of classification rules can be used for SFC(s) in RFC 7665, some classification rule (e.g., detecting payload) cannot be supported by the current 5GC. Therefore, in this proposal, we clarify the granularity (content) of classification rules in Table 6.6.1-1 as “Traffic Description” that represents the target traffic by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information.

 
For instance, if AF wants to use predefined SFC 1 (e.g., Firewall ( DPI) for the traffic from UE1 (IP address: y.y.y.z) to the application server (IP address: X.X.X.2, port number: 80), AF sends the request message with a below parameters. 
	SFC Configuration Parameter
	value

	UE identities
	y.y.y.z

	SFC ID
	SFC 1

	Classification rules
	Classification rule type: “IP Packet Filter Set”

[

Source IP address: “y.y.y.z”,

Destination IP address: “x.x.x.2”, 
 Source Port: “any”,

Destination Port: “80”

]


* * * * Start of Change * * * *
6
Solutions

6.6
Solution #6: Service Function Chaining Configuration 

6.6.1
Description
Editor's note:
This clause will describe the solution principles for the target WT and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.

This solution aims to address KI#2 (i.e., “How to enable support for AF to request predefined SFC/SFP(s) for traffic flow(s) related with target UE (s)”). 

To address how to enable support for AF to request predefined SFC/SFP(s) for traffic flow(s) related with target UE (s) i.e., how to enable support for AF to configure pre-defined SFC policy for target UE(s) to 5GS, this solution follows the principles below:

· From the SLA, AF already knows the granularities of SFC classification rules and predefined SFC information (SFC IDs)

· AF interacts with NEF to request to apply predefined SFCs for target UE(s) by using new service operations (i.e., Nnef_SFC_ConfigCreate service operation with SFC Configuration Parameter) or extended AF traffic influence service operations (i.e., Nnef_TrafficInfluence_Create service operation with SFC Configuration Parameter).
·  The service operations’ request message may contain at least the SFC Configuration Parameter. The following table shows the SFC Configuration Parameter:


Table 6.6.1-1: SFC Configuration Parameter

	SFC Configuration Parameter
	Description

	UE identities
	Target UE(s) identifier(es) (e.g., IP addresses)

	SFC ID
	Indicates the target SFC ID that will be applied for the target UE(s) if Nnef_SFC_ConfigCreate service operation is conducted. Otherwise, Indicates the target SFC ID that will be canceled for the target UE(s)

The target SFC ID is one of pre-defined SFC ID. 

	Classification rule
	Indicates classification rule for detecting the flows that will be treated by target SFC ID. This parameter is optional parameter and it is used when the AF wants to use the certain classification rules that are not included in the SLA results. 


· The granularity classification rule in Table 6.6.1-1 should be followed by “Traffic Description” that represents the target traffic by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information.
6.6.2
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.

Figure 6.6.2-1 outlines the procedure for configuring SFC policy for target UE(s).
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Figure 6.6.2-2: Procedure for configuring SFC policy for target UE(s)
1. AF requests a SFC policy for the target UE(s) to NEF by invoking Nnef_SFC_ConfigCreate service operation or enhanced Nnef_TrafficInfluence_Create service operation with SFC Configuration Parameter. 
For instance, if AF wants to use the predefined SFC 1 (e.g., Firewall ( DPI) for the traffic from UE1 (IP address: y.y.y.z) to the application server (IP address: X.X.X.2, port number: 80), AF sends the request message with below SFC Configuration Parameter.
[ UE identities: “y.y.y.z”, [SFC ID: “SFC 1”, [ Classification rules: [ Classification rule type: “IP Packet Filter Set”, [Source IP address: “y.y.y.z”, Destination IP address: “x.x.x.2”, Source Port: “any”, Destination Port: “80”]]]]
2. NEF interacts with PCF to configure SFC policy for target UE(s). 
3. NEF responds with the Nnef_SFC_ConfigCreate or Nnef_TrafficInfluence_Create response.
* * * * End of Change * * * *
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