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Abstract of the contribution: This contribution proposes a solution which addresses aspects of key issue #1. 

[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1		Discussion
Among the key issues approved by SA2#149E for FS_eNA_Ph3, key issue #1 relates to enhancements needed in the 5GC to improve the correctness of NWDAF analytics.
ML models trained on a specific training data set can be employed on data with similar statistics without experiencing performance degradation.  Different network areas may exhibit similar context, (e.g., geographical circumstances, network deployment, etc.), which leads to similar data statistics (data statistics refer to data distribution, i.e., the information on values (or intervals) of the data such as network load, interference, how frequent some data values occur, etc.). So, an AI/ML model trained using data from one network area can be utilized in a different network area that exhibits similar data statistics.
Furthermore, if multiple AI/ML models are employed in one area, even employed for different analytics and/or used by different analytics functions, information on changes in that area can be used by all analytics functions to, e.g., update their models given that identified change in the analytics context.
This solution proposes and provides means to divide and characterize the network into sub-areas based on the environment statistical properties instead of a purely geographical sub-division. This statistical characterization of network sub-areas is then used to improve the quality of ML model training and the correctness of the corresponding NWDAF Analytics.
2		Proposal
It is proposed to include the solution described below in FS_eNA_ph3 TR 23.700-81.
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Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc97271690][bookmark: _Toc326248710][bookmark: _Toc20147942][bookmark: _Toc23145942]6.X	Solution #X: Improve model training and provisioning exploiting sub-areas with similar statistical properties
[bookmark: _Toc97271691]6.X.1	Description
[bookmark: _Toc326248711][bookmark: _Toc20147943][bookmark: _Toc23145943]This solution addresses aspects of key issue #1 on how to improve correctness of NWDAF analytics. 
Knowing the statistical properties of a data set used in AI/ML is important to understand the behavior of an ML model. ML models trained on a specific training data set can be employed on data with similar statistics without experiencing performance degradation. Different network areas may exhibit similar context, (e.g., geographical circumstances, network deployment, etc.), which leads to similar data statistics (data statistics refer to data distribution, i.e., the information on values - or intervals - of the data such as network load, interference, how frequent some data values occur, etc.). So, an AI/ML model trained using data from one network area could be utilized in a different network area that exhibits similar data statistics.
Furthermore, if multiple AI/ML models are employed in one area, even employed for different analytics and/or used by different analytics functions, information on changes in that area can be used by all analytics functions to, e.g., update their models given that change in the analytics context.
This solution is based on the ability to divide and characterize the network into sub-areas based on the environment statistical properties instead of a purely geographical sub-division. This statistical characterization of network sub-areas is then used to improve the quality of ML model training which should in turn improve the correctness of the corresponding NWDAF Analytics.
This solution proposes the introduction of the “Area monitoring analytics service”, which provides AOI partitioning based on environment statistical properties and takes as parameters in the service request (see Table 6.x.1-1) the area of interest (AOI) to be analyzed, the area granularity attribute and other analytics parameters (e.g., reporting_threshold indicating the threshold for receiving the reporting, anomaly_description indicating the desired reporting content). Environment statistical properties aim at representing how an area is used, and can include density of UEs per area, UE behavior in the area such as UE mobility model and UE communication model, etc.
The resulting AOI partitioning into sub-areas with associated sub-area types detected (i.e., dividing the AOI in multiple sub-area types and associating to each of them the respective network elements) along with the description of their statistical properties are stored in the Analytics Area Type Properties Function (AATPF), that allows the tracking of the discovered sub-area types and supports their management. The Sub-Area type ID is an identifier to be assigned to a sub-area and its properties description (area size specified by area granularity attribute or according to the data distribution) based on its data statistics.
NOTE:	The AATPF can be a standalone function or co-located with NWDAF.
The Area monitoring service can be consumed by OAM. Furthermore, an NWDAF containing AnLF can be a consumer too, to know the sub-area types in order for it to re-use and select appropriate ML models.
[bookmark: _Hlk99097398]Table 6.x.1-1 lists the parameters to be included in the service request of Area monitoring analytics.
Table 6.x.1-1. Parameters in the service request of Area monitoring analytics.
	Parameter
	Description

	AOI
	Area of interest (AOI) to be analyzed/monitored.

	Sub-area type (0..max)
	(optional) Sub-area type(s) to be analyzed/monitored.

	Area granularity
	Defines the size of the sub-areas that the AOI should be partitioned into.
The attribute can, e.g., be provided as an absolute value (e.g., in km2), as a rough indication (e.g. as building/ street/ block/ district/ city/ state), or as resolution indication such as low/mid/high (e.g., “high” indicating that all distinguishable sub-areas shall be reported, “low” indicating that only few sub-areas with most extreme data statistics shall be reported).
In case area granularity is not specified by the consumer, the AOI is partitioned according to the data distribution detected in the AOI (i.e., the resulting sub-areas may have different sizes depending on the data statistics).

	Reporting threshold
	Indicates the threshold for receiving the reporting.

	Anomaly description
	Indicates the desired reporting content, e.g., "full", "partial", or "none" description of the detected anomaly. See also Table 6.x2.1-3.



Table 6.x.1-2 lists the input data and the associated source of Area monitoring analytics.
Table 6.x.1-2. Input data and the associated source of Area monitoring analytics.
	Information
	Source

	Application ID
	AF

	IP filter information
	AF

	Locations of Application
	AF/NEF

	Service Experience
	AF

	QoE metrics
	UE (via AF)

	Timestamp
	AF

	NF load
	NRF

	NE resource usage
	OAM

	Traffic usage report
	UPF

	Status, load and performance information
	OAM

	Number of UEs in sub-area defined by area-granularity or by data statistics
	AMF

	UE locations
	AMF

	UE access behaviour and location trends
	AMF

	Expected UE behaviour parameters
	AF

	UE communication
	UPF, AF

	UE session behaviour and communication trends
	SMF

	Expected UE behaviour related network data analytics
	NWDAF

	UE related analytics as UE mobility analytics and/or UE communication analytics
	NWDAF

	Expected environment properties
	NWDAF, service consumer



Table 6.x.1-3 lists the output data of Area monitoring analytics.
Table 6.x.1-3. Output data of Area monitoring analytics.
	Information
	Description

	Sub-area ID (1..max)
	List of sub-area identifiers.
May be the complete list of determined sub-areas in the AOI (e.g. when initially providing the list to the service consumer) or may only comprise those sub-areas in the AOI affected by the environment properties change.

	 > Sub area coordinates
	(optional) Specifies the geographical information of the sub area. See NOTE 1.

	 > Sub-area type ID
	Uniquely identifies the sub-area and its environment properties. This information can be used to determine sub-areas with the same sub-area type. When temporary flag is set to False this shall be set to the new sub-area type ID if changed compared to the previous notification.

	 > Expected environment properties
	Optional parameter providing information about the expected environment properties of this sub-area type ID. Properties can include density of UEs per area, UE mobility model in the area, and UE communication model in the area, etc. See NOTE 2.

	 > Anomaly
	Optional parameter providing information about an observed change in the environment properties. See NOTE 2.

	 >> Anomaly level
	Type and level of the anomaly in the sub-area detected, e.g., minor change, trend, pattern, etc.
It shall be set to "initial" when this analytics report is providing information about the initial sub-area characterization.

	 >> Anomaly description
	"Full" or "partial" description of the properties change detected. If "Full" is selected by the consumer in the service request, the complete properties description shall be returned, otherwise only the Delta compared with the usual environment properties shall be returned. The description also includes information about the anomaly, e.g., estimated duration, periodicity, new or recurrent anomaly, etc..

	 >> Temporary
	Indicates if the anomaly is temporary or permanent.

	 >> Time
	Indicates since when the anomaly has been detected.

	 > Confidence
	Indicates the confidence about the sub-area environment properties identified (if anomaly level is "initial") or confidence about the change observed.

	NOTE 1:	This information may be skipped if the sub area coordinates have not changed compared to the previous notification and shall be provided otherwise.
NOTE 2:	Either "expected environment properties" or "anomaly" parameter is returned.




[bookmark: _Toc97271692]6.X.2	Procedures
6.x.2.1	Detecting and managing sub-areas using the Area Monitoring analytics service
In this procedure the NWDAF service consumer subscribes to the Analytics ID "area monitoring". The NWDAF analyzes the expected environment properties for a set of sub-areas within the AOI(s) provided in the analytics request/subscription. 
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Figure 6.x.2.1-1. Procedure for detecting and managing sub-areas using the Area Monitoring analytics service
Pre-condition: The Analytics Area Type Properties Function (AATPF) stores the mapping of AOI in sub-areas along with their Sub-Area type IDs assigned and properties descriptions.
1.	NWDAF service consumer (NF or OAM) subscribes to analytics information. It sets, among others input parameters (as detailed in TS 23.288, clause 6.1), the Analytics ID to the "Area Monitoring" analytics service ID, the (list of) AOI(s) and, optionally, the area granularity attribute. In addition, the service consumer may provide a reporting threshold indicating for which level of environmental properties changes a notification shall be returned and an anomaly description indicating if it is interested to receive the "full" description of the environment properties or the "delta" or "none". 
2-3.	NWDAF subscribes to the AATPF to receive the AOI partitioning, Sub-Area type IDs and their properties description using the Naatpf_AreaTypeInfo_Subscription service and receiving as response the Naatpf_AreaTypeInfo_Notify service operation.
4-5.	NWDAF subscribes to the data sources required for the analytics services.
6.	If "area granularity" is provided (see table 6.x.1-1), the classification of each sub-area of the AOI is performed by the NWDAF and their properties descriptions are generated. Otherwise, if "area granularity" is not provided, the NWDAF determines the sub-areas based on the data statistics. NWDAF classifies the sub-areas periodically and/or sporadically (e.g., based on internal/external triggers) based on new data collected.
7-9.	(conditional) Whenever new environment properties are discovered, NWDAF sends to the AATPF, using the Naatpf_RegisterAreaType_Register service, the AOI partitioning, and the sub-areas properties descriptions generated at step 6. The AATPF assigns new Sub-Area type IDs to the new environment properties discovered and stores the updated AOI partitioning along with the properties’ description. In step 9, the AATPF informs the NWDAF that the operation has been concluded and provides the Sub-Area type IDs associated with the sub-areas detected. The AATPF may store the "Expected environment properties" for the monitored AOI(s) in some other entity, e.g., the ADRF. Such copy may, e.g., be used by another NWDAF instance also providing the "Area Monitoring" service for the same/overlapping AOI(s), to recover the information from the ADRF in case the NWDAF instance is (re-) started, and/or to allow the NWDAF to compare the current properties with an older version of the "expected environment properties".
10.	NWDAF periodically and/or based on internal/external triggers, keeps analysing the AOI. If a change in the environment properties is detected (e.g., the delta of the current environment properties is above a threshold compared to the earlier properties description), the following steps 11 to 19 are executed. The NWDAF may also utilize earlier versions of the "expected environment properties" available locally or in the ADRF to determine whether abnormal environment properties are observed, or, e.g., whether such environment properties have already been observed in the past (e.g., periodically every week).
11.	The NWDAF notifies the consumer that an anomaly in a sub-area has been detected. The NWDAF sets the flag temporary to True to inform the service consumer that the sub-area could come back to expected environment properties.
12.	The NWDAF monitors the sub-area(s) where the abnormal environment properties have been detected.
13.	(optional) If the anomaly is still present, the NWDAF periodically informs the analytics consumer. The notification may include an indication about the type of the change, e.g.:
-	"trend": indicates that with respect to previous properties the delta might be small (e.g., might be below the reporting threshold), but comparing with older data a trend can be observed (e.g., the area is getting more busy).
-	"pattern": indicates a repeating change of the environment properties (e.g., observed difference between working days, Saturdays and Sundays/holidays).
-	"abnormal/exception": change above reporting threshold that is not a "trend" or "pattern".
The notification may further include the time value since when this change has been observed, as well as additional information about the change, e.g., the expected duration, periodicity, estimated future increase for certain values, etc. Furthermore, the notification includes the impacted sub-areas, their Sub-Area Type IDs, and the anomaly description if requested. 
14.	The NWDAF utilizing the Naatpf_RegisterAreaType_Update service, sends to the AATRF the abnormal properties descriptions generated with the flag temporary set to True. 
15.	The AATPF acknowledges to the NWDAF that the request has been received. 
16.	(conditional) If environment properties return back to the expected properties or timer T expires, the NWDAF sends an area type update to the AATPF setting the temporary flag to False.
17.	(conditional) If the AOI environment properties still differ from the expected ones, the AATPF updates the Sub-Area type IDs and their properties description.
18.	The AATPF informs the NWDAF about the new Sub-Area Type ID assigned to the sub-area.
19.	The NWDAF notifies the analytics service consumer about a permanent deviation from the previous "expected environment properties", i.e., the temporary flag is set to False. The notification may include an indication about the type of the change, see step 13. Alternatively, if the environment properties are back to the earlier state, the NWDAF notifies the service consumer about the end of the abnormal situation.
6.x.2.2	Usage of sub-areas to improve ML model provisioning
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Figure 6.x.2.2-1. Procedure for usage of sub-areas to improve ML model provisioning
Precondition: NWDAFs update their profiles stored at the NRF to include the Area types managed. AATPF stores the mapping <AOI, Area type ID> and respective properties description. AATPF is the function deputed to assign Area type IDs to sub-areas based on their data properties description. It avoids the usage of multiple Area type IDs for sub-areas with similar data properties descriptions as well as the usage of the same Area type ID for different data properties descriptions. NWDAF (MTLF) registers for each AI/ML model the Area type for which it has been trained.

1. NWDAF service consumers send a discovery request for NWDAF to NRF specifying the AOIs and the Analytics ID. If the NWDAF service consumer is aware about the Area type for which it is interested, it can specify the Area type in the discovery request.
2. The NRF returns the list of NWDAFs matching the parameters specified in the discovery request. Furthermore, the NRF also returns the Area types supported by each discovered NWDAF.
3. NWDAF service consumers subscribe to selected NWDAF(s) serving the AOIs specifying the Area type if known. In case the Area type is not provided (e.g., not known), the analytics service is requested for all the Area types included in the AOI.
4. NWDAFs request to the NWDAF (MTLF) a trained AI/ML model specifying among others the novel Area type attribute. In this way, AI/ML models trained for the same area type, but different geographical location, can be used to produce analytics in the specified AOI.
5. NWDAF (MTLF) provides to different NWDAFs (managing different AOIs) the required trained AI/ML models. For NWDAFs requesting a model for the same Analytics ID in sub-areas assigned to the same Area type ID, NWDAF (MTLF) deploys the same AI/ML model trained for that Analytics ID for the specific Area type ID.  This allows to use an existing AI/ML model from another AOI but trained for the same Area type ID even when there is no specific AI/ML model trained for that AOI. In the case that there is no availability of the AI/ML model trained for requested Area type ID, the NWDAF (MTLF) may perform the model training for missing Area type ID by collecting the data from multiple AOI with the same Area type or with similar data properties in order to have a richer training dataset. 
6. The NWDAF(s) run the AI/ML models to produce the requested analytics.
7. NWDAF(s) notify the NWDAF Service Consumer(s) with the analytics reports requested.
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The solution has the following impacts:
· Introduction of the “Area monitoring analytics service” exposed by the Analytics Area Type Properties Function (AATPF) 
NWDAF
· Support for additional parameters in the Nnwdaf_AnalyticsSubscription_Notify service operation. 
NRF
· Support for additional parameters in the Nnrf_discovery service operations.
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