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1. Proposal
It is proposed to accept the following changes to TR 23.700-78
FIRST CHANGE

[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]6.16	Solution #16: Solution for IMS Media Support for DC Server
6.16.1	Description
Editor's note:	The interaction between the IMS AS and DC server is FFS.
In this solution, the MRF is enhanced to support the IMS DC feature. To provide the DC Signalling Function (DCSF)server with the enhanced MRF Egress information for Bootstrap data as an example, as well as receive the DCSF server bootstrapping addressing information, the IMS AS interacts with the DCSF  server for that purpose. 
Figure 6.16.1-1 depicts a high level architecture diagram for the enhanced MRF solution showing the architecture of the IMS for supporting the IMS Data Channel feature, illustrating the interworking between IMS and other entities needed to support DC feature in this option.
In this architecture, the IMS MRF is enhanced to support additional functionality related to DCSFData Channel server (DC server) and other data channel media. This functionality is referred to as Data Channel Media Function (DCMF) while maintaining backward compatibility, and reusability. MRFs that are expected to support DC feature shall be enhanced for that purpose.
NOTE :	Not all deployed MRFs needs to be enhanced to support DC feature.
In this architecture, the ‘3rd Party External Web Application’ provides content relayed over HTTP only (IF8/IF1) while the ‘3rd Party WebRTC enabled Application’ provides application media content relayed over established WebRTC 1.0 RTCDataChannels (IF10). The ‘3rd Party External Web Application’ is consequently representing a standard web server which extends bootstrap media with external content. The ‘3rd Party WebRTC enabled Application’ on the other hand, establishes peer media connectivity using WebRTC data channels.
Figure 6.16.1.1-1includes the following interfaces :
· IF1 between the enhanced MRF and DCSF server for media transport related to bootstrapping and application data. What is transported over IF1 is only relevant to the UE. IF1 is HTTP based. 
· IF10 between the enhanced MRF and 3pty Web RTC Applications. IMS is transparent to the data channel payload media carried on this interface.
· IF2 between third party AS and the Operator IT network, where it is assumed the DC server is hosted. The interface has to be extensible and support vendor
· IF63 between the IMS AS and DCSF server for managing DC feature related to IMS data channel including media control. This interface hast to be extensible and support vendor specific information with no impact on interoperability. IF6 is service based.
· IF7 between the IMS DCSF and the NEF for 3rd party DC control. Ndcsapi implements services to enable 3rd party applications to access DCSF services.
· IF8 between the DCSF and External Web servers. Interface is used to access existing web application servers that could be accessed by the downloaded Web application over the bootstrapping data channels. The interface has to be extensible and support vendor specific elements. 
· DCSF includes multiple functions. The control function for DCSF decides usage of data channel media within the sessions, interacting with both the IMSAS and third-party WebRTC applications. The Bootstrap media function terminates HTTP bootstrap channels established with call sessions, hereby taking the role of a standard web server, potentially acting as a proxy for HTTP resources hosted by external third-party webservers. The DC Application repository includes bootstrap media content fetched by 26.114 UE’s Server includes the DC store.
· MRF (MRF includes MRFC/MRFP) includes both legacy media resources (e.g. Voice and Video) and data channel media function (DCMF) resources.
IF1, and IF63, are in scope of the TR. They should be service based.
IF8 and IF102 areis out of scope of the TR.
Nimsas implements services supported by the IMS AS.
Ndcsf implements services supported by the DCSF.
Editors Note: Nimsas, and Ndcsf are FFS.
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Figure 6.16.1-1 : IMS DC Enhanced MRF Architectural Option

6.16.2	Procedures

6.16.2.1 IMS Session Initiation detailed Procedures
The call flow in Fig 6.16.2.1-1 below illustrates the various interactions within an IMS DC related session related to the DC feature. Interactions triggered by UEs related to the actual initiation of bootstrapping are not included.
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Figure 6.16.2.1-1 DC Channel Establishment
The following is a brief description of the steps in the call flow:
-	In step 1, UE registers in IMS after successfully establishing an IMS PDU session.
-	In step 2, UE initiates an IMS session, and indicates support for the IMS DC feature in the SDP as per TS 26.114 [6]. It is assumed that the network also supports the IMS DC feature.
-	In step 3, the IMS AS initiates interaction with the IMS DC server to verify if any of the participants in the IMS session has DC content that may require bootstrapping. Interaction includes sending to the DC server the IMS targets that are subject of the query. This step can also be postponed till after step 9.
-	In step 4, the IMS AS engages the enhanced MRF for the needed media resources for anchoring the bootstrap data.
-	In step 5-6, the session establishment procedure is successfully completed based on existing procedures. It is assumed in this call flow that both; originating and terminating UE support the IMS DC feature.
-	In step 7, the IMS AS updates the SDP towards the UE so that the IMS AGW is updated with the media anchoring MRF Ingress information related to the bootstrap data.[image: ]Figure 6.16.2.1-2
-	In step 2, UE initiates an IMS session, and indicates support for the IMS DC feature by including the feature tag +sip.app-subtype="webrtc-datachannel” in the Contact header and data channel streams in the SDP as per TS 26.114 [6]. It is assumed that the network also supports the IMS DC feature.
- 	In step 3, the IMS AS notifies the DCSF about a session establishment request event of served user including information about offered data channel streams. DCSF apply policies and check for applicable content that may require bootstrapping. 
- 	In step 4, The DCSF instructs the IMSAS on how each offered data channel stream of served user shall be handled, i.e., passed-on to the terminating network, removed or be anchored in the enhanced MRF. The DCSF also specifies if the IMS AS shall request the enhanced MRF to offer a data channel stream for remote user bootstrapping.
-	 In step 5, the session establishment procedure is continued. The SDP is adjusted as per DCSF request, to include data channel streams offered to the terminating network.
-	In step 6, the terminating user answers the incoming call using a UE supporting the IMS DC feature. It is in this call flow assumed that also the terminating network offers remote bootstrapping, which means that all offered data channel streams of the originating offer are accepted.
-	In step 7, the IMS AS notifies the DCSF of the session establishment request answer event, including data channel stream information of the SDP answer.
-	In step 8, The DCSF may at this point depending on the remote answer, request the IMSAS to update the enhanced MRF with additional instructions on how DC streams shall be handled within the session. 
-	In step 9, the IMS AS updates the SDP towards the UE as per DCSF request, so that the IMS AGW is updated with correct media anchoring information related to the bootstrap data streams.
-	In step 10, the SIP ACK is sent to the target.
As can be seen, as examples, a) the local Bootstrap data of served user traverses through enhanced MRF to the DCSF, b) the remote Bootstrap of served user, offered by the Terminating NW, bypasses the enhanced MRF, c) the remote Bootstrap of remote user, offered by DCSF in served user NW, traverses through enhanced MRF to the DSCF, d) the actual voice media bypasses the enhanced MRF.[image: ]
-	In step 9, the SIP ACK is sent to the target.
-	In step 10 DC Server is updated with the MRF Egress information for the Bootstrap data.
-	In step 11, IMS AS updates the media anchoring node MRF with the IP AGW Egress information.
As can be seen the Bootstrap data traverses through MRF, while the actual voice media bypasses the enhanced MRF.
[bookmark: _Toc101278327][bookmark: _Toc23254044]6.16.2.2	IMS AS - DC Server Interaction for Media control
Editor's note:	This interface is FFS.
6.16.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
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