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Abstract of the contribution: This contribution proposes a new solution to KI#3. 
Discussion 
KI#3 is about NEF exposure framework for provisioning of traffic characteristics and monitoring of performance characteristics
Provisioning of traffic characteristics for an application
KI#3 includes the following examples of traffic characteristics parameters: transfer interval, data volume per cycle time, average and peak date rates, silence time interval, and PDU Session Type. They also appear in the ACIA WP. 

One question related to the traffic characteristics provided by the AF is whether it is specific to TSC use cases or not. Based on our understanding, ACIA does not limit to TSC communication or Ethernet. Also IP and non-TSC use cases are included. Mapping of these parameters to 5GC parameters could be done as follows: 
-
Transfer interval and Data volume per cycle time seems to refer to deterministic periodic traffic, i.e. TSC-type of traffic. This could map to Periodicity and Maximum Burst Size as defined for TSC.
-
Average and peak data rates: The peak data rate could possibly be mapped to MBR, but average data rate is not as easily mapped to an existing 5G QoS parameter. These parameters would refer to non-TSC scenarios. A suggestion is to enable an AF to provide GBR and MBR, as they can be handled by 5GC. 
-
Silence time interval is not really a QoS parameter in itself, but seems to be rather a parameter describing what times there will be no traffic (e.g. weekends or night time). This parameter could be interpreted as a validity time of the requested QoS. This is not TSC specific.
-
PDU Session type is already provisioned as part of 5G VN group data. It can also be agreed with the MNO based on SLA. Nothing new seems to be needed. 

The existing AF-session with requested QoS can provide QoS parameters for an application to the PCF, via NEF. However, that service assumes an ongoing PDU Session. According to the ACIA WP, an optimization where QoS can be requested for a group of UEs using a single request is also desired (although an optimization). Therefore enhancements to the NEF exposure is needed. Below we propose a solution where the AF van provide traffic characteristics for a group of UEs for non-TSC scenarios using the NEF Service parameter provisioning service. How to handle the traffic characteristics parameters specific for TSC is left FFS. 
Monitoring of performance characteristics

KI#3 mentions the following examples of monitoring parameters: communication service availability, communication service reliability, end-to-end latency, service bit rate and packet error rate. 
- 
Communication service availability. It is not clear how the 5GC can monitor the availability of a service. Other aspecst related to availability of a UE or a PDU Session can be monitored via the NEF monitoring API, e.g. Loss of connectivity, UE reachability, communication failure, PDU Session Status. 

-
Communication service reliability. It is not clear how reliability can be monitored by 5GC. This should rather be agreed between MNO and 3rd party via SLA.

- 
End-to-end latency: It is not clear how 5GS can monitor e2e latency when it only knows part of the communicaton path. End-to-end monitoring should be monitored by the application itself. There is however support in existing NWDAF analytics service to provide packet delays observed for a UE and application.
- 
Service bit rate: The bit rates related to an application for a group of UEs can be provided by existing NWDAF analytics services
- 
Packet error rate: Packet loss rates for applications can be provided by existing NWDAF analytics services. 
The existing NWDAF service for DN performance monitoring can thus be used to produce analytics for UEs in a group, with detailed information about performance characteristics for applications used by a group of UEs. The NWDAF UE communication analytics can also be used to provide performance information about applications used by a group of UEs. It is proposed that both of these existing NWDAF services are considered as solutions for KI#3. 
Proposal

It is proposed to update TR 23.700-74 as follows:
**** First Change ****
6.0
Mapping of Solutions to Key Issues
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6.X
Solution #X: Support for traffic characteristics provisioning and performance characteristics monitoring
6.X.1
Introduction
This solution addresses KI#3 on NEF exposure framework for provisioning of traffic characteristics and monitoring of performance characteristics.
6.X.2
Functional Description
6.X.2.1
Traffic Characteristics provisioning

This solution proposes enhancements to allow an AF to provide Transfer interval, Data volume per cycle time, Peak data rate as well as Silence time interval to the 5GC. 
-
Transfer interval and Data volume per cycle time: These parameters are mapped to Periodicity and Maximum Data Burst Size respectively.
- 
Average and Peak data rate: It is proposed that the AF can provide GBR and MBR parameters, that can easily be applied by 5GC. 
-
Silence time interval: It is proposed that the AF can provide a validity time for the requested QoS. 
6.X.2.2 
Performance Characteristics Monitoring

5GS provides several mechanisms to expose performance characteristics towards a 3rd party AF. 

The existing NWDAF service for DN service performance statistics can be used by an AF to request performance monitoring information for specific applications for a single UE or a group of UEs. The NWDAF DN service performance is described in TS 23.288 [X], clause 6.14. It can be requested by an AF via NEF, as described in TS 23.288 [X], clause 6.1.1.2. The DN service performance statistics contains the information shown in Table 6.X.2-1:
Table 6.X.2-1: DN service performance statistics

	Information
	Description

	Application ID
	Identifies the application for which analytics information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided. See note 1.

	DNN
	Identifies the data network name (e.g. "internet") for which analytics information is provided. See NOTE 1.

	DN performance (0-x)
	List of DN performances for the application.

	  > Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	  > Serving anchor UPF
	The involved anchor UPF. See NOTE 2.

	  > DNAI
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].

	  > Performance
	Performance indicators.

	     >> Average Traffic rate
	Average traffic rate observed for UEs communicating with the application. See NOTE 3.

	     >> Maximum Traffic rate
	Maximum traffic rate observed for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Delay
	Average packet delay observed for UEs communicating with the application. See NOTE 3.

	     >> Maximum Packet Delay
	Maximum packet delay for observed for UEs communicating with the application. See NOTE 3.

	     >> Average Packet Loss Rate
	Average packet loss observed for UEs communicating with the application. See NOTE 3.

	  > Spatial Validity Condition
	Area where the DN performance analytics applies.

	  > Temporal Validity Condition
	Validity period for the DN performance analytics.

	NOTE 1:
The item "DNN" and "S-NSSAI" shall not be included if the consumer NF is an untrusted AF.

NOTE 2:
The item "Serving anchor UPF" shall not be included if the consumer is an AF.

NOTE 3:
Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of accuracy per analytics subset" and "Reporting Thresholds".


The NWDAF UE communication analytics can produce statistics of e.g. the traffic volume used by a UE. The UE communication analytics service can be used by an AF to request performance monitoring information for specific applications for a single UE or a group of UEs. The UE communication statistics is described in TS 23.288 [X], clause 6.7.3 and contains the information shown in Table 6.X.2-2.
Table 6.X.2-2 UE Communication Statistics

	Information
	Description

	UE group ID or UE ID
	Identifies a UE or a group of UEs, e.g. internal group ID defined in TS 23.501 [2] clause 5.9.7 or SUPI (see NOTE).

	UE communications (1..max) (NOTE 1)
	List of communication time slots.

	  > Periodic communication indicator (NOTE 1)
	Identifies whether the UE communicates periodically or not.

	  > Periodic time (NOTE 1)
	Interval Time of periodic communication (average and variance) if periodic.

Example: every hour

	  > Start time (NOTE 1)
	Start time observed (average and variance)

	  > Duration (NOTE 1)
	Duration of communication (average and variance).

	  > Traffic characterization
	S-NSSAI, DNN, ports, other useful information.

	  > Traffic volume (NOTE 1)
	Volume UL/DL (average and variance).

	  > Ratio
	Percentage of UEs in the group (in the case of a UE group).

	Applications (0..max) (NOTE 1)
	List of application in use.

	  > Application Id
	Identification of the application.

	  > Start time
	Start time of the application.

	  > Duration time
	Duration interval time of the application.

	  > Occurrence ratio
	Proportion for the application used by the UE during requested period.

	  > Spatial validity
	Area where the service behaviour applies. If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.

	N4 Session ID (1..max) (NOTE 1)
	Identification of N4 Session.

	> Inactivity detection time
	Value of session inactivity timer (average and variance).

	NOTE 1:
Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset".


As specified in TS 23.288 [X], the above analytics outputs can be requested and provided for a single UE, a group of UEs or any UE and contains per-application information. 

The KI#3 mentions also Communication service availability and Communication service reliability as examples of monitored information. Both availability and reliability aspects are considered to be agreed between MNO and 3rd party via SLA and is thus not explicitly covered by this solution.

Editor’s note: Enhancements to the above NWDAF analytics outputs (e.g. communication service availability, communication service reliability) are FFS. 
Editor’s note: Enhancements to this solution to support per-UE and per-connection monitoring is FFS. 

6.X.3
Procedures
6.X.3.1
Traffic Characteristics provisioning for non-TSC scenarios
The provisioning of traffic characteristics per application for a group of UEs is based on the existing NEF Service specific parameter provisioning procedure in TS 23.502, clause 4.15.6.7, but enhanced to allow the AF to provide the traffic characteristics parameters described in clause 6.X.2.1.

It can be noted that this solution is based on the same services and procedure as the support for QoS for a group of users in Solution#9, thus in practice it is a common solution for KI#1 and KI#3.
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Figure 6.X.3-1. Procedure for provisioning of traffic characteristics
0. 
A PDU Session is established, and the PCF subscribes to notifications for Application Data from UDR.

1.
The AF decides to provide traffic characteristics for a group of UEs identified by an External Group ID. The AF invokes the Nnef_ServiceParameter service to provide the QoS for the group and the related DNN/S-NSSAI. The following parameters can be provided by the AF per traffic flow: GBR, MBR and validity time.
2.
If the traffic characteristics is provided in relation to a DNN/S-NSSAI, the NEF checks with UDM that the members of the group are subscribed already to that DNN/S-NSSAI, as described in clause 4.15.6.10, steps 2-4 of TS 23.502 [3]. If UDM authorization is successful, the UDM provides the mapping of the External Group ID to Internal Group ID in its response to the NEF.

3.
The NEF invokes the Nudr_DM Create/Update/Remove to store the information related to the Internal Group ID in UDR.

4.
The NEF replies to the AF.

5.
The UDR notifies the PCFs that have subscribed with the traffic characteristics for a group.

6.
The PCF maps the traffic characteristics to parameters that are applicable in 5GC, as described in clause 6.X.2.1. The PCF may take a policy decision and may provide updated PCC rules towards SMF. This may trigger a PDU Session Modification procedure.

Editor’s note: How to handle an AF request with traffic characteristics for TSC scenarios (with TSCTSF) is FFS.
6.X.3.3 
Performance Characteristics Monitoring

The procedure for an AF to fetch analytics from NWDAF via NEF is shown below (copied from TS 23.288, clause 6.1.1.2).

The procedures specific for DN service performance analytics and UE communication analytics are described in TS 23.288, clause 6.14.4 and 6.7.3.4 respectively. 
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Figure 6.X.3-2: Procedure for retrieving analytics via NEF, as copied from TS 23.288, clause 6.1.1.2.
6.X.4
Impacts on existing entities and interfaces

NEF: Support extension of parameters provided via Service Parameter API.
UDR: Be able to store additional parameters provided by NEF for Service Parameter provisioning.
PCF: Retrieve traffic characteristics form UDR and take into account in policy decisions.
**** End of Changes ****
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