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Abstract: It proposes a solution for KI#2 for FS_UPEAS which focus on how to reduce the performance impact during UPF data reporting to NF consumer.
1. Introduction/Discussion 
This solution is for the "Key Issue#2: Support UPF expose information to other NFs" especially focus on how to reduce the UPF performance impacts due to UPF data reporting to NF consumer, e.g. NWDAF. 
The performance issue is also indicated in the Architectural Requirements i.e. clause 4.2 of the TR 23.700-62:
-	The performance of UPF user plane traffic handling shall not be degraded due to mechanisms defined in this study.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-62.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change* * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc96958835][bookmark: _Toc96964612][bookmark: _Toc97307766][bookmark: _Toc100835651][bookmark: _Toc101415482][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc96958844][bookmark: _Toc96964621][bookmark: _Toc97307775][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>

	#1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
	X
	

	#2: UPF event exposure service for TSC management
	
	X

	#3: using the proper subscription mechanism depending on the event targeted by the UPF event consumer
	
	X

	#4: upgrading N4 to pass necessary event filtering information to the UPF
	
	X

	#5: registering UPF(s) serving a PDU session at UDM
	
	X

	#6: Determining the UPF(s) that serve a UE address
	
	X

	#7: Support to existing (Rel‑16-Rel‑17) data analytics with PDU Session Data Usage Events
	
	X

	#8: Support to existing (Rel‑16-Rel‑17) data analytics with QoS Flow level measurements
	
	X

	#9: NWDAF collects information from UPF by event exposure
	
	X

	#10: UPF event exposure service to NWDAF
	
	X

	#11: UPF event exposure service to NWDAF
	
	X

	#X: Reduce the UPF performance impacts due to data reporting to NF consumer
	
	X



* * * * Next change* * * *
6.X	Solution #X: Reduce the UPF performance impacts due to data reporting to NF consumer
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This solution is for the "Key Issue#2: Support UPF expose information to other NFs" especially focus on how to reduce the UPF performance impacts due to data reporting to NWDAF. 
The performance issue is also indicated in the Architectural Requirements i.e. clause 4.2:
-	The performance of UPF user plane traffic handling shall not be degraded due to mechanisms defined in this study.
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For example, the scope of the UPF data collection by NWDAF may be per AoI or per S-NSSAI (e.g. for the Service Experience as defined in clause 6.4 of TS 23.288 [5] and Abnormal Behavior analytics as defined in clause 6.7.5 of TS 23.288 [5]), which means UE level UPF data in the UPFs, which is for all the UE associated the indicated the AoI or S-NSSAI, need be reported the to NWDAF. If the UE number is quite a big, the reporting impact to the UPF performance cannot be neglected. 
There are following mechanisms can be considered on how to alleviate this event reporting impact to UPF performance:
1. Reuse the SMF based subscription/ notification mechanism: If different NWDAF subscribes the same UPF data to the UPF via the SMF, the SMF may combine the different subscriptions from different NWDAFs into one configuration/instruction to the UPF. The UPF will be instructed by SMF to report either directly to each NWDAF, or to the SMF via existing N4 interface. The SMF per different subscription information received before, it notify/distribute the UPF reports to different NWDAFs according to the subscriptions from the NWDAFs.
NOTE: If DCCF is deployed, it may be possible to consolidate subscriptions towards SMF.
2. Enhance the existing event subscription mechanism: UPF data for data analysis is not always time sensitive (especially for the training dataset collection). It is preferred not to immediately send those event notifications to the NWDAF when the event is detected but the UPF is at peak hour. Hence the event subscription can be enhanced as follows:
-	Add a new IE, i.e. Reporting suggestion information, in the Event Reporting Information. The Reporting suggestion information includes Report urgency and Reporting window two information. Reporting urgency information represents whether this event report can be delay tolerant, i.e. the event report can be delayed. When the related event is detected, the Reporting window defines the last reporting valid time. For example if the event can be reported within two hours of the event detection, the reporting windows is two hours.
NOTE: Trade off between report sending and report storage needs to be evaluated at deployment.
3. Aggregating the event subscription/Notification: For the UE level UPF data reporting normally the granularity of event subscription and reporting is per UE level, i.e. each UE have a separated event subscription and event reporting. To reduce the number of event notification, when the UE level UPF event is subscribed, the subscription and notification can be per node level. 
This mechanism can be combined with bullet 2. If the event which can be delay tolerant, the event subscription is per node level. When the event is detected, the UPF can aggregate the event notification. Within the event notification, the UE ID or other identifier is added to differentiate different UE related UPF event. Hence it can reduce the event notification sent to the NF consumer. 
The above mechanism can be generalized to be applied for any NF consumer of UPF event exposure service. 
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The enhancement on existing UPF event exposure subscription and notification service procedure is described as in 6.X.2. 
6.X.4	Impacts on services, entities and interfaces
-	NF consumer of UPF event exposure service
-	Event Reporting Information:
-	Add a new IE, i.e. Reporting suggestion information. It includes reporting urgency and reporting window information.
· Support UE level different UPF event subscription/notification can be aggregated as per Node level.
-	UPF
-	Per received Reporting suggestion information in the event subscription, the UPF can delay the event reporting.
· Support UE level different UPF event subscription/notification can be aggregated as per Node level.
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