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1. Introduction
[bookmark: _Toc510607461]The SID agreed for Study on satellite access Phase 2 in SP-211651 includes the following objective:
	The study item aims at investigating on further 5GC/EPC enhancements to support satellite access based on the R17 5GSAT_ARCH achievements with the following 5GC/EPC areas for study: 
· WT#1: Discontinuous coverage 
WT#1.1: Architectural enhancements to support discontinuous coverage for mobility enhancement (e.g. paging enhancement) 
WT#1.2: Architectural enhancements considering prediction, awareness & notification of UE wake-up time, power saving optimizations.



TR 23.700-28 contains the following objectives for KI#1:
	-	Identify gaps in rel.17 solution designed in EPS (e.g. concerning minimizing a period of no coverage and/or minimizing power consumption), considering at least below aspects:
a)	Study how UE determines that it has to remain with no service or it has to attempt to register on available different RAT's/ PLMNs to receive the normal service during discontinuous coverage in current NTN RAT.
NOTE:	Consider dependencies with RAN2 and CT1 since inter-RAT selection and PLMN selection related specifications are in control of RAN2 and CT1.
b)	Study how to reduce the impact to target RAT or system due to large number of UEs triggering signalling load on the target RAT or system to receive normal service.
-	Propose solution to resolve these gaps.



TR 23.700-28 contains the following objectives for KI#2:
	At least the following aspects need to be investigated:
-	Based on the coverage information of the UE:
-	whether and how to enhance the power saving mechanisms, e.g. PSM, MICO mode and eDRX in CM-IDLE state, in order to make sure that the UE:
-	does not attempt PLMN access when there is no network coverage; and
-	when there is network coverage the UE attempts PLMN access as needed e.g. to transfer signalling, transfer data or receive paging, etc.
NOTE:	Network coverage can be provided by any RAT supported by the UE.



The solution described here addresses the objectives highlighted above and enables a UE to obtain data on satellite coverage (and possibly TN coverage) for a serving PLMN. The coverage data is provided by a server over user plane which allows greater flexibility in the quantity and type of the coverage data, greater security and the possibility of charging. For example, in Release 17, the SIB32 defined in TS 36.331 provides orbital data to a UE for up to 4 satellites. These would most likely support the same satellite RAT as the satellite broadcasting the SIB32 and might only provide coverage data for a few hours (given that each satellite could only be visible for around 5-15 minutes at any one location). This data is not secure (e.g. could be spoofed by a fake base station to mislead UEs to go into an inactive state) and cannot be billed. These limitations are all overcome with the proposed solution.
2. Text Proposal
The following text is proposed to be applied to TR 23.700-28.
[bookmark: _Toc97108978][bookmark: _Toc100782791][bookmark: _Toc100983165]*** First Change ***
[bookmark: _Toc97108967][bookmark: _Toc100782780][bookmark: _Toc100983154]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[bookmark: definitions][5]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[6]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[7]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[8]	3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[aa]	3GPP TS 36.331: “Radio Resource Control (RRC); Protocol specification”.
[x]	3GPP TS 26.531: " Data Collection and Reporting; General Description and Architecture".
[y]	3GPP TS 23.288: " Architecture enhancements for 5G System (5GS) to support network data analytics services".
*** Next Change ***

6.0	Mapping of solutions to key issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
	
	Key Issues

	Solutions
	1
	2
	
	

	X
	x
	x
	
	



[bookmark: _Toc100700472][bookmark: _Toc26520138][bookmark: _Toc26530876][bookmark: _Toc26530926][bookmark: _Toc26530975][bookmark: _Toc30685082][bookmark: _Toc31014357][bookmark: _Toc31109398][bookmark: _Toc31109468][bookmark: _Toc31109559][bookmark: _Toc43819872][bookmark: _Toc43882354][bookmark: _Toc49966751][bookmark: _Toc50390310][bookmark: _Toc50450148][bookmark: _Toc50450360][bookmark: _Toc50451582][bookmark: _Toc50451794][bookmark: _Toc50464474][bookmark: _Toc54378872][bookmark: _Toc54776462][bookmark: _Toc57373207][bookmark: _Toc73524089][bookmark: _Toc75324070]*** Next Change (all new text) ***
[bookmark: _Toc100782814][bookmark: _Toc100983192]6.X	Solution #X: Solution to support Provision of Coverage Data to a UE
[bookmark: _Toc97108983][bookmark: _Toc100782815][bookmark: _Toc100983193]6.X.1	Description
This solution supports portions of KI#1 and KI#2 and consists of a definition of the content of coverage data that is general enough to support both satellite RATs and TN RATs, either separately or in combination, and procedures for providing this coverage data to a UE.
The content of coverage data can include a coverage map which shows the expected coverage by one or more satellite RATs and/or one more terrestrial RATs at one or more locations and for a particular time in the future. A set of coverage maps can then be provided for each of a sequence of times occurring at fixed periodic intervals, such as at intervals of one minute. The locations supported by a coverage map can correspond to grid points in a rectangular (or possibly hexagonal) array, as illustrated by the rectangular array shown in Figure 6.X.1-1.


[bookmark: _Hlk102642445]Figure 6.X.1-1: Coverage Data Map for a set of Grid Point Locations
In Figure 6.X.1-1, each grid point (dot) represents one location. These locations (i.e. grid points) can be spaced apart by a fixed distance (e.g. 10 to 100 kms). The absolute location of each grid point can then be known by specifying an absolute (global) location for just one grid point in the array (e.g. a centre grid point or a grid point at one corner). The expected (satellite or terrestrial) coverage at the location of each grid point can be indicated by a binary one value (e.g. when there is coverage) or a binary zero value (e.g. when there is no coverage), which would allow the entire coverage map to be represented and encoded as a binary array. This binary array might be applicable to just one time and might then need to be repeated to indicate coverage at other times. For example, in the case of the grid point array shown in Figure 6.X.1-1, 36 bits would be needed to indicate the coverage at all 36 grid points. If this coverage applies to a time T1 and coverage is needed for additional times T2, T3, … Tm, then a total of 36m bits would need to be provided in association with encoding rules (e.g. defined separately) on how the 36m bits are to be associated with the 36 different grid point locations and the m different times T1 to Tm.
Insread of providing a simple binary yes/no indication of coverage, expected coverage could be indicated by assigning 2 or more bits for each location to indicate a probability of coverage – e.g. where 00 = zero probability of coverage, 01 = low probability, 10 = medium probability, 11 = high probability of coverage. A coverage map can further indicate coverage for just one RAT or may indicate expected coverage for multiple RATs. For example, with binary coverage values assigned to a number of RATs R1, R2, … Rn, a binary one could mean that there is coverage from at least one of the RATs R1-Rn at a particular location (and time), whereas a binary zero value could indicate that none of the RATs provide coverage at the particular location (and time).
Because it is likely that coverage will often be the same for nearby times and for nearby locations, there would be the possibility of compressing the binary encoding of the coverage maps to reduce bit size.
In the case of providing coverage data for just one location (e.g. for a UE that will not move by more than around 50 kms from its initial location), the size of the binary coverage map for 24 hours of coverage data at 2 minute intervals would be 90 octets without compression and ignoring extra data like a global location indication of the one location.
A coverage map (or set of maps) can be provided to a UE by a server via user plane. Two alternative solutions can be used for this part.
The first solution is based on an HTTPS query from a UE to a server that belongs to a VPLMN, HPLMN or a satellite operator (or other third party). The UE also provides a temporary ID to the server that is pre-configured in the server and verifies permission for the UE (e.g. a subscription) to receive the coverage data. The temporary ID is assigned to the UE by the VPLMN or HPLMN after verification of a UE subscription or other permission to receive coverage data. Alternatively, the temporary ID might be securely configured by the HPLMN on the USIM. The temporary ID can look like a large random number (e.g. 128 bits) to ensure security.
With the second solution, the existing DCAF/AF functionality and architecture as defined in TS 26.531 [x] and TS 23.288 [y] is extended to expose network data analytics to a UE. In this case, the data analytics comprises the coverage data. 
[bookmark: _Toc97108984][bookmark: _Toc100782816][bookmark: _Toc100983194]6.X.2	Procedures
6.X.2.1	Obtaining Coverage Data using an HTTPS Query to a Server
The procedure is in two parts. First the UE obtains a URI for the server and a temporary ID that is already pre-configured in the server. Then the UE sends an HTTPS request to the server (identified by the URI) and includes the temporary ID. The temporary ID can be part of the URI or can be a separate parameter. If charging will not be used (e.g. coverage data is available to all UEs without charge), then the first procedure could be omitted and the UE might construct a standard URI associated with either the VPLMN or HPLMN (e.g. “satellitecoveragedata.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org”).
Editor’s note: Applicability of an HTTPS query to 3GPP spec.s and 3GPP WGs is FFS.
Figure 6.X.2.1-1 shows the first procedure for 5GS. A procedure for EPS can be analogous using an Attach or TAU. The procedure is based on NAS but could use some other protocol layer instead – e.g. RRC. 


Figure 6.X.2.1-1: Procedure to Request a URI and temporary ID
1.	The UE sends a Registration Request to the serving AMF (e.g. for an initial registration, periodic registration or registration update) and includes a request for a URI and Temporary ID to enable provision of coverage data. Some additional parameters might be included to indicate the type(s) of coverage data needed (e.g. a RAT or RATs) and applicable location(s) in case different servers are used to provide different types of coverage data and/or coverage data for different locations (e.g. for different countries).
2.	The serving AMF may verify the UE subscription to receive coverage data (of the requested type(s) and/or for the requested location(s)).
3.	The AMF determines a server applicable to the type(s) of coverage data and location(s), a URI for the server and a temporary ID for the UE and records the temporary ID and possibly the URI. The temporary ID is assumed to be already pre-configured in the server and to have been agreed in advance between the serving PLMN and server when the server is managed by another party (e.g. a satellite operator).
NOTE:	The temporary ID could be a large random or pseudo-random number (e.g. 128 bits) with a set of (pseudo-)random numbers pre-configured in the server and in the serving PLMN. Such randomization would make guessing of a valid temporary ID almost impossible for an unsubscribed UE. Pseudo-random temporary IDs could be generated by ciphering a regular series of IDs (e.g. the integers 1, 2, 3, 4, 5 etc.) using a secret ciphering key known only to the serving PLMN and server. The temporary ID can further be appended to the URI.
4.	The AMF returns the UE and temporary ID in the Registration Accept. The AMF may also indicate a limitation on usage of the URI and temporary ID - e.g. a maximum number of requests to the server or a maximum time duration of usage.
Figure 6.X.2.1-2 shows the second procedure which can be the same for both 5GS and EPS. 


Figure 6.X.2.1-2: Procedure to Request Coverage Data from a Server
1. The UE sends an HTTPS Request (e.g. an HTTPS GET) to the server indicated by the URI obtained in the first procedure or constructed by the UE if a standard URI is used and charging is not applicable. The HTTPS Request includes the temporary URI (if applicable) and parameters indicating the types of coverage data requested which may includes one or more of a location of coverage data, an area of coverage data (e.g. a size of a rectangular or circular area), a time period of coverage data, one or more satellite RATs and/or terrestrial RATs, an applicable serving PLMN, supported methods or encodings for receiving coverage data at step 3.
2. The server verifies that the temporary ID is valid (e.g. is pre-configured in the server and satisfies any limitations on number of requests or time period for requests) and records the temporary ID and details of the request.
3. The server returns the requested coverage data to the UE according to the request at step 1.
To support charging of UEs, a billing centre can collect records of assigned temporary IDs and corresponding UE identities from an AMF and temporary IDs used to request coverage data from the server. This would allow the exact coverage data provided to each UE to be determined and billed.
6.X.2.2	Obtaining Coverage Data using an DCAF and NWDAF
This procedure is an alternative to the procedure in clause 6.X.2.1 and is more focused on PLMN provision of coverage data rather than provision by a third party like a satellite operator.
Since Rel-17, the DCAF functionality which is part of the AF was introduced to enable the NWDAF to perform data collection from an Application. Given the communication path between NWDAF and the DCAF has been introduced for data collection, it is reasonable to extend the existing DCAF/AF functionality and architecture as defined in TS 26.531 [x] to expose network data analytics related to the UE to assist the UE’s determination for coverage information. 
The following assumptions are made:
-	The UE can Subscribe/Request to NWDAF via DCAF to request the information from 5GC (e.g. the Analytics result from the NWDAF).
-	The communication services and functional architecture between UE and DCAF is in the scope of SA4 and shall be compatible with the existing architecture defined in TS 26.531 [x].  
A user plane data collection from UE application client was approved in clause 6.2.8 in TS 23.288 [y] in Rel-17. A UE Application is configured the address of DCAF by the Application server. The UE establishes a connection to the DCAF over user plane via a PDU session. The DCAF communicates with the UE and collects data from the UE Application to NWDAF.
The same procedure for user plane connection between the UE and DCAF (R2 interface in TS 26.531 [x]) is proposed to be used by the UE to request data exposure from NWDAF.
[bookmark: _Hlk99360485]The following information can be exposed to the UE via the support of the DCAF based on network consent acquired by UE:
- Satellite ephemeris from any satellite operators the UE may be able to access
- Other RAT information the UE may be able to access
Editor’s note: How to extend the interaction between UE and DCAF as defined in TS 26.531 [7] to enable UE to subscribe/request information to/from 5GC NF (e.g., NWDAF) via DCAF is in SA4 scope.
The SLA between the operator and an External Provider of the related information to NWDAF further include the Supported Analytics ID list.
The Supported Analytics ID indicates the Analytics outputs that allowed by the operator to expose to the UE. The Supported Analytics ID list will be stored in DCAF.
The External Provider will provision the Supported Analytics IDs to UE with means out of scope of 3GPP.
The UE requested data exposure procedure is described in Figure 6.X.2.2-1.



Figure 6.X.2.2-1 UE requested data exposure procedure
1. The UEs Direct Data Collection Client to send the Analytics Request to DCAF via signalling defined in TS 26.531 [7]. The DCAF address is provided to UE using a PCO when the UE establishes the PDU session to access DCAF. The requested Analytics ID(s) are included in the signalling to DCAF.
DCAF can retrieve the UE IP address from the source IP address of the received packet.
2.	UE ID retrieval procedure is described in clause 6.x.2.2.
3.	DCAF discovers the NWDAF that supports the Analytics ID received in step 1. 
For DCAF in trusted domain, DCAF sends Nnrf_nwdafdiscovery _request to NRF to discovery the NWDAF. The request message shall include the Analytics ID and the S-NSSAI.
For DCAF in untrusted domain, DCAF sends Nnef_EventExposure_subscribe with AF specific Identifier to NEF. NEF determines the S-NSSAI for the AF specific and sends Nnrf_nwdafdiscovery _request to NRF to discovery the NWDAF. The request message shall include the Analytics ID and the S-NSSAI
4. NRF sends the Nnrf_nwdafdiscovery_response with the discovered NWDAF identity.
5. DCAF subscribes to NWDAF for the analytics request with UE Identity and Analytics ID(s). Step 5a is for DCAF in trusted domain and step 5b is for DCAF in untrusted domain.
Before step 5b, the AF asks the NEF for authorization information to check if the UE is allowed to obtain analytics ID from the network. The NEF determines the authorization information for the UE based on local policy and the UE subscription data from the UDM about whether the UE has subscribed to the service that obtaining some specific analytics ID from network. Then the NEF sends the authorization information to the AF.
6. If NWDAF does not have available analytics result for the requested analytics ID, the NWDAF will trigger the analytics procedures for the analytics ID(s). NWDAF performs user consent check to UDM to determine if the analytics procedure is allowed or not.
7. Analytics procedure is performed as described in TS 23.288 [y]. NWDAF may combine data it received from various sources e.g. OAM, external satellite providers etc in order to determine the analytics results. 
8. NWDAF sends analytics result to DCAF. Step 8a is for DCAF in trusted domain and step 8b is for DCAF in untrusted domain.
[bookmark: _Hlk100239800]NOTE:	The security aspects of exposure of network data must be evaluated by SA3.
9. DCAF sends the analytics result to UE application client via application layer signalling.
10-11. If a Subscribe/Notify service operation is invoked in step 5, the NWDAF may further notify the analytics to UE e.g. periodically). NWDAF notifies the analytics result to DCAF. Step 11a is for DCAF in trusted domain and step 11b is for DCAF in untrusted domain.
12. DCAF exposes the requested analytics to UE application client.
For DCAF in trusted domain, Since the supported pairs of S-NSSAI+DNN for the PDU session established for UE to DCAF are configured in the DCAF, DCAF may also retrieve the S-NSSAI+DNN for the PDU sessions that used by the UE sent the Analytics request. DCAF provides the UE IP address and the S-NSSAI to request UE ID from BSF as described in Figure 6.X.2.2-2.


Figure 6.X.2.2-2	UE ID Retrieval by DCAF in trusted domain
1. DCAF sends the Nbsf_Management_Discovery request to BSF with UE IP address, DNN and S-NSSAI to retrieve the session binding information of the UE.  
2. BSF provides SUPI to DCAF via Nbsf_Management_Discovery response message.
For DCAF in untrusted domain, the supported pairs of S-NSSAI+DNN are configured in NEF. DCAF provides UE IP address to NEF and NEF retrieves the UE ID from BSF by reusing the procedure as described in clause 4.15.10 in TS 23.502 [4]. Figure 6.X.2.2-3 is the UE ID Retrieval procedure by DCAF in untrusted domain.



Figure 6.X.2.2-3 UE ID Retrieval by DCAF in untrusted domain
1. DCAF requests to retrieve UE ID via the Nnef_UEID_Get service operation. The request message shall include UE address and AF Identifier.
NOTE:	The case where UE IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this release.
2. The NEF authorizes the DCAF request.
3-4. The NEF may use the Nbsf_Management_Discovery service operation with UE address to retrieve the session binding information of the UE. BSF provides the SUPI / GPSI, S-NSSAI and DNN to NEF.
NEF stores the SUPI / GPSI, S-NSSAI and DNN for the UE address.
5-6. NEF interacts with UDM to retrieve the AF specific Identifier from UDM and further responds to DCAF.
[bookmark: _Toc97108985][bookmark: _Toc100782817][bookmark: _Toc100983195]6.X.3	Impacts on existing nodes and functionalities
6.X.3.1	Obtaining Coverage Data using an HTTPS Query to a Server
UE:
-	Request and obtain a URI and temporary ID from an AMF or MME using NAS
-	Request and obtain coverage data from a server using HTTPS
-	Support coverage data encoded as a binary coverage map
AMF/MME:
-	Verify a UE subscription to receive coverage data and provide a URI to a server and temporary ID to the UE using NAS
Server:
-	Receive a request for coverage data from a UE using HTTPS, verify the temporary UE ID and provide coverage data
-	Support coverage data encoded as a binary coverage map
6.X.2.2	Obtaining Coverage Data using an DCAF and NWDAF
DCAF:
- receives analytics request from UE via HTTP signalling to be defined in TS 26.531 [x].
- discovers NWDAF for the received analytics request from UE.
- sends analytics request to NWDAF.
- receives analytics response from NWDAF.
- sends the received analytics result to UE with signalling to be defined in TS 26.531 [x].
- checks with NEF about authorization information for the UE if it is allowed to obtain analytics ID from the network
NEF:
· Checks about authorization information for the UE based on local policy, the UE subscription data about whether the UE has subscribed to the service that obtaining some specific analytics ID from network.
NWDAF:
· Support coverage data encoded as a binary coverage map
· Provide coverage data in response to a request from a DCAF
UE:
· Send an analytics request to a DCAF for coverage data and receive coverage data in a response
· Support coverage data encoded as a binary coverage map
[bookmark: _Toc97108986][bookmark: _Toc100782818][bookmark: _Toc100983196]6.X.4	Solution evaluation
A coverage map as defined in clause 6.X.1 has several advantages compared to provision of satellite orbital data using a SIB (as in SIB32 in TS 36.331 in Release 17 [aa]):
-	A UE is not required to perform any complex calculation to determine expected coverage and can just lookup its current location and time in a coverage data map to see whether there is coverage.
-	The coverage data can be prepared in advance (e.g. by a satellite operator) with complete and accurate knowledge of satellite orbital data and radio cell planning and can thus be more reliable and complete than coverage data inferred by a UE from orbital data for a few satellites.
-	The coverage data can be provided for an arbitrary period – e.g. for 24 hours or 1 week or more
-	A coverage map can be provided for terrestrial RATs as well as satellite RATs, which may assist in areas where terrestrial coverage is partially available. For terrestrial coverage, a single coverage map applicable to any time might be provided.
The procedure in clause 6.X.2.1 for obtaining Coverage Data using an HTTPS Query to a Server has the following benefits:
-	Allows use of a server from a satellite operator which avoids any impacts to PLMNs for determining, calculating or receiving coverage data for satellites or providing the data to UEs.
-	Allows a PLMN to support a server for providing terrestrial coverage data.
-	Supports charging for coverage data and secure transfer of coverage data.
The procedure in clause 6.X.2.2 for obtaining Coverage Data using an DCAF and NWDAF has the following benefits:
-	Enables reuse of parts of NWDAF and DCAF architecture and functionality for data collection.
-	Can be reused to enable a UE to request and obtain other types of data analytics from a DCAF and NWDAF.
-	Supports charging for coverage data and secure transfer of coverage data.
*** End of Changes ***
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