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Discussion

Both solution #7 and solution #6 address KI#2 “Support of providing VPLMN network slice information to a roaming UE” by extending existing Steering of Roaming functionality.
In both solutions, during a Registration procedure, the UE may get on a per “VPLMN/AN Network combination” basis, additional information regarding available S-NSSAIs in surrounding VPLMNs.

Furthermore, both solutions consider the UE capability to receive new Slice-aware Steering of Roaming information albeit here procedures differ as to how the capability is obtained.
Finally, Solution #7 also includes an additional mechanism, complementary to the Registration based approach, also enabling the UE to request Steering of Roaming information, by using a Deregistration procedure to explicitly indicate that it is waiting for Slice-Aware Steering of Roaming information. 

Solution analysis
Note: This is not an evaluation, but rather a proposal for an enhanced combined solution

1. UE Slice-Aware SoR capability:

How does the UE determine to include the Slice-Aware Transparent container in the Registration Request message?

The existing Steering of Roaming feature already includes a means for the Network and the UE to know whether the UE is configured and capable of receiving SoR information. This is described in TS 23.122, clause C.1 “The HPLMN can configure their subscribed UE's USIM to indicate that the UE is expected to receive the steering of roaming information due to initial registration in a VPLMN, in the subscription information in the UDM”. 
If the existing SoR information is extended to include the Network Slicing information, it would make sense to use the existing functionality, such that a UE that has been configured to receive a Slice-Aware SoR information, include the Slice-Aware SoR container in the initial Registration message. The configuration may include a VPLMN list that the UE may use to determine whether to include the Slice-Aware SoR container only in certain locations, and for certain VPLMNs. The list may be dynamically modified by the UE when requested S-NSSAIs are not granted in certain VPLMNs.
Observation 1: Existing SoR functionality may be used to determine whether the UE should include the Slice-Aware SoR container

1. Availability of Network Slice-Information:

How does the UDM or SOR-AF obtain Network Slice information to construct the Slice-Aware VPLMN/Access Technology list?
According to TS 23.122, the “SOR-AF dynamically generates the list of the preferred PLMN/access technology combinations, on demand, providing an operator specific data analytics solution”. However, although it is not so clear how the UDM may generate such list, it is however possible for the UDM to subscribe to Network Analytics to dynamically generate the Slice-Aware SoR list. This can also be extended to the SOR-AF, which may subscribe to Network Exposure events to generate the Slice-Aware SoR list.
Observation 2: Use Network Analytics or Event Exposure, e.g., Network Slice Availability per AMF to update per VPLMN Network Slice availability
Proposal

It is proposed to adopt the following new solution in TR 23.700-41.

* * * * Start of Change * * * *












































































6.7
Solution #7: Enabling awareness of Network Slice availability in VPLMNs

6.7.1
Introduction

This solution addresses KI#2 from TR 23.700-41, clause 5.2 and explains how the UE may use information about slice availability per VPLMN and prioritization information, received from the HPLMN to influence automatic PLMN selection.

6.7.2
Functional Description

During the Registration procedure, if the AMF does not have subscription data for the UE, the AMF invokes Nudm_SDM_Get service operation to HPLMN UDM to get Access and Mobility subscription Data for the UE. Upon receipt of a Nudm_SDM_Get message, and as part of the Steering of Roaming procedure, the UDM includes in the list of preferred VPLMN/Access Technology combinations, a list of supported S-NSSAIs.

The AMF relays the Steering of Roaming information, including the S-NSSAI information associated with the VPLMN/Access Technology combination.

When the Steering of Roaming information, including the S-NSAAI information is received, the UE determines, based on the list of VPLMNs available in the area, and the S-NSSAIs supported in these VPLMNs, whether the UE may attempt to obtain service on a higher priority VPLMN as specified in the received Steering of Roaming information.
The solution considers two cases:

-
Option 1:
The UE's USIM is not configured to receive a Slice-Aware SoR. If the UE is not configured to receive Slice-Aware SoR information, and the current VPLMN has rejected S-NSSAIs the UE has requested, then the UE, as an implementation option, may determine to execute a Deregistration procedure. The UE may indicate in the Deregistration Request message, within the Deregistration Type, that the Deregistration procedure has been triggered due to lack of S-NSSAI support. When the Deregistration Type indicates, "Required S-NSSAI not supported/available", the AMF informs the UDM that the UE has Deregistered due to lack of S-NSSAI in this VPLMN.


If during the Deregistration procedure the UDM received an indication that the UE has requested Deregistration due to lack of S-NSSAI support in a VPLMN, the UDM may keep a "Slice-Aware SoR pending" flag in the UE subscription information indicating that the UE may re-register in a different VPLMN to seek S-NSSAI support and that Slice-Aware SoR information shall be sent to the UE upon a subsequent Registration attempt.


During a subsequent Registration, if the AMF does not have subscription data for the UE, the AMF invokes Nudm_SDM_Get service operation to HPLMN UDM to get Access and Mobility subscription Data for the UE. If the "Slice-Aware SoR pending" flag is set, upon receipt of a Nudm_SDM_Get message, and as part of the Steering of Roaming procedure, the UDM may include in the list of preferred VPLMN/Access Technology combinations, a list of supported S-NSSAIs
-
Option 2:
The UE is capable and configured to receive Slice-Aware SoR information. The UE indicates in the Registration Request that the UE shall receive Slice-aware SoR information, e.g., including VPLMN, location (e.g., geographical coordinates or specific TA) and S-NSSAI combination.


During a registration procedure, if the AMF does not have subscription data for the UE, the AMF invokes Nudm_SDM_Get service operation to HPLMN UDM to get Access and Mobility subscription Data for the UE. Upon receipt of a Nudm_SDM_Get message, and as part of the Steering of Roaming procedure, the UDM may include in the list of preferred VPLMN/Access Technology combinations, a list of supported S-NSSAIs.
6.7.3
Procedures

6.7.3.1
Option 1 – UE's USIM is NOT configured to receive a Slice-Aware SoR

This option is characterized in that the HPLMN relies on the Slice-Aware SoR pending flag to provide the UE with Slice-Aware SoR information.
A UE may request access Registration to a VPLMN from its current VPLMN/access technology list, while roaming in a visited network. Following existing procedures, the UE constructs the Requested NSSAI based on the NSSP, and Configured NSSAI, which the UE uses to associate applications to specific S-NSSAIs.

The visited network accepts the Registration request, via a Registration Accept message, but it may reject the UE's request for an S-NSSAI, the UE included in the Requested NSSAI. In this option, as the UE is not configured to expect to receive Slicer-Aware SoR, the HPLMN may not deliver the Slice-Aware SoR, i.e., the slice-based SoR in the UDM subscription is not set.
If no Slice-Aware SoR information is provided, the UE may decide, in an implementation specific manner,  that it does not want to remain in a VPLMN that does not provide the entire Requested S-NSSAI, or S-NSSAIs the UE requires for specific applications, and the UE triggers a Deregistration procedure, and it provides a new Deregistration Type: "S-NSSAI not available" and it provides which S-NSSAI(s) was/were not available. The including of the new De-Registration type indicates to the UDM that the UE is capable and configured to receive the "Slide-Aware SoR" information.

The VPLNN AMF accepts the Deregistration Request, and if the UE indicated Deregistration Type as "S-NSSAI not available", the AMF notifies the UDM the UE has Deregister and it provides the Deregistration Type as: "S-NSSAI not available".

The UDM interprets the receipt of the new Registration type as an implicit indication that the UE is configured to receive the Slice-Aware SoR information, and it may set the slice-based SoR Flag to indicate that the UE may attempt to re-register and that a slice-based SoR container may be sent to the UE to provide information about available S-NSSAI in VPLMNs the UE may access, in the area the UE is currently located.

The UDM may request SoR information from the SOR-AF, and it may indicate that the S-NSSAI associated to the VPLMN/access technology are required.

The SOR-AF may use analytics and/or information from AMF VPLMN and possible NSSF at the VPLMN to derive S-NSSAI information in TA from relevant VPLMNs. The AMF gathers this information with the help of the NSSF and the AN, when the 5G-AN nodes establish or update the N2 connection with the AMF and it may notify consumers through a new event. The SOR-AF, may obtain analytics or per VPLMN S-NSSAI information, e.g., by subscribing to a the new event through the V-NEF, and derive the list of S-NSSAI available in VPLMN in a particular area, using existing NEF operations (i.e., Nnef_EventExposure_Notify service operation). The SOR-AF may provide a Slice-Aware SoR container to the UDM, and the UDM can include it during the next Registration for UE for which a "Slice-Aware SoR" flag is set, or if local configuration warrants it.

Alternatively, the UDM may decide to include the Slice-Aware SoR container in the Deregistration service operation Output. If the UDM includes the Slice-Aware SoR container in the Deregistration service operation Output, the AMF relays it to the UE in the Deregistration accept message.

If the UE does not get the Slice-Aware SoR container in the Deregistration accept message, the UE may decide to attempt a new Registration to attempt access to a specific S-NSSAI, and it may decide to deprioritize this VPLMN.

If this is an initial registration or if the UE indicates that is capable and configured to received Slice-Aware SoR information, the AMF triggers a SoR operation through a Nudm_SDM_Get request message, indicating that the S-NSSAI information is also required. The UDM may request SoR information from the SOR-AF, if not already requested. Note that such request could be executed either because of a Nudm_SDM_Get request message or as a result of a Nudm_UECM_DeregistrationNotification message.

The UDM may use information from the SOR-AF to provides the list of VPLMN/access technologies and associated S-NSSAIs in the Nudm_SDM_Get_response message.

The AMF may provide to the UE in the Registration Accept message as part of the SOR container, the list of VPLMN/access technologies and associated S-NSSAIs.

The UE may reselect to a higher priority VPLMN that may support S-NSSAI according to the information receive in the SoR container.

6.7.3.2
Option 2 – UE's USIM is configured to receive a Slice-Aware SoR

This option is characterized in that the HPLMN relies on the indication in the UDM that the UE is expected to receive the Slice-Aware SoR information. This is based on existing SoR principles as described in TS 23.122 [7] and does not rely on URSP rules.

A UE request access Registration to a VPLMN in its current VPLMN/access technology list, while roaming in a visited network. The UE constructs the Requested NSSAI based on the NSSP.

The visited network accepts the Registration request, via a Registration Accept message, but it may reject the UE's request for an S-NSSAI, the UE included in the Requested NSSAI.

If this is an initial registration or if the UE indicates that is capable and configured to received Slice-Aware SoR information, the AMF triggers a SoR operation through a Nudm_SDM_Get request message, indicating that the S-NSSAI information is also required. The UDM may request SoR information from the SOR-AF, if not already requested.

The UDM may use information from the SOR-AF to provides the list of VPLMN/access technologies and associated S-NSSAIs.

In this option, since UE's USIM is configured to receive a Slice-Aware SoR, the Slice-Aware SoR information is provided to the UE in the Registration Accept message, therefore a list of VPLMN/access technologies and associated S-NSSAIs may be provided to the UE as part of the SOR container. If the UE did not receive Slice-Aware SoR information in the Registration Accept message, the UE may trigger reselection as per regular PLMN selection procedure, the UE may consider this PLMN as low priority.

The UE may reselect to a higher priority VPLMN that may support S-NSSAI according to the information receive in the SoR container.
6.7.4
Impacts on services, entities and interfaces
UE:

-
The UE triggers a Deregistration procedure and it provides a new Deregistration Type: "S-NSSAI not available" and it may provide which S-NSSAI(s) was/were not available.

-
The UE receives, in the Registration Accept message, Slice-Aware SoR information including a list of VPLMN/access technologies and associated S-NSSAIs provided to the UE as part of the SOR container.

-
The UE reselects to a higher priority VPLMN that may support S-NSSAI according to the information receive in the SoR container.

AMF:

-
The AMF provides information to the SOR-AF on available S-NSSAIs for certain VPLMN/access technology combination, if the SOR-AF is not in the operator’s trusted domain, the AMF communicates with the SOR-AF via NEF. The AMF gathers this information with the help of the NSSF and the AN, when the 5G-AN nodes establish or update the N2 connection with the AMF.

-
During a Deregistration Request procedure, the AMF notifies the UDM that UE has Deregistered and it provides the Deregistration Type as: "S-NSSAI not available".

UDM:

-
The UDM is notified in the Nudm_UECM_DeregistrationNotifiy, that the UE has Deregistered and the UDM gets the Deregistration Type as: "S-NSSAI not available".

-
The UDM interprets the receipt of the new Registration type as an implicit indication that the UE is configured to receive the Slice-Aware SoR information, and it may set a new Flag to indicate that the UE may attempt to re-register and that SoR may be used to provide information about available S-NSSAI in VPLMNs the UE may access in the area the UE is currently located.

-
The UDM requests SoR information from the SOR-AF, and it indicates that the S-NSSAI(s) associated to the VPLMN/access technology are required.

-
The UDM uses information from the SOR-AF to provide the list of VPLMN/access technologies and associated S-NSSAIs in the Nudm_SDM_Get_response message.

SOR-AF:

-
The SOR-AF uses analytics and information from AMF VPLMN and possible NSSF at the VPLMN to derive S-NSSAI information in TA from relevant VPLMNs.

-
The SOR-AF gets a request from the UDM, via a Nsoraf_SoR_request message, indicating that the S-NSSAI associated to the VPLMN/access technology are required.

-
If the SOR-AF is not in the operator’s trusted domain, the SOR-AF may communicate with the AMF and possibly NSSAF at the VPLMN via NEF. The SOR-AF uses analytics and information from AMF VPLMN and possible NSSF at the VPLMN to derive S-NSSAI information in TA from relevant VPLMNs.
* * * * End of Changes * * * *
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