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Abstract of the contribution: Update of Solution #11 by removing the Editor’s note on reducing the multiple notification message of data collections from UPF and clarifying impacts.
1 Discussion
There is an Editor’s Note on solution #11 about reducing the multiple notification message of data collections from UPF.
Editor's note:	For the any UE scenarios, how to reduce the multiple notification message of data collections from UPF is FFS.
Description is added to clarify how to reduce the multiple notification message of data collections from UPF(s) in solution 1 and the impacts of the solution.
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-62 v0.1.0 as follows.
****************************Start of change****************************
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc96958835][bookmark: _Toc96964612][bookmark: _Toc97307766][bookmark: _Toc100835651][bookmark: _Toc101415482][bookmark: OLE_LINK3][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>

	#1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
	X
	

	#2: UPF event exposure service for TSC management
	
	X

	#3: using the proper subscription mechanism depending on the event targeted by the UPF event consumer
	
	X

	#4: upgrading N4 to pass necessary event filtering information to the UPF
	
	X

	#5: registering UPF(s) serving a PDU session at UDM
	
	X

	#6: Determining the UPF(s) that serve a UE address
	
	X

	#7: Support to existing (Rel‑16-Rel‑17) data analytics with PDU Session Data Usage Events
	
	X

	#8: Support to existing (Rel‑16-Rel‑17) data analytics with QoS Flow level measurements
	
	X

	#9: NWDAF collects information from UPF by event exposure
	
	X

	#10: UPF event exposure service to NWDAF
	
	X

	#11: UPF event exposure service to NWDAF subscribed directly from UPF
	
	X



****************************Second change****************************

[bookmark: _Toc100835712][bookmark: _Toc101415543]6.11	Solution #11: UPF event exposure service to NWDAF subscribed directly from UPF
[bookmark: _Toc100835697][bookmark: _Toc101415528][bookmark: _Toc100835713][bookmark: _Toc101415544]6.11.1	Key Issue mapping
This is a solution for KI#2.
6.11.12	Description
Annex A of this TR has analysed the NWDAF requirements of UPF event exposure service, which contains the following seven aspects of information:
1.	QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information), including QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, and Packet retransmission.
2.	Data collected by NWDAF for UPF load analytics (i.e. Traffic usage report), and service data from 5GC related to UE communication (e.g. UE communications, N4 Session ID, and Inactivity detection time).
3.	Data Collected from the UPF or from the AF related to User Data Congestion Analytics, e.g. Application ID, IP Packet Filter Set, Measurement period, Throughput UL/DL, Throughput UL/DL (peak), Timestamp, and Achieved sampling ratio.
4.	UE data volume dispersion collected from serving UPF, e.g. UE UP address, Timestamp, Data Volume UL/DL, Application ID, IP 5-tuple, Location of Application, and Application duration.
5.	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF/DNAI/Edge Application Server Instance.
6.	Data collected by NWDAF for WLAN performance analytics, e.g. UE communications.
7.	Data collected by NWDAF for Redundant Transmission Experience analytics, e.g. UL/DL packet delay measurement per GTP level.
[bookmark: _Toc100835714][bookmark: _Toc101415545]6.11.23	Procedures
[bookmark: _Toc100835715][bookmark: _Toc101415546]6.11.2.1	Procedure of exposing collected data from UPF to NWDAF with information of SUPI, S-NSSAI, and DNN
For the analytics targeting PDU session related information of a specific UE, e.g. QoS flow level Network Data, UE data volume dispersion, User plane performance analytics for a specific Edge Computing application, the NWDAF can find the UPF by using SUPI, S-NSSAI, and DNN via UDM and SMF, as described in Solution 1.
For the analytics targeting "any UE" (possibly for specific DNN and or slices), e.g. Data collected by NWDAF for UPF load analytics, User Data Congestion Analytics, Data Volume dispersion analytics, WLAN performance analytics, Redundant Transmission Experience analytics, the NWDAF can find the UPF by using S-NSSAI, DNN, or DNAI from NRF that has the UPF registration information, as described in Solution 1.


Figure 6.11.23.1-1: UPF Information Exposure to NWDAF
1.	The NWDAF find the UPF(s) according to the specific use case.
	For the analytics targeting PDU session related information of a specific UE, e.g. QoS flow level Network Data, UE data volume dispersion, User plane performance analytics for a specific Edge Computing application, the NWDAF can find the UPF by using SUPI, S-NSSAI, and DNN via UDM and SMF, as described in Solution 1.
	For the analytics targeting "any UE" (possibly for specific DNN and or slices), e.g. Data collected by NWDAF for UPF load analytics, User Data Congestion Analytics, WLAN performance analytics, Redundant Transmission Experience analytics, the NWDAF can find the UPF(s) by using S-NSSAI, DNN, or DNAI from NRF that has the UPF registration information, as described in Solution 1.
2.	The NWDAF sends the request for requesting the collected data over Nupf_EventExposure_Subscribe service operation to the UPF(s). For the “Any UE” scenarios, the request is sent to the relevant UPF(s) including filters like S-NSSAI, DNN.
Editor's note:	For the any UE scenarios, how to reduce the multiple notification message of data collections from UPF is FFS.
[bookmark: OLE_LINK2]NOTE:	For the any UE scenarios, different UEs may be served by different UPFs. For the subscription to the same UPF, the UPF will aggregate the collected data of its serving UE into one notification reply message. The aggregation message of the UPF includes: (1) divided items or (2) merged data of serving UEs. (1) Divided items are a concatenation with the data of serving UEs without any statistical processing. (2) merged data indicates a simple statistic. For example, when NWDAF requests the total traffic volume of serving UEs, the UPF can add the traffic volume of each UE into a numeric value before reporting to NWDAF, which can reduce the size of the message. Therefore, only one notification message of data collections will be sent for “any UE” filtered by specific DNN and/or slices which served by the same UPF.
Editor’s note:	It is FFS how the solution works when the subscription targets “Any UE” in an AoI.
3.	The UPF selects the PDU Sessions that match the filters and responds the requested collected data for the selected PDU Sessions over Nupf_EventExposure_Notify service operation to the NWDAF.
[bookmark: _Toc100835700][bookmark: _Toc101415531]6.11.4	Impacts on services, entities and interfaces
UPF:
-	Newly introduced UPF Service Operations to support NWDAF to subscribe the UPF event exposure service directly.
-	Expose UPF related data collection information to NWDAF directly.

**End of change**
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