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1.	Discussion
This document proposes a solution for OPG EAS discovery in case the EAS is located in a PLMN different from the one currently serving the UE.
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-48:
[bookmark: _Toc93394849]****************************Start of change ****************************
6	Solutions
[bookmark: _Toc93394850]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
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Table 6.0-1: Solution-Key issue matrix
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6.X	Solution X : EAS discovery for federated OPsshared EHE
6.x.1	Introduction
This solution addresses Key Issue #5 and allows the discovery of an Edge Application Server (EAS) within a set of federation of Operators sharing the EHE Platforms. It is assumed that the EAS is hosted by a different PLMN than the PLMN that is serving the UE, and the two PLMNs have IP connection at edge area.
6.x.2	Functional description
Federated MNO2 AF configures the EASDF1 with PLMN2’s supported FQDN(s) and related location information before PDU session establishment.

When a UE registering in PLMN1 wants to use a specific application at edge, but EASDF1 in PLMN1 finds that the application cannot be found in current PLMN1’s edge platform but can be found in PLMN2’s FQDN(s) information, the EASDF1 will forward the DNS Query message to SMF1 and trigger SMF1 to do the EAS discovery within PLMN2’s EDN 
SMF1 sends DNS Query message to NEF1, and NEF1 transfer the DNS Query message to NEF2 in PLMN, with providing S-NSSAI, DNN, UE location and External Group ID. NEF2 is responsible for mapping the S-NSSAI and DNN between different PLMNs. The UE location can be mapped into a geographical area. The NEF2 can select the appropriate SMF2 based on mapped S-NSSAI, mapped DNN, and UE location. NEF1 finds NEF2 based on local configuration. 
SMF2 finds ESADF2 according to mapped S-NSSAI, mapped DNN, and UE location. And EASDF2 finds the corresponding DNS server through DNS query message (FQDN) and EDI information. After DNS query message resolved, EASDF2 can obtains the EAS IP address, and sends the EAS IP address to SMF1 through NEF2 and NEF1. SMF1 sends EAS IP address through DNS response to the UE. Then UE sends the uplink data to the EAS.
The indication of supporting federated shared EAS discovery will be included in UE SM subscription data. To support federated OPG requirement, FederatedMNO2 AF may create an External Group ID to show that this PDU session of the such UE support the federated interaction between different PLMNs. Therefore, the NEF2 may authorize the NEF1 request based on the External Group ID.
 


 
Figure 6.x.2-1: Architecture with Operator Platform

6.x.3	Procedures

 
Figure 6.x.3-1: EAS discovery in shared EAS scenariofederation operator platform
1.	Step 1-7 is the same as EAS discovery procedure in TS 23.548, 6.2.3.2.2.
2.	If the DNS Query message cannot be resolved by PLMN1’s DNS server, but matches a PLMN2’s FQDN(s) information, EASDF1 sends the DNS Query Message to SMF1 with providing indication that PLMN2’s DNS server should be selected. 
NOTE: When EASDF receives multiple DNS Query messages from one UE, if EASDF detects that these DNS Query messages are the same, EASDF will only send the Neasdf_DNSContext_Notify Request once to SMF for these DNS Query messages.
3.	SMF1 will forward the DNS Query message to NEF1 with UE location (in the form of TA information), Application Identifier, PLMN1 ID, External Group Identifier. External Group Identifier is used for NEF2 to identify that this UE supports federated shared edge computing.
4.  NEF1 discovers NEF2 though local configuration. NEF1 invokes NEF2’s Nnef_EventExposure request service operation for EAS discovery, with UE location (geographic area), application identifier, PLMN1 ID, External Group Identifier, S-NSSAI and DNN. NEF1 maps the UE location from TA list into geographic area 
5.	NEF2 authorizes the NEF1 request and maps the S-NSSAI and DNN from PLMN1 to PLMN2. NEF2 can also map the geographic area into UE location (TA list). The NEF2 can select the appropriate SMF2 based on mapped S-NSSAI, mapped DNN, and UE location. NEF2 invokes Nsmf_EventExposure service with providing DNS Query message. 
6.	SMF2 selects appropriate EASDF2 based on mapped S-NSSAI, mapped DNN.
7.	EASDF2 sends DNS query to the selected DNS server.
8.	DNS server returns DNS response. 
9.	EASDF2 return DNS response(EAS IP address or FQDN) to SMF2.
10.	SMF2 invoke Nsmf_EventExposure response, sending EAS IP address or FQDN.
11.	NEF2 invokes Nnef_EventExposure response.
12.	NEF1 invokes Nsmf_FederationEventExposure SharingEventExposure response to send EAS IP address or FQDN to SMF1. SMF1 may perform UL CL/BP and local PSA selection and insert UL CL/BP and Local PSA.
13.	SMF1 invokes Neasdf_DNSContext_Notify response to return EAS IP address or FQDN.
14.	EASDF1 adds EAS IP address or FQDN in DNS query response and sends it to UE. 

6.x.4	Impact on existing entities and interfaces
NEF: 
-	Introduce new service operation in NEF. Nnef_FederationEventExposure SharingEventExposure is used to trigger NEF act as AF to request other PLMN information exposure.
SMF: 
-	introduce new input and output parameter in Nsmf_EventExposure service. 
-	An indication for supporting sharedfederated EAS discovery is configured in UE SM subscription.
AF:
-	Federated An AF can configure other PLMN’s information in serving PLMN, e.g. supporting application FQDNs.

**End of change**
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