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[bookmark: _Hlk514274591]1		Discussion
The Detnet RFC states that a node routing packets containing Detnet information (i.e. Detnet flows) may be Detnet aware (i.e. is aware of the service characteristics of the Detnet flow) or may be unaware of the Detnet service characteristics. 
RFC 8655 states that a Detnet aware node may provide functions at the Detnet service sublayer (i.e. Denet Edge and Relay nodes supporting packet replication, pacfket sequencing) or at the forwarding sub-layer (Detnet transit nodes for resource allocation).
Given that Detnet Edge nodes are out of scope of this study one possible deployment option to support integration of Detnet in the 3GPP system as shown in the Figure below.


Figure 1: Support of Detnet aware nodes in 5GS

The UE and UPF may support Detnet Relay node functionality allowing nodes in the 3GPP system to handle Detnet flows according to the Detnet service characteristics.

[bookmark: _Hlk101864368]In order to support the architecture proposed in Figure 1 the following need to be supported:
-	Configuring the UE to be used as a relay node and establishing a PDU session for carrying DetNet traffic.
-	Reporting to a Detnet aware AF, DetNet relay node support (e.g. the IP address of the UE used as a relay node)
-	Discovering DetNet end systems located behind the relay nodes. 
-	DetNet aware AF receiving the DetNet flow configuration information from DetNet controller based on the Detnet yang profile. DetNet controller takes into account relay node information provided by the Detnet aware AF (out of scope of 3GPP).
-	Map the DetNet flow configuration information obtained from DetNet controller into 5GS QoS information (e.g. 5QI, TSC Assistance Information) for a QoS Flow to route Detnet flows in a corresponding PDU Session established by a UE supporting Dentet Relay Node functionality 

Further details of the solution is provided in the solution details.

2		Proposal
The following solution is proposed.
******************************** First change (all new text)  *******************************
[bookmark: _Toc101170915][bookmark: _Toc8115][bookmark: _Toc101336981]6.x	Solution #x: Supporting DetNet aware nodes in 5GC
[bookmark: _Toc101170916][bookmark: _Toc552][bookmark: _Toc97269611][bookmark: _Toc101336982]6.x.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s) which should be explicitly stated. (Sub) clause(s) may be added to capture details.
[bookmark: _Toc97269612][bookmark: _Toc23791][bookmark: _Toc101170917][bookmark: _Toc101336983]This solution is related with KI#1.
The Detnet RFC states that a node routing packets containing Detnet information (i.e. Detnet flows) may be Detnet aware (i.e. is aware of the service characteristics of the Detnet flow) or may be unaware of the Detnet service characteristics. 
RFC 8655 states that a Detnet aware node may provide functions at the Detnet service sublayer (i.e. Denet Edge and Relay nodes supporting packet replication, pacfket sequencing) or at the forwarding sub-layer (Detnet transit nodes for resource allocation).
Given that Detnet Edge nodes are out of scope of this study one possible deployment option to support integration of Detnet in the 3GPP system as shown in the Figure below.




Figure 6.x.1-1: Support of Detnet aware nodes in 5GS

The UE and UPF may support Detnet Relay node functionality allowing nodes in the 3GPP system to handle Detnet flows according to the Detnet service characteristics.

In order to support the architecture proposed in Figure 1 the following need to be supported:
-	A UE configured to be used as a relay node and establishing a PDU session for carrying DetNet traffic.
-	Reporting to a Detnet aware AF, DetNet relay node support (e.g. the IP address of the UE used as a relay node)
-	Discovering DetNet end systems located behind the relay nodes. 
-	DetNet aware AF receiving the DetNet flow configuration information from DetNet controller based on the Detnet yang profile. DetNet controller takes into account relay node information provided by the Detnet aware AF (out of scope of 3GPP).
-	Map the DetNet flow configuration information obtained from DetNet controller into 5GS QoS information (e.g. 5QI, TSC Assistance Information) for a QoS Flow to route Detnet flows in a corresponding PDU Session established by a UE supporting Dentet Relay Node functionality

6.x.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
The UE establish a PDU session for relaying DetNet flows as shown below.





Figure 6.x.2-1: Establishing a PDU session for relaying DetNet flows

The steps are as follows:
1.	The UE that is DetNet aware (i.e. operating as a relay node) is triggered (based on configuration) to establish a PDU session for relaying DetNet flows. The UE is pre-configured to act as a DetNet aware node. The UE can be configured to establish a dual connection by setting up two redundant PDU session over the 5G network. The UE may use the duplicate paths for supporting redundancy of a DetNet flow according to DetNet flow requirements.
2.	The UE includes in a PDU session establishment request towards the SMF a requested S-NSSAI, DNN. and optionally a DetNet capability. 
	DetNet capability may include the following information:
-	Support of Relay, Edge, Transit Node
-	Support of protocols for receiving DetNet configuration (e.g. NETCONF RFC6241/YANG RFC6020 or PRE-CC RFC 8283)-	
3.	The AMF receives the request and selects SMF based on the S-NSSAI/DNN requested
4.	The AMF sends a Create Session Establishment request to the SMF including the SM container received in step 2.
5.	The SMF selects a PCF and establishes an SM Policy Association
6.	The SMF selects a DetNet capable UPF (i.e. a UPF supporting relaying of DetNet flows) based on the S-NSSAI/DNN. 
7.	The SMF acknowledges the request to the AMF
8.	SMF initiates an N4 session establishment including rules for the PDU session. During this procedure the UPF may provide DetNet capability information in a transparent container that includes the following information:
DetNet capability may include the following information:
-	Support of Detnet Relay, Edge, Transit Node as described in IETF RFC 8655 [x]
-	Support of protocols for receiving DetNet configuration (e.g. NETCONF RFC6241/YANG RFC6020 or PRE-CC RFC 8283)
9.- 10	SMF sends a PDU session accept to the UE.
11.	Based on a subscription from the PCF (via the AF) the SMF provides the DetNet capabilities and IP addresses of the UE and UPF to the PCF
12.	The PCF forwards the information to the DetNet aware AF by invoking an Npcf_PolicyAuthorization_Notify.
13.	The DetNet aware AF learns the IP addresses of the UE and UPF (i.e. between UE to UPF).

The procedure is to configure the 5GS system with appropriate QoS characteristics is shown below. 





Figure 6.x.2-2: Configuring 5GS with DetNet QoS characteristics

The procedure is as follows:
1.	The UE establishes a PDU session for DetNet flows as shown in Figure 6.x.2-1
2.	The DetNet controller subscribes via the AF to be informed of DetNet nodes in 3GPP system. 
3.	The DetNet controller discovers the DetNet end systems that interface with the UE acting as a DetNet relay node using procedures out of scope of 3GPP. For example, the DetNet controller can use a neighbour discovery protocol as per IETF RFC 4861 to discover DetNet end systems located behind the UE and the UPF. 
Editor's Note: It is FFS how the DetNet controller (which is a remote entity) can use a neighbour discovery protocol as per IETF RFC 4861 to discover DetNet end systems located behind the UE and the UPF
4.	The DetNet controller provides to a DetNet aware AF the configuration of the DetNet flow by providing the rules in the form of a DetNet yang model as described in draft-ietf-detnet-yang-16 [x]. This procedure is out of scope of 3GPP
5.	The DetNet aware AF derives DetNet specific assistance information including the QoS charactertics from the DetNet configuration information provided by the DetNet controller based on the IETF DetNet Yang profile.
6.	The DetNet aware AF sends a request to an NEF establish an AF session with required QoS including the UE IP address and Detnet assistance information.
7.	The NEF discovers the PCF serving the UE and sends an Npcf_PolicyAuthorizationRequest
8.	The PCF determines PCC rules based on the TSC assistance information
9.	The PCF acknowledges the Npcf_PolicyAuthorization request
10.	The NEF acknowledges the AF session with QoS request
11. The PCF installs updated PCC rules to the SMF
12.	The SMF installs N4 rules to the UPF.


[bookmark: _Toc97269613][bookmark: _Toc4053][bookmark: _Toc101170918][bookmark: _Toc101336984]6.x.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
-	UE and UPF supporting Detnet Relay node functionality
-	AF translating Detnet configuration information into assistance information for the 3GPP network to establish appropriate QoS flows.
-	SMF, PCF need to relay UPF indication of support of NETCONF RFC6241/YANG RFC6020 or PRE-CC RFC 8283
-	UPF needs to support NETCONF RFC6241/YANG RFC6020 or PRE-CC RFC 8283

******************************** End of change *******************************
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