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Abstract: Solution for EAS Discovery for Node sharing scenario of GSMA OPG. 
1. Introduction/Discussion
GSMA OPG.02 [5] requirement document introduces the Edge Node Sharing scenario in which application provider has service agreement with Operator A and deploys EAS in Operator A’s EHE, but the EAS could also be accessed by UEs from Operator B’s network to which the application provider could have no direct service agreement with Operator B.
Application provider deploys EAS in Operator A’s EHE which could be accessed through local access to DN identified by DNAI of Operator A, and creates EDI (EAS Deployment Information) corresponding to Operator A’s network; because the application provider could have no service agreement with Operator B, so Operator A could forward EDI to Operator B instead of the application provider. Operator A needs to translate the EDI provided by AF to an EDI corresponding to Operator B’s network, and also N6 traffic routing requirements could be included in EDI for instructing how to route traffic from Operator B’s network to the Operator A’s EHE.
[image: ]
Figure 1 EAS is hosted by Operator A, and AF only has SLA with Operator A
The AF provides the EDI information to the PLMN-A and PLMN-B can be as following: 
· AF send EDI1 to NEF-A from Operator A.
· NEF-A acts as 3rd party AF to put the EDI information into PLMN-B. NEF-A creates EDI2 by translates DNAI in EDI1 to DNAI corresponding to Operator B.(the translation of DNAI could based on configured relationship between DNAIs from different operator, or NEF could retrieve Operator B’s DNAI dynamically, e.g. based on solution from KI#7 )
· EDI2 includes N6 traffic routing requirements or each DNAI per SLA agreement.
How to do the EAS discovery at the operator’s B network is same as existing EAS discovery defined in R17.  
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48-020.
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[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
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* * * * Second change * * * *
6.X	Solution X: EAS Discovery for EHE shared with other PLMN
6.X.1 Description
In Key Issue#5, the following aspects shall be studied:
-	investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery;
Edge Node Sharing scenario is one use case defined in clause 3.3.5 of GSMA OPG[5], in which case EAS A (hosted by Operator A) is to be accessed by Operator B’s network. This solution aims to solve the EAS discovery for the Edge Node Sharing scenario. From Operator B’s point of view, the EAS deployed in Operator A’s network is equivalent to the case that 3rd party provider hosting the EHE. 
Application provider (AF) creates EDI (EAS Deployment Information) corresponding to Operator A’s network, and Operator A forward EDI to Operator B instead of the application provider. Operator A needs to translate the EDI provided by AF to an EDI corresponding to Operator B’s network, and also N6 traffic routing requirements could be included in EDI for instructing how to route traffic from Operator B’s network to the Operator A’s EHE. It assumed AF only has agreement with Operator A.
NEF is in charge of translation between EDIs, it translates DNAI corresponding to Operator A’s network to DNAI corresponding to Operator B’s network. 
NOTE 1: The translation of DNAI could be based on configured relationship between DNAIs from different operator, or NEF could retrieve Operator B’s DNAI dynamically, e.g. based on solution from KI#7. The N6 traffic routing requirements could be determined based on SLA between Operators (similar to the way how AF configures N6 traffic routing requirements currently).

Editor's note: How to support the end to end QoS requirement e.g. low latency requirement for edge computing when the traffic routing from Operator B's UPF to Operator A's DN is FFS
6.X.2 Procedures
The EAS discovery procedure for Edge Node Sharing scenario is defined below.

 
Figure 6.X.2-1 EAS discovery procedure
1. AF invokes the Nnef_EASDeployment_Create operation with EDI1 corresponding to Operator A.
2. NEF of Operator A translates the received EDI1 from AF to a new EDI2 corresponding to Operator B:
· NEF translates DNAI in the received EDI1 to the DNAI of Operator B, and includes the DNAI of Operator B in the new EDI2.
· (optional) NEF adds N6 traffic routing information in the new EDI2. 
NOTE X1: The translation of DNAI could be based on configured relationship between DNAIs from different operator, or NEF could retrieve Operator B’s DNAI dynamically, e.g. based on solution from KI#7. The N6 traffic routing requirements could be determined based on SLA between Operators.
3.The NEF of Operator A sends Nnef_EASDeployment_Create Response to the AF.
4~7. The same as steps in EAS Deployment Information management in the AF procedure as defined inFigure 6.2.3.4.2-1 TS23.548[3]. In step 3 EDI2 corresponding to Operator B is included in the Nnef_EASDeployment_Create operation. In step 4, NEF#B could do authorization on the request from NEF#A.
8. The same as EAS Deployment Information management in the SMF procedure as defined in Figure 6.2.3.4.3-1 TS23.548[3].
9. Step3~19 of EAS Discovery procedure in Figure6.2.3.2.2-1 TS23.548[3] is reused, with the following difference:
In step 16, after determining the DNAI, SMF could determine the N6 traffic routing information for the DNAI based on the N6 routing Information in EDI.
6.X.3 Impacts on services, entities and interfaces
1. EAS Deployment Information (EDI) is extended with N6 traffic routing Information for DNAI.
2. NEF is to support EDI translation.
3. AF needs to support the new EDI.
4. SMF needs to support N6 traffic routing Information in EDI.
NEF: 
· NEF is to support EDI translation.

* * * * End of changes * * * *
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