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	Reason for change:
	Xn based inter NG-RAN handover in clause 4.9.1.2.1 was designed for intra-AMF case. TS 23.502 fails to consider the possibility that if the old AMF is no longer available, and after the recovery the NG-RAN node may send the N2 path switch message to a different AMF, which can be either back-up AMF or another AMF in the same AMF set as specified in TS 23.501 clause 5.21.2. 

	
	

	Summary of change:
	This CR does not intend to broaden the scope of the Xn based inter NG-RAN handover to all inter-AMF cases, but in some real-life cases the AMF corresponding to GUAMI is no longer available. In such case, the specified AMF management procedures should be initiated prior to handover.
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FIRST CHANGE
[bookmark: _Toc98865366][bookmark: _Toc20204035][bookmark: _Toc27894722][bookmark: _Toc36191789][bookmark: _Toc45192875][bookmark: _Toc47592507][bookmark: _Toc51834588][bookmark: _Toc91153610]4.9.1.2	Xn based inter NG-RAN handover
[bookmark: _Toc98865367]4.9.1.2.1	General
Clause 4.9.1.2 includes details regarding the Xn based inter NG-RAN handover with and without UPF re-allocation.
Xn handovers are only supported for intra-AMF mobility. New AMF can be selected prior to the handover as specified in TS 23.501 [2] clause 5.21.2.
The handover preparation and execution phases are performed as specified in TS 38.300 [9], in the case of handover to a shared network, source NG-RAN determines a PLMN or an SNPN to be used in the target network as specified by TS 23.501 [2]. If the serving PLMN changes during Xn-based handover, the source NG-RAN node shall indicate to the target NG-RAN node (in the Mobility Restriction List) the selected PLMN ID to be used in the target network. During Xn based handover into a shared NG-RAN node the source NG RAN node shall include the serving NID (if available) in the Mobility Restriction List to be used by the target NG-RAN node.
If the AMF generates the N2 downlink signalling during the ongoing handover and receives a rejection to a N2 interface procedure (e.g. Location Reporting Control; DL NAS message transfer; etc.) from the NG-RAN with an indication that a Xn based handover procedure is in progress, the AMF may reattempt the same N2 interface procedure either when the handover is complete or the handover is deemed to have failed, when possible. The failure is known by expiry of the timer guarding the N2 interface procedure.
Upon reception for an SMF initiated N1 and/or N2 request(s) with an indication that the request has been temporarily rejected due to handover procedure in progress, the SMF starts a locally configured guard timer. Any NF (e.g. the SMF) should hold any signalling messages targeted towards AMF for a given UE during the handover preparation phase unless it detects that the handover execution is completed or handover has failed/cancelled. The NF (e.g. the SMF) may re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed using message reception or at expiry of the guard timer.

