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Abstract of the contribution: This contribution proposes a light weight solution for key issue#3 using existing mechanisms.
1. Discussion
This contribution proposes a simple and light weight solution for KI#3, which is not perfect but can fulfill the requirement of verification and demonstration of trustable third party info. The solution uses as much as possible the existing mechanisms for ID display and ID verification, thus the solution has minimal standard impact so that operator can deploy the solution very quickly.


2. Proposal
It is proposed to capture the following solution to TR 23.800-87.
* * * * First Change * * * *
6.0
Mapping of Solutions to Key Issues
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* * * * Second Change * * * *
6.X
Solution #X: Light weight solution of third party specific ID using existing mechanisms
6.X.1
Description 
This solution addresses Key Issue #3 "Third party specific user identities ".

This solution is a light weight solution using existing mechanisms including implicit registration set, display-name parameter in From hear field and STIR/SHAKEN, to sign, verify and demonstrate an ID including third party specific information. This solution has no impact on the UE, so it applies to the standard IMS UE and does not require the UE to be upgraded or install any application.
The third party customer has a business contract with IMS network operator and the operators will do the following on behalf of third party customer:

-
When users join the customer, if the users already have subscriptions of IMS network, IMS network operator allocates a third party specific IMPUs for each subscribers belonging to the customer and put the IMPUs in implicit registration set of the subscriber. This IMPU includes domain name specific to the third party customer. which handles the identity modification and signature. 
-
If the users has no subscription of IMS network, IMS network operator creates IMS subscription for the users and allocates the IMS identities including a third party specific IMPUs for each subscribers belonging to the customer.
The IMS network operator also configures corresponding iFC on S-CSCF identifying the domain name and targeting the originating AS specific to the customer. 
The originating AS can be a specific AS for a third party, e.g. a STI-AS, or an existing AS, e.g. TAS. The IMS network operator provisions domain name list or IMPU range of third parties it serves in the AS to decide whether to sign the message.
The UE get the third party specific IMPU and uses it to initiate IMS call. 
Originating S-CSCF forwards the INVITE request message, based on the configured iFC, to the originating AS specific to the customer. The originating AS adds display-name containing third party specific information to From header field in the INVITE message. The third party specific information can be texts of the company name, title, et. al. The originating AS may also copy Tel URI included in P-Asserted-Identity header to From header for CLIP and for call back.
The originating AS and the terminating AS follows existing STIR/SHAKEN procedures specified in TS 24.229 [8] to sign and verify the modified From header field.
Per third party request, the originating AS discovers the call is between users belonging to the same third party based on the configured domain name list or IMPU range of third parties it serves, it can skip the signing procedure.
NOTE:
The display-name part of From header field is not verified by the terminating AS, but the terminating AS can check and validate it according to RFC 8224 [18].
The terminating AS may modify display-name of From header with some texts like “verified by operator” to inform the called user that the calling ID has been verified and attested.
The terminating UE demonstrate the calling ID based on From header.
6.X.2
Procedures
There is no impact on procedures.

6.X.3
Impacts on existing nodes and functionality
The originating AS:
· copy Tel URI included in P-Asserted-Identity header to From header for CLIP and for call back;
· adds display-name containing third party specific information to From header field in the INVITE message. 
HSS and S-CSCF:

· support of provisioning and configuration of third party specific SiFC.
* * * * End of change * * * *
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