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Abstract: This contribution proposes to update KI#5 to clarify the Edge Node Sharing Scenario
[bookmark: _Toc97268158][bookmark: _Toc519004414]Introduction
Clause 3.3.5 of the GSMA OPG.02 requirement document introduces the Edge Node Sharing scenario. The Edge Node sharing scenario is a possible deployment scenario where an operator may choose to partner with a 3rd party or another operator for the deployment of cloud resources. 
In addition to what has been included in the KI#5 description there are a few key aspect described in Clause 3.3.5 of the GSMA OPG.02 should be included to clarify the Edge Node Sharing scenario.
Most notably clause 3.3.5 of the GSMA OPG.02 states:
…
Two operators may decide to share edge nodes to maximise their edge presence.
…
The East/Westbound interface enables Operator B's OP to retrieve the application instance access information and provide it to the user. This approach allows performing service discovery and delivery in the same way as when the application was delivered from a Cloudlet in Operator B's own network.
…
This means that GSMA OPG assumes that regardless of if the edge cloud computing resources is hosted by the operator himself or by a 3rd party (e.g. another operator) the same information is available to the serving network and the EAS discovery can be performed in the same way.
In addition, it clear that Edge Node Sharing is a deployment option based on bilateral agreements between 2 parties.
Proposal
It’s proposed to update KI#5 in 23.700-48 as follows:
************** 1st change **************
[bookmark: _Toc101008258][bookmark: _Ref93394262][bookmark: _Toc97268160]KI#5: GSMA OPG impacts and improvements for EHE operated by separate party
[bookmark: _Toc101008246]5.5.1	Description
As indicated in the LS out SP-210583 to GSMA Operator Platform Group (OPG) [6], the ongoing GSMA OPG work may have impacts on 5G architecture.
GSMA OPG introduced the concept of Federation of Operator Platforms introduced in GSMA OPG.02 [5], to allow Application Providers to reach a wider geographical area and user base. The following aspects shall be studied:
-	investigate potential impacts related to the GSMA Operator Platform Group work, and potential improvements related with 5GC network and EHE being operated by different organizations;
-	investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery;
-	how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.
[bookmark: _Toc101008247]5.5.2	Scenarios
Clause 3.3.5 of the GSMA OPG.02 [5] requirement document introduces the Edge Node Sharing scenario in which EAS A (hosted by one partner, e.g., 3rd party or another  Operator A) is to be accessed by the other partners e.g. Operator B's network (see figure 2 of clause 3.3.5 of GSMA OPG.02 [5] in figure 5.5.2-1 below). The same modelling and solutions of a 3rd party provider hosting the EHE are considered.


Figure 5.5.2-1: Edge Node Sharing scenario as per GSMA OPG.2 [5]
In figure 5.5.2-1, the following terms defined in the GSMA OPG.02 [5] requirement document are used:
E/WBI	East/Westbound Interface
OP	Operator Platform
SBI-CR	Southbound Interface – Cloud Resources
SBI-NR	Southbound Interface – Network Resources
UNI	User to Network Interface
[bookmark: _Toc101008248]5.5.3	Assumptions
Editor's note:	This clause will document assumptions applicable to KI#5, if any. This clause will be removed if left empty.
Edge Node Sharing is a deployment option based on agreements between two or more parties (the operator providing the connectivity and one or more 3rd parties or other operators providing the Edge Cloud Compute Resources that host the EAS).
To support the Edge Node Sharing scenario in which EAS’s are hosted by one or more partners (3rd party or another Operator) the East/Westbound interface is used to provide the serving operator with application instance access information. This approach allows the serving Operator to performing service discovery and delivery as when the application was delivered from an EHE in the serving Operator's own network.
The Edge Node sharing allows the Home and Visited PLMN to incorporate EASs that are hosted on Edge Node sharing partners Edge compute resources without impact on the roaming solutions.  
**************  End of changes ************** 
Annex:  Clause 3.3.5 of theExcerpts of GSMA OPG.02 (with highlights)
[bookmark: _Toc54104628][bookmark: _Toc54267740][bookmark: _Toc75969826][bookmark: _Toc54104648][bookmark: _Toc54267760][bookmark: _Ref64457965][bookmark: _Toc100853682]2.1.5 Functionality offered to other OPs
The OP and its architecture shall fulfil the following requirements related to the functionality offered to other OPs:
The OP architecture shall allow an OP to deploy applications provided by Application Providers on another OP (when there is a federation agreement between the OPs).
Both containerised applications and applications relying on VMs shall be supported.
A federation of independently owned and operated Operator Platforms enables additional capabilities, such as: 
the User Equipment (UE) can continue to use the Edge Cloud service when moving into a "visited network" and in an area where Edge Node Sharing takes effect. 
The OP architecture shall allow a "home" OP to receive applications from "foreign" OPs to serve subscribers, whether they are home OP subscribers or visiting OP subscribers.
The OP architecture shall allow such an OP to monitor and track resource usage of an application in the OP on which it has been deployed.


3.3.5 Edge Node Sharing
Two operators may decide to share edge nodes to maximise their edge presence. Using the figure below as an example, the mobile network of both operators covers the whole country. However, Partner A deploys edge sites in the country's North Region and operator B in the South Region. In this case, Operator B might deploy an application on Partner A's edge node while providing connectivity to the end-user over their own radio network.
The CER enables an Application Provider whose Leading OP is OP B to perform lifecycle management for their application instances without regard to whether the resources are on OP B or OP A.
The CER enables an Application Provider whose Leading OP is OP B to inventory resources available to their application instances, without regard to whether the resources are on OP B or OP A, for resources on OP A that are shared with OP B and to the Application Provider.
[image: ]
[bookmark: _Ref51600770]: Edge Node Sharing
Figure 3 above shows an end-user who is a subscriber of Operator B's OP services and is currently connected to Operator B's network in the country's north. Edge node sharing enables this end-user to access the Edge Cloud service, even though Operator B does not have their own edge resources in this Region; the Operator B Edge Cloud service is hosted on Partner A's edge node. The connectivity between the two OPs is over the E/WBI interface.
The East/Westbound interface enables Operator B's OP to retrieve the application instance access information and provide it to the user. This approach allows performing service discovery and delivery in the same way as when the application was delivered from a Cloudlet in Operator B's own network.
A subscriber of Operator B accesses its home network/operator platform and asks for the required Edge-Enhanced or Edge-Native Application. When Operator B's OP identifies that the most suitable edge node is in Partner A, Operator B's OP requests the Edge Cloud service through the E/WBI to Partner A's OP. In this example, since the OPs have a long-running partnership, they have pre-established commercial agreements, security relationships and policy decisions (for instance, QoS-related). Thus (assuming enough edge resource is available), Partner A can reply with the application endpoint (e.g. FQDN) on the Cloudlet at which the subscriber can connect to the application.
Note that network resources remain managed by Operator B, the operator providing the actual mobile network connection to the user, and IP connectivity between Partner A's edge node and Operator B is managed to ensure end-to-end QoS delivery for the subscriber.  Responsibility for the management of the edge cloud resources depends on the agreement between the partners. Most likely, Operator B has a long-term allocation of resources in Partner A's cloudlets and manages them amongst its subscribers wanting access to the edge service.
As a consequence of the CER, the information shared between OPs and the information visible to the Application Provider via its Leading OP NBI is subject to federation agreements between the Operators.
3.3.10 Low latency interaction between UCs and applications in different
networks
The end to end latency between a UC and corresponding edge application on an OP's edge
cloud may play a vital role in the user experience, e.g. for AR/VR based applications or V2X
applications for automotive and many others.
Through Edge Node sharing or in a roaming scenario (without LBO), an Application Client
may get serviced from Operator A, for example, in the context of edge services. At the same
time, the UE is attached to a different mobile network of, say, Operator B, as shown
in ‎Figure 2. In such cases, the MNOs in a federation relationship need to manage the interoperator IP connectivity carrying application traffic. They need to do this to meet the required
SLAs demanded by edge applications sensitive to latency and other QoS attributes, e.g.
throughput, jitter, packet loss, latency etc., averaged over time.
Note1: The inter-operator IP interconnect carrying application traffic between two
operators corresponds to the data plane and is different from the E/WBI
interface carrying the OP control plane communication for applications and
federation management.
MNOs wishing to participate in edge node sharing or offering a home routed scenario
involving inter-operator IP connectivity in different networks may agree to set up specific IP
transport. This transport may include but is not limited to dedicated connections, IPX or
colocation services, to name a few possible options. These IP interconnects and the
technologies to be used can be mutually agreed and preconfigured to provide the agreed IP
services with the required QoS
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