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Abstract: This contribution proposes a consolidated solution for KI#3.
1.
Discussion
Most of the solutions for KI#3 propose to use ePCO for URSP provisioning and updating in EPS and can be consolidate into a single solution.
2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

6.X
Solution #X: Consistent URSP Provisioning across 5GS and EPS
6.X.1
Description

This solution addresses KI#3.
With regard to the scenarios and gaps (first two bullets in the KI#3), if a UE has used the Route Selection component (e.g. DNN) in a URSP rule in EPS and the Route Selection component (e.g. DNN) has been changed when the UE stays in EPS, the updated URSP rule needs to be provisioned to UE in EPS, otherwise the UE in EPS may use outdated DNN to establish PDN connection in EPS. In 5GS the UE may be provisioned with URSP rules for both 5GS and EPS by the PCF of the HPLMN. Only the rules provisioned by the PCF are used by the UE, if both URSP rules provisioned by the PCF and pre-configured URSP rules are present. The URSP rules are provisioned in UE using NAS messages. The AMF transparently transfers the UE Policy container (UE policy information) received from the PCF to the UE (using DL NAS TRANSPORT message). The UE Policy container includes the list of Policy Sections as described in TS 23.503 [4]. Similar mechanism can be used to provision URSP rules in EPS.

Since the URSP usage is not supported by a Rel-15 UE supporting interworking between EPS and 5GS, it’s not necessary to provision/update the URSP to such UE, which will cause additional signalling overload. Thus, the EPS needs to be aware whether a 4G interworking UE supports the URSP usage or not. 

To realize provisioning of consistent URSP rules in UE, this solution follows the below two principles: 

1) The same set of URSP is provisioned to UE regardless of UE attaching to EPS or registering to 5GS.

2) The UE in EPS uses the components in RSD of a URSP rule according to Rel-16 specification defined in TS 23.501 [2] clause 5.17.1.2.

The EPS and 5GS interworking architecture defined in TS 23.501 [2] is reused, the solution addresses both the collocated and separate SM-PCF and UE-PCF deployment scenario, N7 interface is reused to provision URSP from SM-PCF to SMF+PGW-C and no new interface is introduced. The solution proposes a mechanism for the network to provision and update the URSP for a UE in EPS by encapsulating UE Policy Container in ePCO via one of the PDN connections. The UE Policy Container is transparently forwarded via SMF+PGW-C. The communication between SMF+PGW-C and SM-PCF reuses the SM Policy Association procedures.

6.X.1.1 Use Cases and Scenarios

When a UE attaches initially in EPC or when the UE handovers from 5GC to EPC, UE-PCF may need to update the URSPs in the UE:

· During Initial attach procedure in EPS due to for example:

· New AF guidance on URSP request applicable to the UE was sent by an AF while the UE is deregistered and prior to the EPC attach procedure, so the corresponding URSP rules were not delivered yet to the UE.

· Operator policies configured with time, location or any other condition are met when the UE attaches to EPC, implying new or updated URSP rules apply under those conditions.

· Operator policies for determining URSPs were updated by the operator while the UE is deregistered and prior to the EPC attach procedure, so the corresponding URSP rules were not delivered yet to the UE.

· At any time a URSP is changed while the UE is registered in EPC (coming from EPC initial attachment or after handover from 5GC) due to for example:

· New AF guidance on URSP request applicable to the UE is sent by an AF.

· Due to time, location change or other network condition the PCF determines that an operator policy configured for the operator for URSP determination applies in the new network conditions, implying new or updated URSP rules apply to the UE.

6.X.1.2 How to provision URSP to a UE in EPC

The solution in this paper proposes a mechanism that allows the network to update the URSPs for a UE in EPC, by encapsulating UPDP messages into a new ePCO parameter (from now on UE Policy Container ePCO) and transfer them to the UE via PDN connection.

The solution assumes the same protocol (UPDP protocol) for URSP delivery between the PCF and the UE than in 5GC, although the final decision on this is up to stage 3.

The mechanism reuses the existing capability of the EPC network for sending ePCO from the UE to the SMF+PGW-C (and vice versa) and in addition it proposes a way to transport the UE Policy Container from the SMF+PGW-C to the PCF (and vice versa) based on reusing existing PDU session procedures.

For the delivery of URSPs to UEs in EPC, this solution assumes the standard solution for interworking architecture between EPC and 5GC as described in 3GPP TS 23.501[2].

When the PCF needs to send a UE Policy update towards the UE in EPC, it invokes a SM Policy Association Modification including the corresponding UPDP message into a new IE (UE Policy Container) in the N7 interface. When the SMF+PGW-C receives this new IE the SMF+PGW-C encapsulates it into UE Policy Container ePCO and transfers them to the UE by using existing procedure of PDN GW initiated bearer modification without bearer QoS update as defined in TS 23.401[8] section 5.4.3.

When the UE in EPC needs to send a UPDP message towards the PCF in relation to UE Policy handling the UE first encapsulates the UPDP message into a UE Policy Container ePCO and then transfers it towards the SMF+PGW-C by reusing existing mechanisms. When the SMF+PGW-C receives such UE Policy Container ePCO from the UE, just forwards transparently the UE Policy Container towards the PCF by reusing SMF initiated SM Policy Association procedure (establishment or modification).

The solution also proposes that the UE has to be able to handle the reception of such UPDP messages received over EPC NAS signalling in a similar way than when received over 5GC NAS signalling in 5GC.
In addition, for those events happening in PCF which may trigger the sending of a URSP update for a UE (as described in section 6.X.1.1), the PCF will check if the UE is currently in EPC, and if so will use one of these PDU sessions to trigger the delivery of the URSP updates, by invoking PCF initiated SM Policy Association modification procedure including the proper UE Policy Container.

6.X.2
Procedures

6.X.2.1
UE Policy provisioning procedure with explicit URSP Support Indication in EPS
On this aspect in the key issue#3 description:

For the Rel-15 UEs not supporting the URSP mapping in EPS, whether the URSP updating/provisioning to such UEs in EPS should be supported.
Since the URSP usage is not supported by a Rel-15 4G UE supporting interworking between EPS and 5GS, it’s useless to provision/update the URSP to such UE, which will cause signalling overload. Thus, the EPS needs to be aware whether a 4G interworking UE supports the URSP usage or not.

For the cases that PDN Connectivity Request is sent by UE (i.e. Initial Attach procedure, UE requested PDN connectivity procedure, 5GS to EPS Mobility procedure without N26), the UE reports the UE Policy Container including URSP Support indication in EPS in ePCO.
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Figure 6.X.2.1-1: UE Policy provisioning procedure with explicit URSP Support Indication in EPS
1. The UE sends the UE Policy Container including URSP Support indication in EPS which is indicating whether a UE supports URSP usage or not in EPS (defined in TS 23.501 [2] clause 5.17.1.2) and the PSIs (Policy Set Identifier) in ePCO (extended PCO) to SMF+PGW-C during Initial Attach procedure (in the Attach Request) as described in clause 5.3.2.1 of TS 23.401[8] or the UE requested PDN connectivity procedure (PDN Connectivity Request) as described in clause 5.10.2 of TS 23.401[8]. 
2. The SMF+PGW-C transparently forwards the UE Policy Container in ePCO to the SM-PCF as a new IE in the PDU Session Establishment (Npcf_SMPolicyControl_Create Request).

NOTE 1: In case the PCF involvement for a PDN connection is not required, the SMF+PGW-C should still  establish SM Policy Association with SM-PCF and forward the UE Policy Container to SM-PCF based on local configuration.

3. The SM-PCF establishes the UE Policy Association with UE-PCF when a UE Policy Container is received from the UE and forwards the UE Policy Container to UE-PCF in Npcf_UEPolicyControl_Create Request. When a UE Policy Container is received at initial registration, the UE-PCF stores the URSP Support indication in EPS in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data".
NOTE 2: UE-PCF is discovered and selected according to TS 23.501 [2] clause 6.3.7.1.
4. The UE-PCF gets policy subscription related information and the updated list of PSIs from the UDR. The UE-PCF creates the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503[4]. Then it sends the latest UE policy information in the UE Policy Container to SM-PCF in Npcf_UEPolicyControl_Create Response.
5. The SM-PCF forwards the UE Policy Container to the SMF+PGW-C in Npcf_SMPolicyControl_Create Response.
6. The SMF+PGW-C sends the UE Policy Container in ePCO to UE in Activate Default EPS Bearer Context message which may be encapsulated in Attach Accept message.

7. The UE sends a response to SMF+PGW-C by acknowledging the reception of the UE Policy reusing existing messages (e.g. Attach Complete, Modify Bearer Request) as defined in clause 5.3.2 of TS 23.401[8].

8. The SMF+PGW-C forwards the acknowledgement of UE reception of the UE Policy to SM-PCF using Npcf_SMPolicyControl_Update request.
9. The SM-PCF forwards the acknowledgement of UE reception of the UE Policy to UE-PCF using Npcf_UEPolicyControl_Update request.
For the cases that PDN Connectivity Request is not sent by UE in EPS (i.e. 5GS to EPS handover using N26 interface, 5GS to EPS Idle mode mobility using N26 interface), UE reported URSP Support indication in EPS during 5GS Registration procedure can be used by UE-PCF to determine whether to provision URSP to UE in EPS. This requires the UE to include the URSP Support indication in EPS in the UE Policy Container in the initial Registration Request message.
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Figure 6.X.2.1-2: Initial Registration in 5GS

1. In the Registration Request message, the UE reports the URSP Support indication in EPS in the UE Policy Container to AMF.
2. AMF establishes UE Policy Association with UE-PCF and forwards the UE Policy Container to UE-PCF. The UE-PCF stores the URSP Support indication in EPS in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data".
3. The UE Configuration Update procedure for transparent UE Policy delivery as defined in clause 4.2.4.3 of TS 23.502 [3].
Editor’s note: It’s FFS on how to handle the UE Policy association during the mobility procedure from 5GS to EPS with N26.
6.X.2.2
PCF triggered UE Policy provisioning procedure
For the procedure for URSP update initiated by the PCF when the UE is in EPC, the procedure follows the steps described in the figure below:  
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Figure 6.X.2.2-1: PCF triggered URSP provisioning procedure
· Step 1: An event as described in section 6.X.1.1 happens in UE-PCF. The UE-PCF triggers the re-evaluation of applicable URSPs for the UE and determines an update of URSP is needed for the UE. 
· Step 2: If the UE Policy Association does not exist before step 2, the UE-PCF shall establish the UE Policy Association with SM-PCF.

· Step 3: The UE-PCF discovers the SM-PCF via BSF and selects one of SM-PCFs serving one of the PDN connection/PDU sessions associated to EPC for the delivery of the URSP update. The UE-PCF may discover the SM-PCF via BSF as described in 5.2.13.2 of TS 23.502 [3]. Then the UE-PCF generates the URSP and send it to SM-PCF in the UE Policy Container via Npcf_UEPolicyControl_UpdateNotify Request. 
· Step 4: If the SM Policy Association does not exist before step 3, the SM-PCF shall establish the SM Policy Association with SMF+PGW-C.

· Step 5: The UE Policy Container is then provided to the SMF+PGW-C by invoking Npcf_SMPolicyControl_UpdateNotify request. 
· Step 6, 7, 8: The SMF+PGW-C initiates a bearer modification procedure without bearer QoS update (as defined in 23.401[8] section 5.4.3) to provide the UE Policy Container in ePCO towards the UE. 

· Step 9: When the UE gets the UE Policy Container in ePCO, the UE processes that message in a similar way as it is received in 5GC, i.e. stores the URSP updates, optionally re-evaluates the mapping of applications into PDN connections according to the mapping of URSP values into EPC, and achknowledges the delivery result in UE Policy Container to the MME. 

· Step 10, 11: These steps follow the existing procedure defined for Update Bearer Response

· Step 12: Upon reception of UE Policy Container in ePCO in Update Bearer Response, the SMF+PGW-C then invokes Npcf_SMPolicyControl_Update Request including the content of the UE Policy Container in ePCO.

· Step 13: The SM-PCF forwards the UE Policy Container to UE-PCF via Npcf_UEPolicyControl_Update request.

6.X.3
Impacts on services, entities and interfaces
N7: Introduce additional IE for the transfer of UE Policy Container between SMF+PGW-C and SM-PCF.

NAS, S11, S5/S8: Introduce new parameter UE Policy Container in ePCO.

Impact on SM-PCF:

-
Handling of UE Policy Container within SM Policy Association and UE Policy Association procedures.

-
For those cases where PCF initiates the sending of URSP update for a UE in EPC, the triggering of SM Policy Association modification including the new IE with MANAGE UE POLICY COMMAND UPDP message.  
Impact on UE-PCF:

-
Handing the URSP Support indication in EPS and stores it into UDR.
-
Based on the URSP Support indication in EPS, determines whether to provision UE with URSP when the UE is in EPS.
-
For those cases where PCF initiates the sending of URSP update for a UE in EPC, the triggering of UE Policy Association modification with SM-PCF.
Impact on SMF+PGW-C:

-
Upon reception of UE Policy Container ePCO in Create Session Request, the SMF+PGW-C forwards the UE Policy Container to the PCF at SM Policy Association establishment. Use the reception of UPDP Container as an additional reason to establish the SM Policy Association, even in case the network configuration for the APN of the PDN connection does not require PCF involvement.
-
Upon reception of UE Policy Container from SM-PCF during SM Policy Association initiated by UE-PCF, SMF+PGW-C performs a Bearer Modification Procedure without bearer QoS update including the UE Policy Container ePCO.

-
Upon reception of Update Bearer Response from MME including UE Policy Container ePCO, the SMF+PGW-C forwards the received UE Policy Container to PCF.

Impact on UE:

-
During initial attach in EPS, the UE includes UE STATE INDICATION UPDP message into UE Policy Container ePCO in PDN Connectivity Request encapsulated in Attach Request.

-
The UE receives MANAGE UE POLICY COMMAND in UE Policy Container ePCO during EPS Bearer Context Request and process it as in 5GC. The UE generates MANAGE UE POLICY COMPLETE UPDP message and send it to the MME encapsulated into a UE Policy Container ePCOin EPS Bearer Context Response.

-
The UE also needs to include the URSP Support indication in the UE Policy Container.
-
During initial Registration in 5GS, the UE includes the URSP Support indication in EPS in the UE Policy Container.
* * * * End of changes * * * *
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3. UE Configuration Update procedure for transparent UE Policy delivery as defined in clause 4.2.4.3 of TS 23.502
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