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1. Introduction
[bookmark: _Toc352077766]This paper proposes terminology updates and synchronization.
Last meeting, some companies propose to exclude roaming scenarios for this release, this paper also updates the architecture assumptions.
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following updates to TR 23.700-88 clause 3 and clause 5.  

* Start of change * 
[bookmark: _Toc100925293][bookmark: _Toc100925661][bookmark: _Toc100987145]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1], in TS 23.501 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1] or in TS 23.501 [2].
Personal IoT Network: A configured and managed group of at least one PIN Element with Gateway Capability and one or more PIN Elements that are able to communicate each other and with 5G network via PIN Element with Gateway Capability.
PIN Element: A UE or non-3GPP device that can communicate within a PIN (via PIN direct connection, via PEGC or via PEGC and 5GC), or outside the PIN via a PEGC, or outside the PIN via a PEGC and 5GC.
PIN Element with Gateway Capability: A PIN Element with the ability to provide connectivity to and from the 5G network for other PIN Elements, or to provide relay for the communication between PIN Elements.
PIN Element with Management Capability: A PIN Element with capability to manage the PIN.
NOTE:	A PIN Element can have both PIN Management Capability and Gateway Capability.
PIN direct connection: the connection between two PIN Elements without PEGC, any 3GPP RAN or core network entity in the middle.

[bookmark: _Toc510607469][bookmark: _Toc28869874][bookmark: _Toc30008174][bookmark: _Toc31035875][bookmark: _Toc31037022][bookmark: _Toc43132003][bookmark: _Toc43192914][bookmark: _Toc44583941][bookmark: _Toc44584090][bookmark: _Toc50481750][bookmark: _Toc54846681][bookmark: _Toc57622225][bookmark: _Toc57623940][bookmark: _Toc57625630][bookmark: _Toc100925297][bookmark: _Toc100925665][bookmark: _Toc100987149]* Next change * 
[bookmark: _Toc510607470]4.2	Architectural Assumptions
This study has following architectural assumptions:
-	Only a 3GPP UE can act as PEGC and/or PEMC.
-	There are one or more PEGCs in a PIN.
-	There are one or more PEMCs in a PIN, at any point of time one of which is able to control the PIN.
-	The PIN Elements assumes to use non-3GPP access (e.g. WIFI, Bluetooth) for direct communication, the PEMC can use 5G ProSe Direct Communication for direct communication with PEGC.
-	In this release, the PEGC and PEMC belongs to same PLMN.
-	The scenario when one between PEGC or PEMC or both are in roaming is out of the scope of this release.
-	A single PEGC may support more than one PIN at a time.
	Comment by vivo: Duplicated with “There are one or more PEGCs in a PIN”
-	Multi-hop U2U and U2N relay are not studied in this release	Comment by vivo: We cannot make this assumption, which is depends on device implementation, e.g., if two gateway uses same SSID and password, it could be possible for a device to connect to two gateways depends on device implementation.
	Comment by Marco Spini: From the KI#1 second line of 1st paragraph	Comment by vivo: Moved above
NOTE:	In this Release the 5G-RG is considered outside the scope of the study and consequently not part of PIN.
Editor's note:	It is FFS whether data traffic of PINE over control plane is in scope of this study.
Editor's note:	Whether UE type of PINE is restricted to be in the same PLMN of PEGC/PEMC or not is FFS.
* Next change * 	
[bookmark: _Toc100925298][bookmark: _Toc100925666][bookmark: _Toc100987150]5	Key issues
[bookmark: _Toc100925299][bookmark: _Toc100925667][bookmark: _Toc100987151]5.1	Key Issue #1: 5GC architecture enhancements to support PIN
[bookmark: _Toc100925300][bookmark: _Toc100925668][bookmark: _Toc100987152]5.1.1	Description
It is required that at least one PEGC is in a PIN, which is able to relay the traffic between 5GS and PINEs that are behind the PEGC. A PINE may be a non-3GPP device, or can be a UE. There are one or more PEMCs for a PIN, at any point of time one of which is able to control the PIN, e.g. create/delete a PIN, add/remove a PINE for the PIN, etc.
The following aspects will be studied:
-	Whether additional 5GC function(s) and/or interface(s) are needed for supporting identification of PIN and PIN Elements, management of PIN, access of PIN via PEGC and communication of PIN.
-	Define the architecture of the Personal IoT NetworkPIN.
NOTE:	If new function(s) or new interface(s) are introduced in solution proposals addressed to other key issues, the architecture proposal needs to be addressed in this key issue, and those solutions needs to indicate the architecture proposal addressed to this key issue.
[bookmark: _Toc92987371][bookmark: _Toc100925301][bookmark: _Toc100925669][bookmark: _Toc100987153]5.2	Key Issue #2: PIN and PIN Element discovery and selection
[bookmark: _Toc26173009][bookmark: _Toc30666499][bookmark: _Toc31029793][bookmark: _Toc31030684][bookmark: _Toc43388248][bookmark: _Toc43735479][bookmark: _Toc50130466][bookmark: _Toc50133780][bookmark: _Toc50134120][bookmark: _Toc50557072][bookmark: _Toc50548748][bookmark: _Toc55202053][bookmark: _Toc57209675][bookmark: _Toc57366066][bookmark: _Toc68086017][bookmark: _Toc100925302][bookmark: _Toc100925670][bookmark: _Toc100987154]5.2.1	Description
The PIN discovery is used for a UE or non-3GPP device to discover a PIN. PINE discovery is used for a UE or non-3GPP device to discover the PIN Elements (i.e. PINE, PEGC, and PEMC).
Following issues need to be addressed in this key issue:
-	How to discover and select a PIN.
-	How to discover and select PIN Elements with Gateway Capability (PEGC) and with Management Capability (PEMC).
-	How to discover PIN ElementsPINEs in a PIN based on criteria's, for example, the capability, availability, reachability and services (e.g. printer).
-	How to enable and manage the discovery for all possible case, for example, whether a PIN ElementPINE is discoverable by UEs or non-3GPP devices that are not members of thehave not joined the PIN yet or by other PIN ElementsPINEs of the same PIN.
[bookmark: _Toc100925303][bookmark: _Toc100925671][bookmark: _Toc100987155]5.3	Key Issue #3: Management of PIN and PIN Elements
[bookmark: _Toc100925304][bookmark: _Toc100925672][bookmark: _Toc100987156]5.3.1	Description
This key issue intends to support the management of the PIN, including the management of different types of PIN ElementsPINEs and the configuration of the PIN. Both the network operator and authorized 3rd party, i.e. PIN Element with Management Capability (PEMC) could create and configure the PIN and its elements.
After a PIN has been created, PEMC can add a PEGC into the PIN, or remove a PEGC from the PIN, as well as add a PIN ElementPINE into the PIN and associate it to some PEGCs that have already been added into the PIN, or remove a PIN ElementPINE from the PIN.
The Key Issue is to study the following aspects in the 5GS:
-	How to support mechanisms for network operator or authorized 3rd party (e.g. a PEMC) for PIN management, e.g. create/modify/delete/activate/deactivate a PIN, etc.
-	How to support for the management of PINEs Elements, including to add/remove the PINEs Elements, as well as the association between PEGC and other PINEs Elements.
-	How to support establishing and enforcing the validity duration and the time validity of a PIN (e.g. the PIN is valid for 30 minutes, the PIN is valid from 15:00 UTC to 23:00 UTC) and of the PINEs Elements in a PIN (e.g. the PINE will be member of PIN for 1 hour, the PINE element will be member of PIN from 16:00 UTC to 17:00 UTC).
[bookmark: _Toc100925305][bookmark: _Toc100925673][bookmark: _Toc100987157]5.4	Key Issue #4: Communication of PIN
[bookmark: _Toc100925306][bookmark: _Toc100925674][bookmark: _Toc100987158]5.4.1	Description
The PIN connectivity supports communications between PINEs Elements directly, communications between PINEs via PEGC, communications between PINEs via PEGC Elements and 5GS, and communications between PINE and services outside of the PIN via PEGC and 5GS.
The PINE behind the PEGC may run an application with different QoS requirement, which may need the PEGC to have a corresponding QoS flow for relaying the traffic.
Following issues need to be addressed in this key issue:
-	How to support communications between PINEs Elements within a PIN.
-	How to enable a PINE Element to use a PIN Element with Gateway CapabilityPEGC to communicate (PEGC) with thevia 5GS.
-	Whether and how 5GS supports relay path management for a PINE when a PEGC is used for the relay, e.g. including setup and release.
-	How to select communication path for communication between PINEs Elements, e.g. direct communication, via PEGC, via 5GS.
-	Whether and how 5GS supports the policy and QoS differentiation for the traffic relayed between a PINE and 5GS when a PEGC is used for the relay.
[bookmark: _Toc100925307][bookmark: _Toc100925675][bookmark: _Toc100987159]5.5	Key Issue #5: Authorization for PIN
[bookmark: _Toc100925308][bookmark: _Toc100925676][bookmark: _Toc100987160]5.5.1	Description
The owner of a PIN may configure authorization information for the PIN, e.g. whether a PINE can communicate with other PINEs or with a specific data network, whether a UE is allowed to act as a PEMC and/or a PEGC, etc.
The following aspects will be studied:
-	How to support authorization in a PIN, including following aspects:
-	How to authorize/deauthorize a PINE Element to access 5GS service.
-	How to authorize/de-authorize PIN Elements with Management Capability (PEMC) to manage the PIN.
-	How to authorize/de-authorize PIN Elements with Gateway Capability (PEGC) to provide connectivity to and from the 5G network for other PINEs Elements that is not capable to access the 5G network, considering the case when there are multiple PEGC capable UEs present in a specific PIN.
-	How to enforce the authorization result for a PIN.
[bookmark: _Toc100925309][bookmark: _Toc100925677][bookmark: _Toc100987161]5.6	Key Issue #6: Policy and parameters provisioning for PIN
[bookmark: _Toc100925310][bookmark: _Toc100925678][bookmark: _Toc100987162]5.6.1	Description
In order to support the necessary procedures regarding to PIN, e.g. communication between PINEs, PINE/PEGC/PEMC discovery, authorization for PINE/PEGC/PEMC, etc. necessary policy/parameters configuration are needed.
The following aspects will be studied:
-	Whether and How the PIN related policy and parameter(s) identified in the other KIs for PIN discovery, PINE discovery, authentication/authorization for PINE and PIN communication are configured to the PEMC, PEGC and PINE.
-	Whether and how 5GC supports provisioning of configuration information to PEGC for access control.
[bookmark: _Toc23236006][bookmark: _Toc23326565][bookmark: _Toc100925679][bookmark: _Toc100987163]5.7	Key Issue #7: Identification of PIN and PIN Elements
[bookmark: _Toc23236007][bookmark: _Toc23326566][bookmark: _Toc100925680][bookmark: _Toc100987164]5.7.1	Description
The key issue focuses on potential enhancements needed to support identification of PIN and PINEs Elements. The following aspects will be studied as part of the key issue:
-	How to identify a PIN and who manages the PIN identity. Whether and what characteristics of a PIN shall be known to the 3GPP network (e.g. type of PIN (wearable, home automation, factory etc.), max of PIN elements in the PIN, etc.).
-	How to support identifying PINE, PEGC and PEMC, and whether and how the 5GS manages the identifier.

* End of changes * 




