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1. Discussion
This solution addresses Key Issue #1 in the DetNet study. The Key Issue describes the following. 
Clause 4.8 of IETF RFC 8655 [2] describes the Resources, Capabilities, and Adjacencies which may be reported by DetNet node to DetNet CPF (Controller Plane Function).
For this Key Issue, the following areas should be studied:
-	which information the 5GS needs to report;
-	how the 5GS collects the information to report.
The solution should clarify whether the NEF could be deployed between the TSCTSF and the DetNet controller.
For the DetNet controller it is important to know about the network topology so that the controller can establish the DetNet flows and set up the configuration in the affected nodes. In some deployments the controller may be pre-configured with the network topology, but in other deployments, the nodes need to provide the information about the nodes and the interfaces so that the DetNet can build up the topology information. In the case of 5GS acting as a DetNet node, providing information about the node and its interfaces can be useful, since the PDU Sessions correspond to the node interfaces which are dynamically created and hence it may be cumbersome to pre-configure. 
In RFC 8655, other information is also mentioned that can potentially be reported, such as the resources of the DetNet nodes, including implemented queueing algorithms and available buffers. Note however that there is currently no detailed YANG model that correspond to this type of information, i.e., a DetNet controller would not be able to collect such information even for fixed DetNet nodes. In the case of 5GS, the resource management is much more complex due to the radio interfaces. Hence, based on the current specification, DetNet controller do not have a detailed view about node resources and this cannot be assumed for 5GS nodes either. There is also currently no YANG model to provide the node delay also in the case of fixed nodes, and in the 5GS case the delay depends on the resource situation which is not known in advance. 
We suggest that the 5GS exposes only the node identity and topology information to the DetNet controller in the initial release of DetNet interworking with 5GS. Additional information may be added later on depending on further IETF specifications. 


2. Proposal
We propose to add the following new solution to 23.700-46. 
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The 5GS may report information about the node and its interfaces which correspond to the PDU Sessions (device side) and UPF interfaces (network side). The reporting from the TSCTSF to the DetNet controller also referred to as CPF, Controller Plane Function) is carried out using IETF protocols. 
The assumed architecture is shown in the figure below. On the device side, we typically have an end host as a DetNet system that makes use of the DetNet functionality. Note that the end host does not have to be DetNet aware. 

Figure 6.X.1-1: Architecture for DetNet integration of 5GS
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Information to report
A DetNet node may report the following information. There can be multiple options regarding the detailed use of parameters, and the choice is up to the needs of the given implementation and deployment. 
· The interfaces of the 5GS acting as a DetNet node can be reported based on the YANG model in [6]. That model is in turn based on [7]. The model includes for each interface 
· if-Index and name to identify the interface (see below for more details);
· type of the interface, which can identify whether it is a 3GPP interface on the device side or a fixed interface on the network side;
· an IP address and subnet;
· when available in the case of network side interfaces, list of neighbour IP address and link layer address (which could be based on ARP or IPv6 neighbor discovery). In the case of device side interfaces the solution does not assume neighbours; only the hosts that are reachable with the assigned IP address(es) on the given PDU Session are reachable.
· In addition to the list of interfaces, the 5GS node itself also needs to be identified. There can be alternatives: 
· The identification can be based on a YANG parameter of host type as defined in [10] which can be either an IP address or a domain name. With this approach, the host is identified towards the DetNet controller, and the host identification is also provided together with the configuration. 
· Alternatively, the DetNet node may also be identified by the IP address terminating the interface on the TSCTSF towards the DetNet controller, but in that case that IP address needs to be different for each logical DetNet node which is on a per UPF granularity. 
· It is useful for the DetNet controller to be able to identify that the 5GS node is a 3GPP defined 5GS system, rather than a router with fixed interfaces only. This knowledge can be useful for the DetNet controller to consider for the QoS that can be provided for a flow. There can be several alternatives how this is determined in the DetNet controller. The alternatives below may be used depending on the needs of the deployment; the specification does not need to mandate a given mechanism. 
· The interface type (as mentioned above) may indicate a 3GPP interface. A node having a 3GPP interface can be considered a 5GS system for a DetNet controller. 
· If the 5GS DetNet node is identified by a domain name, that domain name may include a substring that identify the node as a 5GS node. 
· The DetNet controller may be pre-configured with a list or range of the node addresses or names that correspond to 5GS nodes. 
The reporting from the 5GS node to the DetNet controller is performed using YANG data models that can be carried using Netconf [8] or Restconf [9]. Given that DetNet is an IETF solution that can be used for a number of link layer technologies, IETF protocols are assumed at the DetNet controller. 
The solution does not require an NEF between the DetNet controller and the TSCTSF, since the DetNet controller is assumed to be trusted by the operator and can influence the QoS of the traffic flows. A NEF anyway cannot intercept the messages carried over Netconf or Restconf, which may be encrypted using TLS. 
Collection of the information
The information about 5GS acting as a DetNet node is provided to the TSCTSF within the 3GPP system as follows. 
· For each PDU Session, the UPF generates a port number that is unique to the given UPF in the given network instance, similarly as in the release 17 case. The port number is sent via the SMF and PCF to the TSCTSF. Similarly, a port number is generated for each interface on the UPF in the network side. The port number is used as the if-Index. Based on the if-Index, the name is generated, e.g., by using the if-Index as a string, possibly adding a substring prefix or postfix based on configuration. Note that the if-Index and the name of the interface contain essentially the same information, but both can be provided, since the name is used as the key in the YANG model, while if-Index is usually considered as the basis for interface management of IP nodes. 
· For each PDU Session, the allocated IP address is sent to the TSCTSF as in release 17. Similarly, for each network interface of the UPF, the IP address and subnet is sent to the TSCTSF.
In the case of interfaces that correspond to the PDU Sessions, the information about the port number as well as the IP address is delivered to the TSCTSF without requiring a PMIC container from the UE. It can be useful to be able to use DetNet even without having to require a PMIC, which makes the DetNet solution easier to deploy (but using a PMIC is not excluded, e.g., for time synch purposes). Based on configuration in the PCF for a given DNN, S-NSSAI, the TSCTSF is notified of the information. 
In the case of interfaces that correspond to the network side interfaces of the UPF, the information is carried in the PMIC, together with the port number and user plane node ID that is sent outside of the PMIC. The PMIC in this case includes the IP address, the subnet, and the neighbour information (list of neighbour IP addresses when available). 
The UPF also provides a user plane node ID. This can be constructed based on an IP address of the UPF, or also using the DNN, S-NSSAI or network instance known at the UPF, or it can be derived in other ways. The TSCTSF uses the user plane node ID provided by the UPF, and may optionally update it as needed (e.g., convert it to a domain name string, or map it to an IP address used for a network management protocol), to determine the host identification used for the given 5GS node.
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The charts below show a high level view of the procedures. Only the relevant steps are discussed, some unaffected steps are not shown in the figures and not discussed in the explanations. 
For the device side ports of the 5GS node, the PDU Session Establishment procedure is used with the following extensions. (Similar extensions possible for the PDU Session Modification and PDU Session Release procedure.) The functionality is based on the Release 16-17 IIoT functions. 


Figure 6.X.3-1: Signalling at PDU Session Establishment
1. In the N4 Session Establishment Request, the SMF requests the UPF to provide port and node information. The SMF request may be based on configuration for the given DNN, S-NSSAI. 
2. The UPF provides a port number that identifies the given port corresponding to the PDU Session in the logical 5GS node, and provides a user-plane node ID. 
3. As part of the SMF initiated SM Policy Association Modification procedure, the SMF provides node and port information to the PCF, including the port number and the user plane node ID as well as the UE IP address. For this, based on configuration for the given DNN, S-NSSAI, the SMF is armed for reporting this information to the PCF. 
4. As part of the SMF initiated SM Policy Association Modification procedure, the PCF reports the node and port information to the TSCTSF. 
5. The TSCTSF provides information about the change in the 5GS node state, including information that is derived from the info received in the previous step. The detailed signalling for this step may depend on the actual IETF protocol used between the TSCTSF and the DetNet controller plane function (CPF). The update of the information may take place immediately based on a notification mechanism from the TSCTSF to the CPF, or it may take place when the CPF requests for the information. 

For the network side ports of the 5GS node, as in release 16-17, the N4 Session Level Reporting Procedure from the UPF to the SMF is used followed by the SMF initiated SM Policy Association Modification procedure. The signalling is extended with the relevant new parameters as illustrated below.



Figure 6.X.3-2: Signalling for updating node and port information
1. As part of N4 reporting, the UPF provides a port and node information. This includes the port number that identifies the given port, and provides a user-plane node ID. The UPF also provides the IP address and subnet that is used on the given interface, the type of the interface, and if available, the IP addresses of the neighbours. This information can be included in the PMIC. 
2. As part of the SMF initiated SM Policy Association Modification procedure, the SMF provides node and port information to the PCF, including the port number and the user plane node ID and other information provided by the UPF. For this, based on configuration for the given DNN, S-NSSAI, the SMF is armed for reporting this information to the PCF. 
3. As part of the SMF initiated SM Policy Association Modification procedure, the PCF reports the node and port information to the TSCTSF. 
4. The TSCTSF provides information about the change in the 5GS node state, including information that is derived from the info received in the previous step. The detailed signalling for this step may depend on the actual IETF protocol used between the TSCTSF and the DetNet controller plane function (CPF). The update of the information may take place immediately based on a notification mechanism from the TSCTSF to the CPF, or it may take place when the CPF requests for the information. 
[bookmark: _Toc16839386][bookmark: _Toc22192655]
[bookmark: _Toc23402393][bookmark: _Toc23402423][bookmark: _Toc96953230][bookmark: _Toc96953303][bookmark: _Toc97294705]6.X.4	Impacts on existing entities and interfaces
UPF: provide node and interface information, optionally neighbour information.
SMF: configuration update to trigger signalling.
TSCTSF: map collected information to IETF YANG models and provide to CPF. 
***** END OF CHANGES ******
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