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Abstract of the contribution:  This PCR introduces the solution for KI#6: PIN Policy and Parameters Provisioning using the UE Configuration Update Procedure.
1. Reason for Change
This PCR introduces the solution for Key Issue #6 on Policy and parameters provisioning for PIN.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-88.
* * * First Change * * *
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	
	Key Issues

	Solutions
	1

5GC architecture enhancements to support PIN
	2

PIN and PIN Element discovery and selection
	3

Management of PIN and PIN Elements
	4

Communication of PIN
	5

Authorization for PIN
	6

Policy and parameters provisioning for PIN
	7

Identification of PIN and PIN Elements
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* * * Next Change * * *
6.X
Solution #X: PIN Policy and Parameters Provisioning using the UE Configuration Update Procedure
6.X.1
Description

This solution addresses Key Issue #6: Policy and parameters provisioning for PIN. 

The principle of this solution is that a UE that can act as a PINE, PEGC, or PEMC indicates its PINE, PEGC, and/or PEMC capability to the AMF during registration. This indication is provided by the AMF to the PCF. The PCF may then use the “UE Configuration Update procedure for transparent UE Policy Delivery” procedures to deliver PIN related parameters and policies to the UE.
6.X.2
Procedures
The Registration procedures as defined in clause 4.2.2.2 of TS 23.502 [3], UE Policy Association Establishment procedure as defined in clause 4.16.11 of TS 23.502 [3], UE Policy Association Modification procedure as defined in clause 4.16.12 of TS 23.502 [3], and UE Configuration Update procedure for transparent UE Policy Delivery procedure as defined in clause 4.2.4.3 of TS 23.502 [3] apply with the following additions:
-
the UE indicates its PINE, PEGC, and/or PEMC capability(ies) in the 5GMM Capability IE of the Registration Request message. 

-
the AMF provides the capability indication(s) to the PCF in the UE Policy Association Establishment and UE Policy Association Modification procedures.

-
the PCF provides PIN policies and parameters to the UE by using the UE Configuration Update procedure for transparent UE Policy delivery procedure.
6.X.2.1
Policy and parameters for PIN
The PIN parameters and policies may include polices that relate to one or more PIN(s). For each PIN, the following set of information may be included in the PIN policies and parameters. Some of the information below may be part of the UE Subscription profile:
-
PIN ID

-
PIN type (e.g. Sensor Type, AR/VR, smart light, plug, UE, etc.)
-
Whether the UE is permitted to act as a PINE, PEGC, and/or PEMC
-
Permitted Discovery Types (e.g. open or restricted)

-
Security policies and parameters for communication within the PIN.

NOTE:
What and whether security policies and parameters for communication within the PIN are sent to the UE will be determined by SA WG3 (e.g. policies and parameters that relate to authenticating and authorizing other PINEs).

-
Policies and Parameters that are sent if the UE is permitted to act as a PEMC:

-
The DNN that should be used when sending PIN related traffic to the 5GC (e.g. communication with a PIN AS)

-
Identities of UEs that can act as a PEGC in the PIN

-
Whether traffic from the PIN may be forwarded via the 5GC (i.e. via a PGEC)

-
Identities of PINEs that can join the PIN

-
Identities that the PEMC may assign to PINEs that join the PIN

-
A validity duration and/or time validity for the PIN

-
PIN Start time, i.e. the time when the PEMC may begin creating the PIN

-
PIN size, i.e. maximum number of allowed PINEs,

-
Policies and Parameters that are sent if the UE is permitted to act as a PEGC:

-
Whether traffic from the PIN may be forwarded via the 5GC (i.e. via a PEGC)

-
If traffic may be forwarded via the 5GC, then the DNN that should be used when sending PIN related traffic via the 5GC
-
Traffic routing rule (e.g. URSP rule) to enable the PEGC UE to identify application traffic generated from a PIN or by a PINE within a PINand determine how to route the requested application traffic.
-
Identities of UEs that can act as a PEMC in the PIN

-
Policies and Parameters that are sent if the UE is permitted to act as a PINE:

-
Whether traffic from the PIN may be forwarded via the 5GC (i.e. via a PEGC)

-
Identities of UEs that can act as a PEMC in the PIN
-
Identities of UEs that can act as a PEGC in the PIN

6.X.3
Impacts on Existing Nodes and Functionality

UE:

· UE indicates its PINE, PEGC, and/or PEMC capability(ies) in the 5GMM Capability IE of the Registration Request message.

· Receives PIN policies and parameters in the UE Configuration Update procedure for transparent UE Policy delivery procedure
AMF:

· Provides the UE’s PINE, PEGC, and/or PEMC capability(ies) to the PCF in the UE Policy Association Establishment and UE Policy Association Modification procedures.
PCF:

· Receives the UE’s PINE, PEGC, and/or PEMC capability(ies) from the PCF in the UE Policy Association Establishment and UE Policy Association Modification procedures.

· Sends PIN policies and parameters to the UE in the UE Configuration Update procedure for transparent UE Policy delivery procedure
* * * End of Changes * * *
