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1.	Discussion
This document proposes a solution for obtain and maintain mapping table between IP address/IP range with DNAI.
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-48:
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6	Solutions
[bookmark: _Toc93394850]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
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Table 6.0-1: Solution-Key issue matrix
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6.X	Solution #X: Obtain and maintain mapping table between IP address/IP range with DNAI
6.x.1	Key Issue mapping
This solution addresses Key Issue #7 with following aspects:
-	what information the AF should provide to 5GC (e.g., IP address or range thereof (i.e. IPv4 subnetwork and IPv6 prefixes) , FQDN) and how it should provide it to help determine proper DNAI if the AF does not have knowledge of the DNAI information;
-	whether and how the 5GC can provide a DNAI to AF to help the subsequent AF influence/request.
6.x.2	Description
When AF does not have DNAI information, based on the AF request, the 5GS should help determine proper DNAI(s) and notify the information to AF. DNAI information imply the proper UPF which should be selected for the UE’s PDU session, and the proper UPF should locate in the same or nearby area to the target EAS. Therefore, it is possible that the AF will provide AF/EAS IP address or AF/EAS IP address range to help 5GS determine the DNAI.
When NEF gets the AF request for determine DNAI information with the AF/EAS IP address or AF/EAS IP address range, optionally with the target geographic area, DNN, S-NSSAI. The NEF can map the geographic area into TA list. The NEF may find the target SMF(s) through BSF and PCFNRF, with using the TA list,AF/EAS IP address or IP address range, DNN, S-NSSAI. Then the NEF request the SMF with the AF/EAS IP address range, optionally TA listserving area, DNN, S-NSSAI, in order to find the suitable DNAI(s).
The NEF may store the mapping relationship between the DNAI(s) and the AF/EAS IP address/IP address range, in order to help the subsequent AF request for DNAI determination. 
If the NATs are deployed in the 5GS, and AF provides the public AF/EAS IP address or IP address range to the 5GS, the NEF or AF should be responsible to translate the public AF/EAS IP address or IP address range to private IP address or IP address range.
Editor’s Note: How the NEF translates the public AF/EAS IP address or IP address range to private IP address or IP address range is FFS
6.x.3	Procedures





Figure 6.x.3-1: 5GS determines the DNAI based on AF request
1.	AF invoke Nnef_EventExposure service to subscribes for DNAI determination. The request includes EAS IP address or IP address range, may include geographic area,
[bookmark: _GoBack]2.	NEF find the corresponding PCF by BSFSMF based on the S-NSSAI, DNN, TAEAS IP address/EAS IP address range. Then NEF invoke the Nsmf_EventExposure service Npcf_EventExposure_subscribe request to trigger the PCF communicate with the SMF based on the session association.
3-4. PCF invoke the Nsmf_EventExposure service to get the suitable DNAI(s) based on the EAS IP address or IP address range, TA list, S-NSSAI or DNN.
3-4.SMF response the DNAI(s) information to AF/NEF.
6.x.4	Impact on existing entities and interfaces
NEF: 
· Information exposure enhancement to support the DNAI exposure; 
· Capability enhancement to store the relationship between DNAI and IP address mapping 
SMF: 
· Find the corresponding DNAI based on the EAS IP address/IP address range.
>>>>END OF CHANGES<<<<
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