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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#5: EAS relocation of inter-PLMN.
1 Discussion
As described in the clause 5.5 of TR 23.700-48, the following aspect will be studied for KI#5:
-	how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.
This paper is to discuss and resolve the above issue.
In clause 2.1.5 of GSMA OPG.02, it specifies the following requirement:
-	The OP architecture shall allow an OP to deploy applications provided by Application
Providers on another OP.
-	The OP architecture shall allow a "home" OP to receive applications from "foreign" OPs to serve subscribers, whether they are home OP subscribers or visiting OP subscribers
For the edge service, it means the subscribers of OP could access the EAS instance deployed by OP1 in EHE of OP2 and EHE of OP1. If the OPs belong to different MNOs of PLMNs, it should be investigated how to support EAS relocation between different PLMNs. 

2	Proposal
It is proposed to agree the following texts in clause 6 of TR 23.700-48.
               ******* start of 1st change ********
[bookmark: _Toc97268158][bookmark: _Toc20224672][bookmark: _Toc43317511][bookmark: _Toc43374983][bookmark: _Toc43375444][bookmark: _Toc43801968][bookmark: _Toc43806234][bookmark: _Toc43806541]6	Solutions
[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: EAS discovery in Home Routed roaming scenario
	18
	X
	
	
	
	
	
	

	02: Session Breakout in Visited PLMN
	21
	X
	
	
	
	
	
	

	03: EAS (re)discovery procedure in roaming scenario
	23
	X
	
	
	
	
	
	

	04: Support EAS discovery in VPLMN via HR PDU Session
	28
	X
	
	
	
	
	
	

	05: Accessing V-EHE via HR PDU session
	31
	X
	
	
	
	
	
	

	06: URSP solution to support roamers access to EHE in a VPLMN
	33
	X
	
	
	
	
	
	

	07: Using URSP Rules to Establish an LBO PDU Session
	35
	X
	
	
	
	
	
	

	08: V-ECS Discovery during Steering of Roaming
	36
	X
	
	
	
	
	
	

	09: PDU Session configuration from EASDF
	38
	X
	
	
	
	
	
	

	10: LBO PDU Session establishment using PLMN criteria in RSD
	40
	X
	
	
	
	
	
	

	11: Exposure of Network Congestion
	41
	
	X
	
	
	
	
	

	12: Efficient exposure of RAN information
	43
	
	X
	
	
	
	
	

	13: Fast and efficient network exposure improvements
	47
	
	X
	
	
	
	
	

	14: Group Management
	50
	
	
	
	X
	
	
	

	15: Selection of common DNAI
	54
	
	
	
	X
	
	
	

	16: Selecting the same EAS/DNAI for collection of UEs
	62
	
	
	
	X
	
	
	

	17: Application layer EAS selection for collections of UEs
	64
	
	
	
	X
	
	
	

	18: Discovery of the same EAS for collections of UEs
	66
	
	
	
	X
	
	
	

	19: Influencing UPF and EAS (re)location for collections of UEs
	70
	
	
	
	X
	
	
	

	20: Global EASDF
	71
	
	
	
	
	X
	
	

	21: EAS Deployment information differentiated by PLMN ID
	73
	
	
	
	
	X
	
	

	22: EAS discovery for federated OPs
	74
	
	
	
	
	X
	
	

	23: Improvements for EHE operated by separate party
	80
	
	
	
	
	X
	
	

	24: Support EAS relocation of inter-PLMN
	x
	X
	
	
	
	X
	
	



6.x	Solution #x: Support EAS relocation of inter-PLMN
[bookmark: _Toc20224674][bookmark: _Toc43317512][bookmark: _Toc43374984][bookmark: _Toc43375445][bookmark: _Toc43801969][bookmark: _Toc43806235][bookmark: _Toc43806542]6.x.1	Description
The following solution corresponds to the key issue #1 on Accessing EHE in a VPLMN when roaming as specified in clause 5.1 “how to support the edge relocation in roaming scenarios” and key issue #5 on GSMA OPG impacts and improvements for EHE operated by separate party as specified in clause 5.5 . In particular “ how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers”.
This solution makes the following assumptions:
-  The EAS relocation is triggered by AF (e.g. due to the load balance between EAS instances in the EHE)
-  An OP to deploy EAS on another OP, and these OPs are different PLMNs.
-  The EAS is relocated from VPLMN/HPLMN to HPLMN/VPLMN.
The solution is to address EAS relocation of different PLMNs, and it is illustrated as the scenario of Figure 6.x.2.1-1. The EHE1 is operated by OP1 in PLMN1. In the EHE1, there is a EAS1 deployed by OP1 and a EAS4 deployed by OP2. The EHE2 is operated by OP2 in PLMN2. In the EHE2, there is a EAS2 deployed by OP1 and a EAS3 deployed by OP2.




Figure 6.x.2.1-1: Scenario of EAS relocation from VPLMN to HPLMNof different PLMNs



Figure 6.x.1-2: Scenario of EAS relocation from HPLMN to VPLMN

[bookmark: _Toc43317513][bookmark: _Toc43374985][bookmark: _Toc43375446][bookmark: _Toc43801970][bookmark: _Toc43806236][bookmark: _Toc43806543]6.x.2	Procedures
6.x.2.1	EAS relocation from VPLMN to HPLMN


Figure 6.x.2.1-1: EAS relocation from VPLMN to HPLMN
0. When UE is roaming to VPLMN, it establishes a LBO PDU session to access the source EAS (EAS2), which is deployed by OP1 in VPLMN (EHE of OP2), e.g. OP1 and OP2 have a federation agreement. 
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS (e.g. EAS 1) deployed by OP1 in HPLMN (e.g. based on a federation agreement). The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3 of TS 23.548[3]. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer. 
2.	The PCF creates and sends the PCC rule to the V-SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.  
3.  V-SMF discovers the H-SMF. 
If the V-SMF has knowledge of EAS deployment information in HPLMN, the V-SMF determines the target DNAI based on the EAS deployment information and IP address of target EAS. V-SMF sends the target DNAI to the V-AMF by invoking Nsmf_PDUSession_SMContextStatusNotify service operation. Then V-AMF selects H-SMF based on the target DNAI. Then H-SMF sends Nsmf_PDUSession_Context Request to V-SMF. 
Alternative, the V-SMF sends discovery request to vNRF by invoking Nnrf_NFDiscovery_Request (serving PLMN ID, home PLMN ID), and discovers the H-SMF as specified in clause 4.17.5 as specified in TS 23.502[9].  
4.  The V-SMF inserts or changes the UL CL/BP V-UPF. The V-SMF sends an inter-PLMN relocation indicator to H-SMF by Nsmf_PDUSession_Update Request. The inter-PLMN relocation is to indicate the EAS is relocated from VPLMN to HPLMN.
5.  The H-SMF selects the H-PSA UPF based on the EAS IP replacement information/EAS information. H-SMF configures the H-PSA UPF for traffic routing towards target EAS. If the EAS IP replacement information is received, the H-SMF configures H-PSA UPF with EAS IP replacement information.
6.  The H-SMF sends the acknowledgement message to the V-SMF, which includes the tunnel information towards H-PSA UPF.
7.  When V-SMF receives the acknowledgement, V-SMF configures the UL CL/BP V-UPF for traffic routing towards H-PSA UPF if the destination address is the IP address of source EAS or target EAS.

6.x.2.2	EAS relocation from HPLMN to VPLMN



Figure 6.x.2.2-1: EAS relocation from HPLMN to VPLMN
0. The UE establishes PDU session to access the source EAS (EAS1).
1.	When the EAS relocation is triggered, AF determines the source EAS should be relocated to the target EAS (e.g. EAS 2) deployed by OP1 in VPLMN (e.g. based on a federation agreement). The AF invokes Nnef_TrafficInfluence_Create or Nnef_TrafficInfluence_Update service operation to send the request message to NEF, or invokes Npcf_PolicyAuthorization_Create or Npcf_PolicyAuthorization_Update to send the request message to the PCF directly. The request message includes the PLMN ID, which indicates the EAS should be relocated to the target PLMN (identified by PLMN ID).
	If 5GC supports EAS IP replacement mechanism, the EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the V-SMF as specified in clause 6.3.3 of TS 23.548[3]. Alternatively, the AF sends the EAS information (e.g. EAS IP address) to network and to UE via application layer. 
2.	If the PCF authorizes the traffic routing in the VPLMN is allowed, the PCF creates and sends the PCC rule to the V-SMF by invoking Npcf_SMPolicyControl_UpdateNotify service operation. The PCC rule includes the PLMN ID.  
3.  H-SMF discovers the V-SMF. 
If the H-SMF has knowledge of EAS deployment information in VPLMN, the H-SMF determines the target DNAI based on the EAS deployment information and IP address of target EAS. H-SMF sends the target DNAI to the H-AMF by invoking Nsmf_PDUSession_SMContextStatusNotify service operation. Then H-AMF selects V-SMF based on the target DNAI. Then V-SMF sends Nsmf_PDUSession_Context Request to H-SMF. 
Alternative, the H-SMF sends discovery request to hNRF by invoking Nnrf_NFDiscovery_Request (home PLMN ID, serving PLMN ID), and discovers the V-SMF as specified in clause 4.17.5 as specified in TS 23.502[9].  
4.  The H-SMF inserts or changes the UL CL/BP H-UPF. The H-SMF sends an inter-PLMN relocation indicator to V-SMF by Nsmf_PDUSession_Update Request. The inter-PLMN relocation is to indicate the EAS is relocated from HPLMN to VPLMN. Optionally, the H-SMF may check with H-UDM whether UE is authorized to access VPLMN.
5.  The V-SMF selects the V-PSA UPF based on the EAS IP replacement information/EAS information. V-SMF configures the V-PSA UPF for traffic routing towards target EAS. If the EAS IP replacement information is received, the V-SMF configures V-PSA UPF with EAS IP replacement information.
6.  The V-SMF sends the acknowledgement message to the H-SMF, which includes the tunnel information towards V-PSA UPF.
7.  When H-SMF receives the acknowledgement, H-SMF configures the UL CL/BP H-UPF for traffic routing towards V-PSA UPF if the destination address is the IP address of source EAS or target EAS.

[bookmark: _Toc43317514][bookmark: _Toc43374986][bookmark: _Toc43375447][bookmark: _Toc43801971][bookmark: _Toc43806237][bookmark: _Toc43806544]6.x.3	Impacts on services, entities and interfaces
AF:
1.	Determines the target EAS and sends corresponding PLMN ID.
V-SMF:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]1.	Determines target DNAI based on EAS information and EAS deployment information.
2.	Sends an inter-PLMN relocation indicator to H-SMF.
3.	Configures the UL CL/BP V-UPF for traffic routing towards H-PSA UPF if the destination address is the IP address of source EAS or target EAS.
H-SMF:
1.	Determines target DNAI based on EAS information and EAS deployment information.
2.	Sends an inter-PLMN relocation indicator to V-SMF.
3.	Configures the UL CL/BP H-UPF for traffic routing towards V-PSA UPF if the destination address is the IP address of source EAS or target EAS.
PCF:
1. Authorizes the traffic routing in the VPLMN is allowed.
2. Creates the PCC rule, which includes the PLMN ID.

                       ******* End of 1nd change ********
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