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Abstract of the contribution: KI2, update to solution 5
1 Discussion
Removes following EN by adding clause 6.3.4 and by updating handling of case 4 in clause 6.3.2
Editor's note:	It is FFS whether the functionality of the UPF for the PDU Session (PSA, UL CL, simple forwarder) needs to be considered. Failure to do so may induce that the NWDAF considers multiple time the same traffic (e.g. at UL CL and at PSA) or does not request (delay, packet loss) statistics at the right place (which should be the PSA).

Transforms following EN into statements of applicability
Editor's note:	Other final UPF event consumers are FFS.
Editor's note:	This version of the solution focuses on the UPF event consumer being the NWDAF and on the UPF Event consumer being a NEF/ AF requesting QoS related exposure ; taking into account other usage of UPF event exposure by NEF/ AF is FFS
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23700-62 as follows 

[bookmark: _Toc100835669][bookmark: _Toc101415500]6.3	Solution #3: using the proper subscription mechanism depending on the event targeted by the UPF event consumer
[bookmark: _Toc100835670][bookmark: _Toc101415501]6.3.1	Key Issue mapping
This solution addresses KI 2.
[bookmark: _Toc100835671][bookmark: _Toc101415502]6.3.2	Description
The solution strives to ensure usage of the proper subscription mechanism depending on the event targeted by the UPF event consumer, assuming that in any case discussed in this clause the notifications are sent by the UPF using Nupf_EventExposure Service. The UPF event consumer is the NF that will receive Nupf_EventExposure_Notify service operation; it may sometimes differ from the NF that provides the subscription request to the UPF.
The analysis and technical mechanisms defined in solution 3, 4, 5 and 6 consider the R18 requirements that tThe UPF event consumer may be a NWDAF (per requirements expressed in TS 23.288), or an AF or/  a NEF requesting QoS related exposure (as being studied as part of R18: FS_EDGE_Ph2 or FS_XRM). (future) Application of these solutions for other usage of UPF event exposure by NEF/ AF or for other UPF event consumers is not precluded. 
Editor's note:	Other final UPF event consumers are FFS.
Editor's note:	This version of the solution focuses on the UPF event consumer being the NWDAF and on the UPF Event consumer being a NEF/ AF requesting QoS related exposure ; taking into account other usage of UPF event exposure by NEF/ AF is FFS.
To determine the proper method to be used by the UPF event consumer to subscribe to UPF event notification, it is needed to take into account the target of the monitoring (one UE, ... any UE) as well as the filtering to apply to the events being reported (as recalled in Annex A):
-	A set of UPF(s) possibly for a Network Slice and / or DNN.
-	A UE or a group of UEs or any UE in a Network Slice and / or DNN.
-	An application, a set of IP flows.
-	An Area of Interest (i.e. set of TAIs), as defined in TS 23.501 [2].
-	A RAT Type or Frequency or both.
Editor's note:	It is FFS whether the functionality of the UPF for the PDU Session (PSA, UL CL, simple forwarder) needs to be considered. Failure to do so may induce that the NWDAF considers multiple time the same traffic (e.g. at UL CL and at PSA) or does not request (delay, packet loss) statistics at the right place (which should be the PSA).
NOTE:	The determination the proper method to be used by the UPF event consumer to subscribe to UPF event notification needs to take into account different aspects: on one hand direct subscription from the UPF event consumer to UPF can in some cases reduce the signalling load within the 5GC but on the other hand the SMF is aware of more information about a PDU Session than the UPF and such information may be required by event filtering; Requiring the SMF to keep UPF(s) up to date about information such as the TAI / Cell / RAT type / satellite backhaul serving a PDU Session would induce MUCH more signalling than the signalling gained by a direct subscription from final UPF event consumer.  Making UPF aware of  information such as the TAI / RAT type / satellite backhaul serving a PDU Session goes against the SDN principle that a simpler and efficient User plane entity should focus on packet switching, and should not be bothered by information only relevant for the Control Plane.
For all mechanisms described below (except the mechanism in item 1) UPF(s) need to register their event exposure service onto NRF using Nnrf_NFManagement as described in solution 1.
Following mechanisms are considered with descending order of priority (if the UPF reporting does not meet conditions of item 1, then conditions of item 2 are evaluated, etc.)
1.	If the UPF event retrieval requires some action from the 5G AN / 5G RAN, as for NEF/ AF requesting QoS related exposure defined in Rel-17 for QoS monitoring, the UPF event consumer subscribes via the SMF. This ensures that the SMF can request 5G (R)AN action (such as reporting QoS information to the UPF) at N2 PDU session resource creation / modification e.g. after PDU Session UP (re)-establishment or after mobility (e.g. HandOver or mobility between 3GPP and Non 3GPP access).
-	Requirements within clause 6.13.1 of TS 23.288 [5] on "Redundant Transmission Experience related analytics" requests and recalled in item 6 of Annex A of this TR is an example where such mechanism is needed. Potential Outputs from the Rel-18 Edge Computing Study requiring getting information from NG RAN are also potential examples where such mechanism is needed.
2.	If the event retrieval is associated with a UE location dependant filter (e.g. an Area of interest corresponding to a set of Tracking Areas or a RAT Type / an Access Type and/or a SSID/BSSID), the UPF event consumer subscribes via the SMF; This ensures that the SMF being already aware of ULI (User Location Information such Tracking Areas/ SSID/BSSID) and of RAT Type / Access Type can control whether UPF needs to report.
NOTE:	an alternative mechanism could have been envisaged: in order to ensure that the UPF can apply event subscription filters set by a direct NF consumer subscription to UPF events, the 5G AN would provide via GTP-u the UPF with following information associated with a GTP-u tunnel PDU Session: the associated ULI (TAI, cell id, etc.) RAT type, etc. Then the UPF would use this information to check whether some UPF event subscription filters match; if yes the UPF would start considering the corresponding traffic for the notifications related with the UPF event subscription. This kind of solution would impact the 5G AN which is forbidden by the FS_UPEAS SID SP‑211652.
	Examples where such mechanism is needed are:
-	Requirements within TS 23.288 [5] clause 6.11.1 on "WLAN performance analytics" requests and recalled in item 5 of Annex A of this TR.
-	The following Requirements when Analytics Filter Information includes a location (e.g. ECGI, TA) / an AoI:
-	Requirements within TS 23.288 [5] Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics" requests and recalled in item 3 of Annex A of this TR.
-	Requirements within TS 23.288 [5] Table 6.10.2-5: UE data volume dispersion collected from serving UPF and recalled in item 4 of Annex A of this TR.
-	Requirements within clause 6.14.1 of TS 23.288 [5] "User plane performance analytics" and recalled in item 7 of Annex A of this TR.
3.	When the target of UPF event subscription is a UPF itself (possibly for a set of DNN and / or slice) the final NF consumer uses Nnrf_NFDiscovery to discover the UPF (TS 29.510 [6] already supports discovering UPF(s) based on the DNN and or S-NSSAI they serve or based on UPF locality). N4 nevertheless needs to be upgraded as described in solution 4 in order for the UPF to be able to apply UPF event subscription filters on parameters such as the DNN;
-	this mechanism applies e.g. to TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics recalled in item 2 of Annex A of this TR;
-	for this kind of event the functionality of the UPF for a PDU Session (PSA, UL CL, simple forwarder) needs does not need to be considered.
4.	When the Target of Analytics Reporting = a UE identified by a SUPI or by its address (and for IP a DNN + a S-NSSAI) it is needed to identify which UPF(s) serve the relevant PDU Sessions of the UE.
	This applies to following TS 23.288 [5] Requirements when the UE target is an Individual UE AND Analytics Filter Information does NOT include a location (e.g. ECGI, TA) / an AoI. For example:
-	Requirements within TS 23.288 [5] Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics" requests and recalled in item 3 of Annex A of this TR
-	Requirements within TS 23.288 [5] Table 6.10.2-5: UE data volume dispersion collected from serving UPF and recalled in item 4 of Annex A of this TR
-	Requirements within TS 23.288 [5] clause 6.14.1 "User plane performance analytics" and recalled in item 7 of Annex A of this TR
-	TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics recalled in item 2 of Annex A of this TR;
	When the consumer of UPF event exposure can, within the UPF(s) that serve a target PDU Session, determine the proper UPF where to subscribe for event exposure (see clause 6.3.4), 
· The mechanism described in solution 6 is used when the target UE is identified by its SUPI. 
· The mechanism described in solution 5 is used when the target UE is identified by its (IP or MAC) address.
Otherwise the consumer of UPF event exposure requests the SMF controlling the target PDU session to subscribe to the proper  UPF(s) on its behalf.
5.	When the Target of Analytics Reporting = Internal-Group Identifier (for a DNN + a S-NSSAI) it is needed to identify which UPF(s) serve the relevant PDU Sessions of the group
	The final NF consumer uses Nnrf_NFDiscovery to discover the UPF(s) serving a DNN + S-NSSAI. N4 nevertheless needs to be upgraded as described in solution 4 in order for the UPF to be able to apply UPF event subscription filters on Internal-Group Identifier;
	This applies for example to the same TS 23.288 [5] Requirements as defined in item 4 above when Analytics Filter Information does NOT include a location (e.g. ECGI, TA) / an AoI and the UE target is an Internal-Group Identifier.
Editor's note:	Subscribing onto all the UPF(s) that can serve a DNN + S-NSSAI for groups that involve very few users (hence a limited number of UPF(s)) is not efficient. It is FFS whether a more optimised solution is possible.
[bookmark: _Toc100835672][bookmark: _Toc101415503]6.3.3	Procedures
The procedure of solution 1, solution 4, solution 5 and solution 6 may apply according to the analysis of clause 6.3.2.
6.3.4	selection of the proper UPF within the UPF(s) that serve a PDU Session
Some UPF (event) reporting target the UPF itself so any UPF that meets some criteria (e.g. UPF supporting a slice, in a locality) should be considered.
Some UPF reporting relate to a target (application) flow so relate to the UPF(s) that supports this (application) traffic flow. For a PDU Session, only one UPF that handle such a traffic flow should be involved for the reporting, for example in following case:
· (annex A item 1) The Observed Service Experience analytics may provide Service Experience for an Edge Application over a UP path: Service experience in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server). UPF needs to report observed bit rate, delay, number of packet transmission / retransmission
If no care is taken, then there is the risk of double counting: if UPF reporting is triggered at both the UL CL UPF and the PSA UPF that serve the target application flow within a PDU Session we incur following risks:
· Counting twice where the UPF event consumer (NWDAF) would receive twice the information on the number of packet transmission and may assume twice the traffic
· Doubling the signalling where the report about the observed bit rate, delay etc…would be sent by multiple (at least 2) UPF(s) for the same traffic
(this assumes deployments where the UL CL UPF  and the PSA UPF are different UPF(s))
Furthermore, if the traffic handling of the target (application) flow is moved from old UPF(s) to new UPF(s) (UL CL and PSA relocation due e.g. to UE mobility) then if direct subscription to UPF reporting is done by the consumer (NWDAF) of UPF reporting, then this consumer becomes responsible of requesting the event reporting to the new UPF(s) in case of change of serving UPF. 
[bookmark: _Hlk103704001]NOTE: 	usage of solution 1, 5 or solution 6 depends on the type of analytics / exposure that the final UPF event consumer requires.  Whether a PDU Session uses multiple UPF(s) (I-UPF, UL CL, different PSA) depends on SMF policies related with DNN+s-NSSAI as well as on UE mobility. Both aspects (the type of analytics / exposure versus usage of multiple UPF(s) for a PDU Session) are not related with each other, thus the issue of contacting the right UPF may take place when each of solution 1, solution 5 and solution 6 applies.
[bookmark: _Toc100835673][bookmark: _Toc101415504]6.3.54	Impacts on services, entities and interfaces
Impacts depend on which of solution 1, solution 4, solution 5 and solution 6 applies.




[bookmark: _Toc100835679][bookmark: _Toc101415510]6.5	Solution #5: registering UPF(s) serving a PDU session at UDM
[bookmark: _Toc100835680][bookmark: _Toc101415511]6.5.1	Key Issue mapping
This solution addresses KI 2. It addresses the case where the UPF event consumer desires to subscribe to UPF(s) event exposure and targets PDU Sessions involving a UE identified by its UE ID.
[bookmark: _Toc100835681][bookmark: _Toc101415512]6.5.2	Description
The UPF event consumer may, as defined in solution 3, be a NWDAF, an AF or a NEF.
The solution runs as follows:
-	The SMF updates the UDM/UDR with the list of UPF(s) serving a PDU Session via Nudm_UECM service (Nudm_UECM_Registration and Nudm_UECM_Update when the UPF information changes). The information provided to the UDM may contain:
-	The SUPI, DNN, S-NSSAI (already provided as part of Nudm_UECM_Registration).
-	The set of address(es) used by the user equipment on the PDU Session; this needs to be refreshed when new UE MAC addresses are notified to the SMF or when the SMF allocates new prefixes in a multi-homed PDU session.
-	The UPF instance Id of each UPF involved in the PDU Session. This information needs to allow the UPF event consumer to contact the NRF to discover the parameters needed to subscribe onto the UPF event exposure.
-	the Type of UPF (UL CL, PSA, traffic forwarder, IPUPS) and the DNAI this UPF serves (for the PSA UPF)
Note:	The functionality of the UPF for the PDU Session (PSA, UL CL, simple forwarder, etc..) needs to be considered. Failure to do so may induce that the NWDAF considers multiple time the same traffic (e.g. at UL CL and at PSA) or does not request (delay, packet loss) statistics at the right place (which should be the PSA); see also clause 6.3.4..
Editor’s Note:	Whether the UPF information can be stored in the UDM is FFS.
-	The UPF event consumer invokes Nudm_UECM_Get to get the list of UPF serving a PDU session identified by the SUPI/GPSI, a DNN, a S-NSSAI and possibly an UE address (IP address or MAC address).
-	The UDM provides the UPF instance Id of each UPF that matches the Nudm_UECM_Get.
-	The UPF event consumer uses this information to get information on the UPF exposure service from NRF.
-	The UPF event consumer subscribes to the UPF event exposure.
-	The UPF notifies the UPF event consumer.
[bookmark: _Toc100835682][bookmark: _Toc101415513]6.5.3	Procedures


Figure 6.5.3-1: Registering UPF(s) serving a PDU session at UDM
0.	UPF(s) need to register their event exposure service onto NRF using Nnrf_NFManagement as described in solution 1.
1.	A PDU Session is established or modified and the modification requires a change of UPF to serve the PDU Session (e.g. due to UE mobility or to new PCC rule or to EASDF induced UL CL insertion).
	The SMF selects new UPF(s) and establishes N4 session with these UPF(s). This may imply usage of solution 4.
2.	The SMF registers the PDU Session on UDM or updates the PDU Session registration on UDM. Nudm_UECM_Registration and Nudm_UECM_Update when the UPF information changes. The information provided to UDM is described in clause 6.5.2.
3.	the UPF event consumer invokes Nudm_UECM_Get to get the list of UPF serving a PDU session identified by the SUPI/GPSI, a DNN, a S-NSSAI and possibly an UE address (IP address or MAC address).
4.	the UDM provides the UPF instance Id of each UPF that matches the Nudm_UECM_Get.
5.	the UPF event consumer uses this information to get information on the UPF exposure service via Nnrf_NFDiscovery_Request.
6.	the NRF provides the requested information.
7.	the UPF event consumer issues Nupf_EventExposure_Subscribe.
8.	when the conditions set in Nupf_EventExposure_Subscribe match, UPF issues Nupf_EventExposure_Notify.
[bookmark: _Toc100835683][bookmark: _Toc101415514]6.5.4	Impacts on services, entities and interfaces
The solution impacts SMF, UDM and the UPF event consumers (NWDAF, NEF, AF).
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