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Abstract of the contribution: This contribution provides a new solution for KI#3.
1.	Discussion
Currently architecture and procedures already support the ability to add and remove network slices. What may be missing is to enable a graceful replacement of network slices.
2 Proposal
It is proposed to include a conclusion that this solution is not be considered.
FIRST CHANGE
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6

	Solution #1: Additional S-NSSAI associated with the PDU session
	X
	
	
	
	
	

	Solution #2: Slice Re-mapping Capabilities for Network Slice Service Continuity
	X
	
	
	
	
	

	Solution #3: Support of Network Slice Service continuity using SSC mode 3
	X
	
	
	
	
	

	Solution #4: PDU Session on compatible network slice
	X
	
	
	
	
	

	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
	X
	
	
	
	
	

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	
	X
	
	
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	
	X
	
	
	
	

	Solution #8: Gracefully network slice termination
	
	
	X
	
	
	

	Solution #9: Support of a Network Slice with an AoS not matching existing TA boundaries
	
	
	X
	
	
	

	Solution #10: Associating a validity timer with a temporary slice
	
	
	X
	
	
	

	Solution #11: Enabling UEs to Request S-NSSAIs not uniformly available
	
	
	X
	
	X
	

	Solution #12: Solution for Centralized Counting for Multiple Service Areas and 5GS-EPS Interworking
	
	
	
	X
	
	

	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
	
	
	
	X
	
	

	Solution #14: Maximum Number Distribution in multiple NSACFs
	
	
	
	X
	
	

	Solution #x: Enabling graceful slice termination with support of UE policies
	
	
	X
	
	
	



NEXT CHANGE

6.x	Solution #x: Enabling graceful slice termination with support of UE policies
6.x.1	Introduction
This solution applies to KI#3.
This solution enables a graceful replacement and removal of network slices.
NOTE:	As temporary network slice instances are not part of the KI#3 the removal of a network slice means the removal of one or more S-NSSAIs.
6.x.2	Functional Description
The basic principles of this solution are the following for HPLMN S-NSSAIs:
1.	The "time" or area where a network slice is to be terminated is known in advance
2.	If a network slice is to be replaced by a new network slice then:
-	First a new network slice is created i.e. NFs and resources etc and then add the S-NSSAI to subscriptions, and then use PCF to update the UE policies (URSP)
-	Update UEs URSP rules such that the UEs use the new S-NSSAI for new access attempts;
-	Update UEs URSP rules Route Selection Validation Criteria with appropriate Time Window and Location Criteria;
-	The UE is assumed to try and use the Time Window and use higher priority rules when the Time Window is no longer valid. 
-	Update the UE URSP rules such that PCF can enforce/command the UE to re-apply the URSP rules i.e., triggers the UE to move the user data from S-NSSAI to be removed to the new S-NSSAI e.g. using SSC 3 etc immediately.
3.	OAM knows when and which network slice is to be terminated and configures NFs
1.-	UDR/UDM are updated such that Network Slices are added and UDM notifies AMFs about the added Subscribed S-NSSAIs. 
2.	NFs of network slice to be replaced updates NF profile such that load is reduced e.g. no new entrants
3.-	PCF updated as per bullet 2
4.-	At a suitable time, UDR/UDM are updated such that the to be removed Subscribed S-NSSAIs are removed, and UDM notifies AMFs.
5.	After all subscriptions been updated, OAM removes any remaining usage of the S-NSSAI in the 5GC and 5G-AN.
4.	AMFs follows current logic i.e.
-	AMF updates NSSAI information towards the UE
-	AMF enforces removal of S-NSSAIs e.g. initiates release of PDU Sessions within the network.
The basic principles of this solution are the following for serving PLMN S-NSSAIs:
1.	The "time" or area where a network slice is to be terminated is known in advance
2.	If a network slice is to be replaced by a new network slice then:
-	First a new network slice is created i.e. NFs and resources etc
3.	OAM knows when and which network slice is to be terminated and configures NFs
1.	NFs of network slice to be replaced updates NF profile such that load is reduced e.g. no new entrants
2.	OAM removes any remaining usage of the S-NSSAI in the 5GC and 5G-AN.
4.	AMFs follows current logic i.e.
-	After AMF got updated by OAM at step 3, the AMF updates NSSAI information towards the UEs i.e.
-	New UE requests uses the new S-NSSAI for the serving PLMN
-	For UEs with registered S-NSSAIs without PDU Sessions, the AMF issues UE Configuration Updates changing the NSSAI information with the new S-NSSAI for the serving PLMN
Editor's note: It is FFS how to gracefully re-establish current established PDU Sessions with a new S-NSASAI for the serving PLMN 
-	Before the S-NSSAi is removed the AMF enforces removal of S-NSSAIs e.g. initiates release of PDU Sessions within the network.
6.x.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
The existing procedures are used as is with minimal impacts to the content of the URSP rules.
6.x.4	Impacts on services, entities and interfaces
The following impacts have been identified:
-	UE:
-	UE supports the new conditions in the URSP rules such that PCF can enforce/command the UE to re-apply the URSP rules as above.
NOTE:	The functionality works also without UE support, but there can then be a service interruption when changing network slice e.g. when UDM notifies AMF that a subscribed S-NSSAI been removed the AMF updates the UE and the AMF also de-registers the S-NSSAI
-	PCF:
-	supports the new conditions in the URSP rules such that PCF can enforce/command the UE to re-apply the URSP rules for also existing usage.
Editor's note:	It is FFS whether the UEs are already required to re-evaluate the URSP rules for existing registered S-NSSAI and PDU Sessions when the UE is updated with new URSP rules or an existing rule used to register the S-NSSAI or for the PDU Session Establishment no longer is valid. If that is the case, then there is no need to update the URSP rules but the solution can be used to describe how to support the temporary network slices with existing 5GS functionality.

END OF CHANGES

3GPP
SA WG2 TD

