


SA WG2 Temporary Document
Page 1

SA WG2 Meeting #151e	S2-2204756
May 16 – 20, 2022; Elbonia               		        (revision of S2-2204485r01)
	
Source: 	Lenovo, Interdigital
Title: 	Update of solution #2.4: Limiting MA-PDU Per-Packet Overhead
Document for: 	Approval
Agenda Item: 	9.3
Work Item / Release:	FS_ATSSS_Ph3 / Rel-18
Abstract of the contribution: 
Proposal
[bookmark: _Hlk513714389]It is proposed to add the following solution into TR 23.700-53, associated with KI#2.
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6.13	Solution #2.4: Limiting MA-PDU Per-Packet Overhead
[bookmark: _Toc100745574][bookmark: _Toc101168831][bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc97526926]6.13.1	Introduction
This solution addresses aspects of Key Issue #2, especially, the impact on the user plane performance, related enhancements to PCC rules, and UE impacts.
When carrying encapsulating IP and/or Ethernet traffic on within a DCCP or QUIC based MA-PDU sessiontunnel, the headers of PDUs the encapsulated traffic need to be compressed to reduce the overhead per packet, using typically Ethernet Header Compression (EHC) [x3, Annex A] and Robust Header Compression (ROHC) [x1, x2] protocols. We can call this feature "inner header compression" (IHC). This solution describes how IHC can be established between the UE and UPF. IHC is optional and configured by the network based on network policy and UE/Nnetwork capability.
[bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc97526927][bookmark: _Toc100745575][bookmark: _Toc101168832]6.13.2	High Level Description
Inner header compression can be performed by tunnel clients/servers, such as the MP-DCCP tunnel client/server defined in solution #2.1, or by the MP-DCCP or MP-QUIC layers. Using the tunnel clients/servers may be preferable since it enables using the same mechanism independently from the underlying transport protocol.for DCCP and QUIC based MA-PDU session. Such a solution could therefore be used for both any low-layer steering functionality, such as the MPDCCP-LL steering functionalityies defined in solution #2.1 and for the MPQUIC-IP steering functionality defined in solution #2.3. However, it is not required for high-layer steering functionalities, such as the MPQUIC steering functionality defined in solution #2.2, because no inner headers are used.
Inner header compression should be configured on both ends, i.e., UE and UPF, prior to establishing a flow. NAS signalling can be used for this purpose, as described below.
NOTE:	The solution applies to DCCP or QUICbased lower layer solutions (e.g. Solution 2.1 or Solution 2.3), but not to higher layer solutions (e.g. Solution 2.2).
[bookmark: _Toc100745576][bookmark: _Toc101168833][bookmark: _Toc6292995][bookmark: _Toc6292907][bookmark: _Toc9702789]6.13.3	Procedures
The following procedure describes how inner header compression can be configured when a new MA- PDU session is created, or when a new flow is added to an existing MA-PDU session.






Figure 6.13.3-1: Configuration of Inner Header Compression in a MA-PDU Session
In step 1, a UE application decides to initiate communication with an Application Server (AS). UE determines to use a MA- PDU session. UE determines to use IHC.
In step 2, UE sends a PDU Session Establishment or Modification Request. The request includes a IHC support flag, to indicate that the UE wishes to use IHC over this PDU session, and the UE's supported IHC capabilities functionalities (e.g., the supported RoHC profiles).
In step 3, SMF determines, based on the PCC rules, which traffic of the MA PDU Session should be steered with MP-DCCP/MP-QUIC based steering functionality. SMF determines the IHC configuration based on the IHC capabilities of the UE and the networkPCC rules. IHC configuration in PCC rules can include compression types and supported compression profiles corresponding to some service data flows (SDF).
The same IHC configuration applies to all SDFs which are steered with a MP-DCCP/MP-QUIC based steering functionality.
Editor's note: It is FFS whether per-SDF IHC configuration or per-MA PDU Session IHC configuration is used.
Editor's note: It is FFS whether PCC rule is needed for IHC configuration.
In step 4, SMF sends to UPF a N4 session establishment/modification request, including an IHC configuration.
In step 5, UPF configures packet detection, enforcement and reporting rules, and configures the tunnel server to use the received IHC configuration for the appropriate MA- PDU session flows. UPF also creates any needed DCCP/QUIC proxy instance.
In step 6, UPF sends a N4 session establishment/modification response to SMF.
In step 7, SMF sends to UE, through AMF, a PDU Session Establishment/Modification Accept message including IHC configuration.
In step 8, UE configures the tunnel client to use IHC for the appropriate MA -PDU session flows, based on the IHC configuration from in the PDU session establishment/modification accept message. UE also creates any needed DCCP/QUIC instance.
From this point on, the application traffic is switched/steered/split over a MA- PDU session between UE and UPF. Inner headers are compressed between UE and UPF. The application traffic is forwarded by the UPF to/from the Application Server (AS).
[bookmark: _Toc100745577][bookmark: _Toc101168834]6.13.4	Impacts on Existing Nodes and Functionality
IHC requires UE and UPF to implement header compression, e.g., using ROHC and/or EHC. This function may be in the tunnel client (on UE) and server (on UPF). UE requests indicates its IHC capabilities in the PDU session establishment/modification request and obtains IHC configuration in PDU session establishment/modification accept.
IHC can be configured in PCC rules. The SMF determines IHC configuration based on the IHC capabilities of the UE and the network. The SMF needs to support this new configuration and transmits it the IHC configuration to UPF (over N4 signalling) and to UE (over NAS signalling).

End of Changes
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