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Abstract of the contribution: A new solution that enables PNI-NPN as hosting network is proposed.
Proposal

It is proposed to adopt the following new solution in TR 23.700-08.

* * * * Start of Change * * * *
6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping Solutions to Key Issues
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6.x
Solution #X: Supporting PNI-NPN as hosting network
6.x.1
Introduction

6.x.2
Functional Description

If local services are provided via PNI-NPN in a PLMN, CAG cells may broadcast which local services are accessible via the cell. One CAG cell may support multiple local services. The service area of a local service consists of the CAG cells that support the service. The PLMN network is aware of the service area of the local services.

A local service and CAG capable UE may discover available local services either from the CAG cell broadcast or NAS signalling, e.g., during Registration procedure. If the user is interested in a certain local service, it may request the authorization from the network to access the local service via NAS signalling. The network may determine the authorization based on whether the UE's subscription info allows it and may further interact with the local service provider. If the access to the local service is authorized, the network may provide the necessary configuration, e.g., the update of Allowed CAG list that contains the CAG cells serving the local service, to the UE. The UE may start searching for and accessing CAG cells for local services, e.g., based on the service validity time.
6.x.3
Procedures
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Figure 6.x.3-1: Discovery and access local service via PNI-NPN
1.
UE initiates registration with the serving PLMN. The UE may indicate its capability of local service access to the network.

2.
The network provides a list of available local services to the UE. The list may be based on the area where the UE initiates the Registration. Other information such as the CAG identifiers and validity time period corresponding to the local services can also be provided.

3.
The user may determine its desired local service and trigger the UE to send a NAS request to the network for the authorization to access the desired service. The UE indicates the desired local service identifier in the request.
4.
The network checks if the UE is authorized to access the service based on UE's subscription information and may further interact with the local service provider for authorization determination (not shown in the figure).

5.
The network returns the authorization result to the UE.

6.
If the local service access is authorized, the network provides necessary configuration to the UE. The configuration may include the update of Allowed CAG list which contains the CAG IDs that supports the desired local service, DNN associated with the local service, etc.

7.
The UE switches to CAG access mode and starts searching and accessing the CAG cell that supports the local service. This may be triggered by manual input or based on service available time.
8.
The UE establishes PDU Sessions for accessing the local service.
6.x.4
Impacts on services, entities, and interfaces
UE:
-
Supports indication of local service access capabilities to the network.

-
Receives local service-related information (service identifiers, validity time period, etc.) via NAS signalling and stores the information.

-
Supports new NAS signalling for requesting authorization for access to a local service.
AMF:
-
Determines available local services based on the UE's location.

-
Provides local services related information (service identifiers, valid time period, etc.) via NAS signalling to the UE.

-
Supports new NAS signalling for requesting authorization for access to a local service and checks authorization based on subscription information.

UDM/UDR:

-
New subscription information on whether UE is allowed to access a local service.
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