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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a solution for identifying media packets within a PDU set, in terms of KI#4, and KI#5.
1	Discussion
The proposal below describes solutions relating to Key Issue #4 and Key Issue #5, namely how PDU sets are identified, prioritized, and can be discarded if necessary for all QoS flows between the UE and the application server over 5GS. 
This solution expands the use of the DSCP field (6-bits) held in the IP header (defined within IPv4: Type of Service; IPv6: Traffic class) to indicate the start and end of PDU Sets. The 5QI-based packet-level QoS mechanism is unchanged ensuring compatibility with the existing XR applications is maintained. 
2	Proposal
It is proposed to adopt the following changes into TS23.700-60.
**** FIRST CHANGE ****
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc97526924][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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**** NEXT CHANGE (all new text) ****
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684]6.X	Solution #X: DSCP based PDU Sets
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	General
This solution addresses the following key issues: 
-	Key Issue#4 (PDU Set Integrated Packet Handling) 
-	Key Issue#5 (Differentiated PDU Set Handling).

[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.2	Functional Description
[bookmark: _Hlk100294028][bookmark: _Hlk100294010][bookmark: _Toc500949101]By expanding the use of the Differentiated Services Code Point (DSCP: 6 bits) field within the IP header (i.e., IPv4: Type of Service; IPv6: Traffic class) to indicate the end of video frames (I/B/P frames), this solution remains compliant with the existing 5QI-based packet-level QoS model described in TS 25.501 clause 5.7. Figure 6.X.2-1 shows how the QoS model is extended within the UPF to forward relevant XRM content to a new functional entity called PDU Set Classifier (PSC).  
[image: ]
Figure 6.X.2-1: QoS Model with extended PDU set Classifier
The XR traffic that arrive at a UPF are filtered and classified based on IP header 5-tuple information provided by the AF s defined in TS 23.501 clause 5.6.7. Section 6.x.3.1 describes how the filtered XR traffic is further classified and processed by the PSC before being transported over the GTP-U (Version 1 for user plane) tunnel (N3/N9) between the UPF and AN.
6.X.3	Procedures
6.X.3.1	PDU Set Classifier (PSC)
A UPF with PDU Set classification functionality uses the original unencrypted RTP header to derive a new DSCP value according to the rules configured based on the application priorities. 
The RTP fields used to identify the PDU Set are:
-	M-bit (marker) 
-	Is set to mark the end of a frame and it can also indicate the last packet of a PDU Set.
-	Timestamp (TS) field 
-	Timestamp is the same for all packets for a particular frame and can also be used to group packets for a particular PDU Set.
-	Sequence Number (SN) 
-	Is used to detect the occurrence of a packet loss of a PDU Set
-	Synchronization Source (SSRC)
-	Identifies the source of a stream and the priority it has been given according to the rules provisioned by AF.
During session negotiation, the value (97 to 127) in the payload type (PT) field of the RTP header [4] is dynamically assigned (based on SDP offer/accept exchange between the endpoints) and is not necessary for determining the PDU set.
An example of frame marking is shown in figure 6.X.3.1-1, where the RTP headers of the PDUs in the same PDU Set (whether I-, P- or B-frame) contain:
-	First PDU: new TS, and M-bit set to 0; and
-	All subsequent (but not last) PDU(s): same TS as first PDU, and M-bit set to 0; and
-	Last PDU: same TS as first PDU, and M-bit set to 1; and
-	All PDUs: incremental SN.  
 [image: ]
Figure 6.X.3.1-1: RTP Marker bit and Timestamp
IETF is defining future improvements in the frame marking to enable identification of dependent frames (e.g. P-frame/B-frame) and their subsequent discarding when parts of the PDU Set are lost, as outlined here: 
1.	RTP header extension described in draft-ietf-avtext-framemarking-13 [2] contains the following parameters that could be used to identify a PDU set:
-	S: start of frame
-	E: end of frame
-	I: independent frame (e.g. I-frames: Intra-frame, IDR)
-	D: discardable frame
2.	IETF RFC 7657[3], describes how independent (I-frame) and predictive (P-frame) frames are assigned different DSCP values:
-	I-frame: AFx1 (i.e., high priority with lower drop precedence) 
-	P-frame: AFx3 (i.e., low priority with increased drop precedence) 
The processing of NALU headers is not considered because:
-	Restricted to H.26x codec family (264/265/266)
-	The NALU structure is different between the codecs
-	NALU may be encrypted
-	Requires the PCS to parse the header (a time-consuming process)
-	The RTP payload type is always Dynamic (with range 96-126, RFC 3551) so it is not possible to determine the codec negotiated between the application and UE.   
6.X.3.2	PDU Set Marking 
From the DSCP values shown in Table 6.X.3.2-1, which are based on IETF RFC 4594[1], it can be observed that bit-0 is always set to zero. This setting has been stable for many years and is expected to remain stable in the future as well. Therefore bit-0 could be repurposed to group a PDU Set. The key advantage of using the DSCP header is that it is embedded in the first word of the IP header which avoids further packet inspection as the PDU Sets hence reduces the processing required by network nodes as packets traverse these nodes. 
Table 6.X.3.2-1: DSCP to service mapping
	DSCP to Service Class Mapping (RFC4594)

	
	
	
	Decimal
	Binary (6 bits)

	Class
	Name
	Priority
	Value
	5
	4
	3
	2
	1
	0

	High throughput
	AF11
	High
	10
	0
	0
	1
	0
	1
	0

	
	AF12
	Medium
	12
	0
	0
	1
	1
	0
	0

	
	AF13
	Low
	14
	0
	0
	1
	1
	1
	0

	Low Latency
	AF21
	High
	18
	0
	1
	0
	0
	1
	0

	
	AF22
	Medium
	20
	0
	1
	0
	1
	0
	0

	
	AF23
	Low
	22
	0
	1
	0
	1
	1
	0

	Multimedia
	AF31
	High
	26
	0
	1
	1
	0
	1
	0

	
	AF32
	Medium
	28
	0
	1
	1
	1
	0
	0

	
	AF33
	Low
	30
	0
	1
	1
	1
	1
	0

	Video Conferencing H.323/V3 (Adaptive)
	AF41
	High
	42
	1
	0
	0
	0
	1
	0

	
	AF42
	Medium
	44
	1
	0
	0
	1
	0
	0

	
	AF43
	Low
	46
	1
	0
	0
	1
	1
	0

	Bits 3, 4 & 5 identify the Class
Bits 1 & 2 identify the priority (01: High, 10: Medium, 11: Low) 
Bit 0 is always zero



When the PDU set has been determined during classification (see clause 6.x.3.1), the DSCP field of the inner IP header (referring to the encapsulated IP packet) is updated before GTP-U is applied as shown in Figures 6.X.3.2-1 and 6.X.3.2-2. The DSCP in the outer IP header containing the GTP-U information described in TS 29.281 clause 4.4.1, remains unchanged.

[image: ]
Figure 6.X.3.2-1: GTP-U Tunnel Protocol Stack
The DSCP Bit-0 is toggled after each RTP M-bit set to 1 as shown in figure 6.X.3.2-2.  
 [image: ]
Figure 6.X.3.2-2: DSCP Bit-0 Frame marking
6.X.3.3	PDU Set Discard
If one or more packets are lost, the least important PDU Sets (e.g. P-frame/B-frame) become unusable and should therefore be discarded. Using DSCP bit-0 marking allows out-of-order packets of a PDU sets to be identified and discarding without the need to inspect the SN. As shown in figure 6.X.3.3-1, on detecting the loss of a packet (i.e., N+1), the discard procedure can delete all packets with the same DSCP Bit-0 value (i.e., 0 in the example).

[image: ]
Figure 6.X.3.3-1: DSCP based PDU set discard

Packet discard of a PDU set (DSCP Bit-0 is "0") continues until the next transition of the DSCP Bit-0 (i.e. back to "0") as shown in Figure 6.X.3.3-2.  
[image: ]
Figure 6.X.3.3-2: Ending PDU set discard
6.X.3	Impacts on services, entities and interfaces
The solution has impacts on the following entities and interfaces:
UPF:
-	Detects the DL PDU Sets. 
-	Marks the DL PDU Sets. 
RAN:
-	PDU Sets scheduling.
-	Perform PDU Set discard.
**** END OF CHANGES ****
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