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Abstract: This contribution proposes to remove the Redundant Transmission Experience analytics related UPF data collection to align with the latest conclusion of eNA R17.
1. Introduction/Discussion
During the SA2#150E meeting, S2-2203228 is approved to update the Redundant Transmission Experience related analytics. In the CR, the input data from UPF i.e. UL/DL packet delay GTP is removed, then there is no input data directly from UPF for the Redundant Transmission Experience related analytics.
So, it is proposed to remove the Redundant Transmission Experience analytics related UPF data collection to align with the latest eNA conclusion.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-62.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc100835671]6.3.2	Description
[bookmark: _Hlk99437217]The solution strives to ensure usage of the proper subscription mechanism depending on the event targeted by the UPF event consumer, assuming that in any case discussed in this clause the notifications are sent by the UPF using Nupf_EventExposure Service. The UPF event consumer is the NF that will receive Nupf_EventExposure_Notify service operation; it may sometimes differ from the NF that provides the subscription request to the UPF.
The UPF event consumer may be a NWDAF, an AF or a NEF. 
Editor's note:	Other final UPF event consumers are FFS.
Editor's note:	this version of the solution focuses on the UPF event consumer being the NWDAF and on the UPF Event consumer being a NEF/ AF requesting QoS related exposure ; taking into account other usage of UPF event exposure by NEF/ AF is FFS.
To determine the proper method to be used by the UPF event consumer to subscribe to UPF event notification, it is needed to take into account the target of the monitoring (one UE,…, any UE) as well as the filtering to apply to the events being reported (as recalled in Annex A):
· A set of UPF(s) possibly for a Network Slice and / or DNN,
· a UE or a group of UEs or any UE in a Network Slice and / or DNN,
· an application, a set of IP flows,
· an Area of Interest (i.e. set of TAIs), as defined in TS 23.501 [2],
· a RAT Type or Frequency or both.

Editor’s Note:	it is FFS whether the functionality of the UPF for the PDU Session (PSA, UL CL, simple forwarder) needs to be considered. Failure to do so may induce that the NWDAF considers multiple time the same traffic (e.g. at UL CL and at PSA) or does not request (delay, packet loss) statistics at the right place (which should be the PSA).

[bookmark: _Hlk99437159]NOTE: 	The determination the proper method to be used by the UPF event consumer to subscribe to UPF event notification needs to take into account different aspects: on one hand direct subscription from the UPF event consumer to UPF can in some cases reduce the signalling load within the 5GC but on the other hand the SMF is aware of more information about a PDU Session than the UPF and such information may be required by event filtering; Requiring the SMF to keep UPF(s) up to date about information such as the TAI / Cell / RAT type / satellite backhaul serving a PDU Session would induce MUCH more signalling than the signalling gained by a direct subscription from final UPF event consumer.  Making UPF aware of  information such as the TAI / RAT type / satellite backhaul serving a PDU Session goes against the SDN principle that a simpler and efficient User plane entity should focus on packet switching, and should not be bothered by information only relevant for the Control Plane.
For all mechanisms described below (except the mechanism in item1.) UPF(s) need to register their event exposure service onto NRF using Nnrf_NFManagement as described in solution 1.
Following mechanisms are considered with descending order of priority (if the UPF reporting does not meet conditions of item 1, then conditions of item 2 are evaluated, etc…)
1. If the UPF event retrieval requires some action from the 5G AN / 5G RAN, as for NEF/ AF requesting QoS related exposure defined in R17 for QoS monitoring, the UPF event consumer subscribes via the SMF. This ensures that the SMF can request 5G (R)AN action (such as reporting QoS information to the UPF) at N2 PDU session resource creation / modification e.g. after PDU Session UP (re)-establishment or after mobility (e.g. HandOver or mobility between 3GPP and Non 3GPP access). 
-	Requirements within TS 23.288 [5] clause 6.13.1 on “Redundant Transmission Experience related analytics” requests and recalled in item 6 of annex A of this TR is an example where such mechanism is needed. Potential Outputs from the R18 Edge Computing Study requiring getting information from NG RAN are also potential examples where such mechanism is needed.  
2. If the event retrieval is associated with a UE location dependant filter (e.g. an Area of interest corresponding to a set of Tracking Areas or a RAT Type / an Access Type and/or a SSID/BSSID), the UPF event consumer subscribes via the SMF; This ensures that the SMF being already aware of ULI (User Location Information such Tracking Areas/ SSID/BSSID) and of RAT Type / Access Type can control whether UPF needs to report. 
NOTE:	an alternative mechanism could have been envisaged: in order to ensure that the UPF can apply event subscription filters set by a direct NF consumer subscription to UPF events, the 5G AN would provide via GTP-u the UPF with following information associated with a GTP-u tunnel PDU Session: the associated ULI (TAI, cell id, …) RAT type, etc.. Then the UPF would use this information to check whether some UPF event subscription filters match; if yes the UPF would start considering the corresponding traffic for the notifications related with the UPF event subscription. This kind of solution would impact the 5G AN which is forbidden by the FS_UPEAS SID SP-211652.
Examples where such mechanism is needed are:
-	Requirements within TS 23.288 [5] clause 6.11.1 on “WLAN performance analytics” requests and recalled in item 5 of annex A of this TR.  
-	following Requirements when Analytics Filter Information includes a location (e.g. ECGI, TA) / an AoI
-	Requirements within TS 23.288 [5] Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics” requests and recalled in item 3 of annex A of this TR 
-	Requirements within TS 23.288 [5] Table 6.10.2-5: UE data volume dispersion collected from serving UPF and recalled in item 4 of annex A of this TR 
-	Requirements within TS 23.288 [5] clause 6.14.1 “User plane performance analytics” and recalled in item 7 of annex A of this TR 
3. When the target of UPF event subscription is a UPF itself (possibly for a set of DNN and / or slice) the final NF consumer uses Nnrf_NFDiscovery to discover the UPF (29.510 already supports discovering UPF(s) based on the DNN and or S-NSSAI they serve or based on UPF locality). N4 nevertheless needs to be upgraded as described in solution 4 in order for the UPF to be able to apply UPF event subscription filters on parameters such as the DNN; 
-	this mechanism applies e.g. to TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics recalled in item 2 of annex A of this TR;
-	for this kind of event the functionality of the UPF for a PDU Session (PSA, UL CL, simple forwarder) needs does not need to be considered.
4. When the Target of Analytics Reporting = a UE identified by a SUPI or by its address (and for IP a DNN + a S-NSSAI) it is needed to identify which UPF(s) serve the relevant PDU Sessions of the UE.
 	This applies to following TS 23.288 [5] Requirements when the UE target is an Individual UE AND Analytics Filter Information does NOT include a location (e.g. ECGI, TA) / an AoI. For example:
-	Requirements within TS 23.288 [5] Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics” requests and recalled in item 3 of annex A of this TR 
-	Requirements within TS 23.288 [5] Table 6.10.2-5: UE data volume dispersion collected from serving UPF and recalled in item 4 of annex A of this TR 
-	Requirements within TS 23.288 [5] clause 6.14.1 “User plane performance analytics” and recalled in item 7 of annex A of this TR 
-	TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics recalled in item 2 of annex A of this TR;
The mechanism described in solution 6 is used when the target UE is identified by its SUPI. The mechanism described in solution 5 is used when the target UE is identified by its (IP or MAC) address.
5. When the Target of Analytics Reporting = Internal-Group Identifier (for a DNN + a S-NSSAI) it is needed to identify which UPF(s) serve the relevant PDU Sessions of the group 
The final NF consumer uses Nnrf_NFDiscovery to discover the UPF(s) serving a DNN + S-NSSAI. N4 nevertheless needs to be upgraded as described in solution 4 in order for the UPF to be able to apply UPF event subscription filters on Internal-Group Identifier; 
This applies for example to the same TS 23.288 [5] Requirements as defined in item 4 above when Analytics Filter Information does NOT include a location (e.g. ECGI, TA) / an AoI and the UE target is an Internal-Group Identifier.
Editor’s Note:	Subscribing onto all the UPF(s) that can serve a DNN + S-NSSAI for groups that involve very few users (hence a limited number of UPF(s)) is not efficient. It is FFS whether a more optimised solution is possible.
* * * * Next change * * * *
[bookmark: _Toc100835698]6.8.2	Description
This solution extends Rel-17 UPF Exposure Service QoS Monitoring event, with additional measurements of QoS Flow level performance information for a User PDU Session and QoS Flow. Besides, the QoS Monitoring measurement, this event can provide:
-	QoS Flow Bandwidth measurements: It provides bitrate measurements (UL, DL and/or overall) for a PDU Session and QoS Flow.
NOTE 1:	This event can be extended with other QoS Flow performance measurements in the future when available and required.
With this extension, the NWDAF requirements on UPF event exposure service(s) to collect performance data of PDU Session QoS Flows are satisfied as follows:
-	Observed Service Experience: using the QoS monitoring event and from that, QoS Monitoring Measurement and/or QoS Flow Bandwidth measurements for the PDU Session and QFI as requested. See NOTE 2.
-	Redundant Transmission Experience: using QoS monitoring event and from that, QoS Monitoring Measurement for the PDU Session and QFI for Redundant Transmission QoS Flow. If the redundant transmission on N3/N9 interfaces is activated, measurements for both UP paths respectively are included.
NOTE 2:	UPF awareness of Packet transmission and retransmission depends on the specific application transport protocol. Number of Packet transmission and retransmission can’t be measured for a QoS Flow in UPF due to this limited visibility. The observed number of packets transmitted/retransmitted or a retransmission rate measurement can be considered in UPF event exposure for User PDU Session service data usage for applications with transport protocols that allow so. This has been considered in Solution 9.
In this solution, the subscription to QoS monitoring event goes via SMF which simplifies the procedure and guarantees aligned selection decisions for data collection from UPF and SMF.
SMF determines the PDU Sessions and UPFs impacted by this request and determines the QFI of QoS Flows to be monitored (for example the QFI for the PDU Session and Application). 
When packet delay for QoS Flows measurement is requested, SMF can decide whether this subscription influences QoS Monitoring activation and how. SMF may activate QoS Monitoring. SMF may only update activation towards UPF with direct reporting information. SMF sends Session Reporting Rules to UPF with Control Information for the measurements and with Direct Reporting information accordingly.
UPF notifies the QoS Monitoring event directly to NWDAF as instructed. It provides Measurements as requested (QoS Monitoring Measurement and/or QoS Flow Bandwidth measurements) including for which QFI they have been performed.
* * * * Next change * * * *
[bookmark: _Toc326248710][bookmark: _Toc16331][bookmark: _Toc21987][bookmark: _Toc43393391][bookmark: _Toc29580][bookmark: _Toc30155542][bookmark: _Toc31456][bookmark: _Toc25740480][bookmark: _Toc25417345][bookmark: _Toc25417813][bookmark: _Toc23409919][bookmark: _Toc8841][bookmark: _Toc42770250][bookmark: _Toc31639221][bookmark: _Toc22393][bookmark: _Toc20730728][bookmark: _Toc42779306][bookmark: _Toc27640][bookmark: _Toc31448745][bookmark: _Toc4608][bookmark: _Toc9220][bookmark: _Toc19881][bookmark: _Toc29443][bookmark: _Toc25416990][bookmark: _Toc30155662][bookmark: _Toc20147942][bookmark: _Toc30089][bookmark: _Toc31361020][bookmark: _Toc31296403][bookmark: _Toc44004563][bookmark: _Toc44490800][bookmark: _Toc100835702]6.9.1	Mapping table between Analytic ID and the related information collection in UPF
According to the TS 23.288[5], some of the Analytic ID in NWDAF needs the information from UPF.
The details of the information are listed in the Table 6.9.1.
Table 6.9.1: Analytic ID and the related information collection from UPF
	Information
	Source
	Analytic ID
	Description

	QoS flow Bit Rate
	UPF
	Service Experience
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	
	The observed number of packet transmission.

	Packet retransmission
	UPF
	
	The observed number of packet retransmission.

	Traffic usage report
	UPF
	NF load
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [17])

	UE communication (1..max)
	UPF, AF
	UE communication
	Communication description per application

	   >Communication start
	
	
	The time stamp that this communication starts

	   >Communication stop 
	
	
	The time stamp that this communication stops

	   >UL data rate 
	
	
	UL data rate of this communication

	   >DL data rate 
	
	
	DL data rate of this communication

	   >Traffic volume
	
	
	Traffic volume of this communication

	Application ID
	UPF or AF
	User Data Congestion
	Application identifier as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	IP Packet Filter Set
	UPF or AF
	
	IP Packet Filter set as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	Measurement period
	UPF or AF
	
	Measurement period.

	Throughput UL/DL
	UPF or AF 
	
	Average Throughput UL/DL over the measurement period.

	Throughput UL/DL (peak)
	UPF or AF
	
	Peak Throughput UL/DL over the measurement period.

	Timestamp
	UPF or AF
	
	Time when measurements are taken.

	Achieved sampling ratio
	UPF
	
	Sampling ratio achieved by UPF (see NOTE 2).

	UE communications (1..max)
	UPF
	WLAN Performance
	List of communication time slots

	> Communication start
	
	
	The time stamp that PDU session(s) for WLAN starts.

	> Communication stop
	
	
	The time stamp that PDU session(s) for WLAN ends.

	> UL data rate
	
	
	UL data rate of PDU session(s) for WLAN.

	> DL data rate
	
	
	DL data rate of PDU session(s) for WLAN.

	> Traffic volume
	
	
	Traffic volume of PDU session(s) for WLAN.

	UL/DL packet delay GTP
	UPF
	Redundant Transmission Experience
	End-to-End measurements from UE to UPF.



* * * * Next change * * * *
[bookmark: _Toc100835713]6.11.1	Description
The Annex A in TR 23.700-62 v0.1.0 has analysed the NWDAF requirements of UPF event exposure service, which contains the following seven aspects of information:
1.	QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information), including QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission, and Packet retransmission.
2.	Data collected by NWDAF for UPF load analytics (i.e., Traffic usage report), and service data from 5GC related to UE communication (e.g., UE communications, N4 Session ID, and Inactivity detection time).
3.	Data Collected from the UPF or from the AF related to User Data Congestion Analytics, e.g., Application ID, IP Packet Filter Set, Measurement period, Throughput UL/DL, Throughput UL/DL (peak), Timestamp, and Achieved sampling ratio.
4.	UE data volume dispersion collected from serving UPF, e.g., UE UP address, Timestamp, Data Volume UL/DL, Application ID, IP 5-tuple, Location of Application, and Application duration.
5.	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF/DNAI/Edge Application Server Instance.
6.	Data collected by NWDAF for WLAN performance analytics, e.g., UE communications.
7.	Data collected by NWDAF for Redundant Transmission Experience analytics, e.g., UL/DL packet delay measurement per GTP level.
* * * * Next change * * * *
[bookmark: _Toc100835715]6.11.2.1	Procedure of exposing collected data from UPF to NWDAF with information of SUPI, S-NSSAI, and DNN
For the analytics targeting PDU session related information of a specific UE, e.g., QoS flow level Network Data, UE data volume dispersion, User plane performance analytics for a specific Edge Computing application, the NWDAF can find the UPF by using SUPI, S-NSSAI, and DNN via UDM and SMF, as described in Solution 1.
For the analytics targeting “any UE” (possibly for specific DNN and or slices), e.g., Data collected by NWDAF for UPF load analytics, User Data Congestion Analytics, Data Volume dispersion analytics, WLAN performance analytics, Redundant Transmission Experience analytics, the NWDAF can find the UPF by using S-NSSAI, DNN, or DNAI from NRF that has the UPF registration information, as described in Solution 1.


Figure 6.11.2.1-1: UPF Information Exposure to NWDAF
1.	The NWDAF find the UPF according to the specific use case.
For the analytics targeting PDU session related information of a specific UE, e.g., QoS flow level Network Data, UE data volume dispersion, User plane performance analytics for a specific Edge Computing application, the NWDAF can find the UPF by using SUPI, S-NSSAI, and DNN via UDM and SMF, as described in Solution 1.
For the analytics targeting “any UE” (possibly for specific DNN and or slices), e.g., Data collected by NWDAF for UPF load analytics, User Data Congestion Analytics, WLAN performance analytics, Redundant Transmission Experience analytics, the NWDAF can find the UPF by using S-NSSAI, DNN, or DNAI from NRF that has the UPF registration information, as described in Solution 1.
[bookmark: OLE_LINK4]2.	The NWDAF sends the request for requesting the collected data over Nupf_EventExposure_Subscribe service operation to the UPF.
Editor’s note:	For the any UE scenarios, how to reduce the multiple notification message of data collections from UPF is FFS. 
3.	The UPF responds the requested collected data over Nupf_EventExposure_Notify service operation to the NWDAF.
* * * * Next change * * * *
[bookmark: _Toc97307782][bookmark: _Toc100835723]Annex A:
Analysis on the NWDAF requirements of UPF event exposure service(s)
This Annex aims at listing and analysing the NWDAF requirements of UPF event exposure service(s).
NOTE:	This clause recalls for information the main known usage of UPF information exposure in 5GC as defined in other 3GPP documents. If this clause and the quoted other 3GPP documents are not aligned, the quoted other 3GPP documents prevails.
NWDAF requirements as defined in TS 23.288 [5], for instance (the list is not exhaustive), contain:
1.	Observed Service Experience: TS 23.288 [5] Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information).
The Observed Service Experience analytics may provide Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server).
The Observed Service Experience analytics may also provide “Service experience for a UE or a group of UEs in an Application or a set of Applications over a RAT Type or over a Frequency or both” as defined in TS 23.288 [5] Table 6.4.1-1
TS 23.288 [5] Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information) (TS 23.288 [5])
	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF
	The observed number of packet retransmission.



	For NWDAF to provide Service Experience for an Application: Consumer NF sends an Analytics request/subscribe (Analytics ID = Service Experience, Target of Analytics Reporting = any UE or a UE identified by a SUPI or a group of UEs identified by a Group Id, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Application Server Address(es), Area of Interest), Analytics Reporting Information=Analytics target period) to NWDAF.
2.	TS 23.288 [5] Table 6.5.2-2: Data collected by NWDAF for UPF load analytics.
Table 6.5.2-2: Data collected by NWDAF for UPF load analytics (TS 23.288 [5])
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF 



	UPF should report all traffic for all N4 (PDU) sessions that meet some criteria (S-NSSAI, Area of interest)  SMF involvement may be considered when it is needed to determine which UPF(s) serve a UE in the area of interest.
-	TS 23.288 [5] Table 6.7.3.2-1: Service Data from 5GC related to UE communication.
Table 6.7.3.2-1: Service Data from 5GC related to UE communication (TS 23.288 [5])
	UE communication (1..max)
	UPF, AF
	Communication description per application

	   >Communication start
	
	The time stamp that this communication starts

	   >Communication stop 
	
	The time stamp that this communication stops

	   >UL data rate 
	
	UL data rate of this communication

	   >DL data rate 
	
	DL data rate of this communication

	   >Traffic volume
	
	Traffic volume of this communication

	> N4 Session ID
	SMF, UPF
	Identification of N4 Session.

	> Inactivity detection time
	SMF, UPF
	Value of session inactivity timer.



	5GC Consumer NF sends a request to the NWDAF for analytics on UE(s), where the analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.

3.	TS 23.288 [5] Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics.
Table 6.8.2-2: Data Collected from the UPF or from the AF related to User Data Congestion Analytics (TS 23.288 [5])
	Information
	Source
	Description

	Application ID
	UPF or AF
	Application identifier as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	IP Packet Filter Set
	UPF or AF
	IP Packet Filter set as defined in TS 23.501 [2] clause 5.8.2 (see NOTE 1).

	Measurement period
	UPF or AF
	Measurement period.

	Throughput UL/DL
	UPF or AF 
	Average Throughput UL/DL over the measurement period.

	Throughput UL/DL (peak)
	UPF or AF
	Peak Throughput UL/DL over the measurement period.

	Timestamp
	UPF or AF
	Time when measurements are taken.

	Achieved sampling ratio
	UPF
	Sampling ratio achieved by UPF (see NOTE 2).

	NOTE 1:	Application Id and IP Packet Filter Set are mutually exclusive.
NOTE 2:	UPF may apply data sampling to reduce the load on the UPF. This parameter is provided when no sampling ratio is configured at the UPF or the UPF could not fulfil the configured sampling ratio.
NOTE 3:	Multiple outputs are provided by the UPF when multiple Service Data Flows are running at the UPF for the same UE and measurement period.
NOTE 4:	How NWDAF collects information from UPF is not defined in this Release of the specification.



	The Consumer NF indicates a request for analytics for congestion in a specific location. The Analytics ID is set to "User Data Congestion" for transfer over user plane, control plane, or both, the Target of Analytics Reporting is set to "any UE" and Analytics Filter Information set to include a location (e.g. ECGI, TA) and an indication to provide the list of applications that contribute the most to the traffic.

4.	TS 23.288 [5] Table 6.10.2-5: UE data volume dispersion collected from serving UPF.
Table 6.10.2-5: UE data volume dispersion collected from serving UPF (TS 23.288 [5])
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	Time stamp of the collected information.

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per UE across all applications.

	NOTE:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



Table 6.10.2-6: UE data volume dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	A timestamp of the collected information.

	Application ID
	UPF
	Identify the application at the UPF 

	IP 5-tuple
	UPF
	IP 5-tuple.

	Location of Application
	UPF
	List of Internet applications represented by DNAI(s).

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per application during the period. 

	Application duration
	UPF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the UPF when multiple applications are running at the UPF for the same UE and time period.
NOTE 3:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



	In table 6.10.2-5, the data volume is collected per UE from the UPF. The collected UE information is applicable across all applications used by the UE between start and stop of the PDU session. The UPF reports volume per UE IP address across all applications.
	In table 6.10.2-6, the UPF reports data volume per UE for specific application(s) in relation to the start and stop of the application as indicated by the application duration.
	The Consumer NF sends a request to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytics ID is set to "UE Dispersion Analytics", the Dispersion Analytic (DA) type is set to "Data Volume Dispersion Analytics" (DVDA) or "Transactions Dispersion Analytics" (TDA) and Analytic Filter Information = (Area of Interest, slice, target period, optional UE class: Top-Heavy, Fixed, or Camper UEs). The NF or AF provides the UE ID or Internal Group ID in the Target of Analytics Reporting.
5.	TS 23.288 [5] clause 6.11.1 on “WLAN performance analytics” requests:
Target of Analytics Reporting: a single UE (SUPI), a group of UEs (an Internal Group ID), or any UE;
Analytics Filter Information:
-	Area of Interest (list of TA or Cells);
NOTE:	Even though the Area of Interest may have been meant to indicate a UE location, it is questionable to use this information considering UE(s) that are IDLE over 3GPP access and thus whose 3GPP location cannot be determined. UPEAS is not meant to have UE impact.
-	SSID(s);
-	BSSID(s); and
The reporting should only apply for traffic exchanged on a target SSID and BSSID thus the UPF reporting should only be reported for target UE(s) exchanging traffic on a target SSID and BSSID or the UPF should be aware of the target SSID/BSSID.
	UE communications (1..max)
	UPF
	List of communication time slots

	> Communication start
	
	The time stamp that PDU session(s) for WLAN starts.

	> Communication stop
	
	The time stamp that PDU session(s) for WLAN ends.

	> UL data rate
	
	UL data rate of PDU session(s) for WLAN.

	> DL data rate
	
	DL data rate of PDU session(s) for WLAN.

	> Traffic volume
	
	Traffic volume of PDU session(s) for WLAN.



6.	TS 23.288 [5] clause 6.13.1 on “Redundant Transmission Experience related analytics” requests:
-	Target of Analytics Reporting: a single UE (SUPI), any UE, or a group of UEs (an Internal Group ID).
-	per Table 6.13.2-1: Packet drop and/or packet delay measurement per QFI or GTP level. 
	[bookmark: _Hlk101187255]UL/DL packet delay GTP
	UPF (see NOTE 2)
	End-to-End measurements from UE to UPF.


This UPF reporting requires action from SMF to set QoS measurement at RAN.
76.	TS 23.288 [5] clause 6.14.1 “User plane performance analytics” requests:
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific serving anchor UPF.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific DNAI.
-	User plane performance analytics for a specific Edge Computing application for a UE, group of UEs, or any UE over a specific Edge Application Server Instance.
	Analytics consumer sends an Analytics request/subscribe (Analytics ID = DN Performance Target of Analytics Reporting, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Area of Interest, UPF anchor ID, DNAI, Application Server Address(es)), Analytics Reporting Information = Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe service.
Some of these analytics target Any UE (possibly for specific DNN and or slices) and the NWDAF acting as a consumer of UPF exposure may target any UPF that serves the corresponding specific DNN and or slices.
Some of these analytics target a specific UE and it is thus needed for the NWDAF subscription to be forwarded to the UPF(s) that serve the target PDU sessions of this UE.
* * * * End of changes * * * *
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