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1 Discussion
For KI#4 of FS_EDGE_Ph2, it was agreed during SA2#149e meeting to study the following aspects:

-
whether and how to define a collection of UEs forming a dynamic ad-hoc group that should use the same EAS and/or same local part of DN and/or same DNAI and how the collection is identified;

-
whether and how to influence UPF and EAS (re)location for a collection of UEs that should use the same EAS and/or same local part of DN and/or same DNAI;

-
…

-
whether and what improvements are required for EAS discovery and re-discovery for UEs belonging to a collection of UEs.
1.1 Identifying a collection of UEs
To identify a collection of UEs forming a dynamic ad-hoc group, which is similar as that for identifying the set of UEs at a finer granularity that are associated with a dedicated offload policy for KI#3, it can be done using a pre-defined group of UEs or a dynamic group of UEs. And the set of UEs can be decided by the network administrator or by the application. For example, the set of UEs can be a pre-configured group which is be configured by the operator. The set of UEs can also be decided by the application.
The collection of UEs can be decided by the application side. For example, as described in the following example figure for the UEs accessing the same match of the stateful online multiplayer game, the players within this match can be served by the same server or servers within the same local part of DN and/or same DNAI to save the cost of the server and leverage the efficiency of the server. In the following figure, when the first player (UE1) initiated the match, the serving server (EAS11 for application App1) is discovered, the teammates/opponents (UE2 and UE3) are connected to the same server to avoid interaction between different servers during play. The teammates/opponents (UE2 and UE3) can be within the same service area of UE1 or different one. During the lifetime of the match, the EAS is kept unchanged as much as possible. Using the same EAS and/or same local part of DN and/or same DNAI indicates that the collection of UEs should access the same application server, or the application server within the same local part of DN or associated with the same DNAI.
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1.2 Target DNAI/EAS providing for the identified collection of UEs
In 3GPP TS 23.548, the mechanism to support “Edge Relocation Triggered by AF” is defined. The AF may invoke the AF request targeting an individual UE address procedure as described in TS 23.502 [3] clause 4.3.6.4 (the AF influence on traffic routing procedure), due to EAS relocation. The AF may include the following information: Indication for EAS Relocation, target DNAI, traffic descriptor information and N6 routing information at target DNAI in the Nnef_TrafficInfluence_Create/Update Request to the NEF, or Npcf_PolicyAuthorization_Create/Update Request to the PCF. Based on the solution, the traffic routing policy can be set to an individual UE to inform the 5GC about the target DNAI and related information while EAS relocation happens.

The mechanism for “Edge Relocation Triggered by AF” can be reused and extended to support controlling a collection of UE(s) to access the same local part of DN and/or same DNAI or same EAS, where the target DNAI or target EAS can be decided by the AF based on the edge relocation triggered by AF or the User Plane management event notification to the AF from the CN, or from application layer.

Therefore, in order that the UEs within the collection use the same EAS and/or same local part of DN and/or same DNAI, the solution for providing target DNAI/EAS for the identified collection of UEs is proposed, reusing the existing Application Function influence on traffic routing mechanism with additionally including the following:

-  The target DNAI/EAS is provisioned for a collection of UEs.

-  The collection of UEs can be identified by dynamic group ID managed with 5G VN group management mechanism as defined in 6.14, or the UEs shares the same service information.
2 Proposal
It is proposed to capture the following changes in TR 23.700-48.
Start change 

6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
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6.x
Solution x (KI#4): Providing dedicated (re)location information as traffic routing information
This solution corresponds to KI#3.
6.1.1
Description

To provide the dedicated (re)location information for a collection of UEs, the collection of UEs can be a pre-defined group of UEs or a dynamic group of UEs, the dedicated (re)location information can be the target DNAI or the target EAS which is shared by the collection of UEs. And the collection of UEs can be decided by the network administrator or by the application. The collection of UEs can be a pre-configured group which is be configured by the operator, which is already supported and out of scope of KI#4. The collection of UEs can also be decided by the application.
The target DNAI or target EAS can be decided by the AF based on the edge relocation triggered by AF or can be received by the AF via the User Plane Management events notification to the AF from the CN, or can be received by the AF via application layer. AF Providing the dedicated (re)location information for the identified collection of UEs, the existing Application Function influence on traffic routing mechanism is reused with additionally including the following:

-  The target DNAI/EAS is provisioned for a collection of UEs, not only targeting an individual UE.

-  The collection of UEs can be identified by dynamic group ID managed with 5G VN group management mechanism as defined in 6.14, or the UEs shares the same service information.
6.1.2
Procedures
The following figure shows the solution providing the dedicated (re)location information for a collection of UE within the same dynamic group or associated with the same service information.
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Figure 6.x.1 Server Discovery with dedicated (re)location information.

1. The UE1 establishes the PDU session with C-UPF.

2. UE1 enters the EDN Service Area and initiates one application e.g. starts one game and target EAS is discovered for the game.

3. The dedicated relocation information is included in step 3, which targets the collection of UEs. The traffic correlation can be explicitly indicated by the traffic correlation indication, or implicitly indicated by the dedicated relocation information for the collection of UEs. AF request with traffic routing information is used to provide the dedicated relocation information, and is sent to the Core network for the specific application with the application ID, targeting a collection of UE(s). The collection of UEs can be identified by the group ID (the group can be dynamically managed with the existing mechanism), or by the target UEs with service information (e.g. the application instance identifier identifying the application instance a collection of UEs are accessing, which means all the UEs accessing the identified application instance). If it targets a group of UEs with the service specific information, it means the UE with the service specific information in the group can apply the receive traffic routing information received. The dedicated relocation information should be stored as associated data for the collection of UEs.
3a. Step 3a is used for sending the information of a specific UE to associate the UE with the collection of UEs, if the group ID is used to identify the collection of UEs and the UEs belong to the group are preconfigured in 5GC, step 3a is skipped. Otherwise, if the collection of UEs is identified with the service information provided in step 3, the procedure of Service specific parameter provisioning defined in 3GPP TS 23.502 clause 4.15.6.7 can be used to send the service specific information of the UE, for example indicating the UE is accessing the application with service specific information (e.g. joining the game). 

If the collection of UEs is identified by the group ID within 5GC, the group ID can be sent to the SMF while retrieving the SM subscription data, and the SMF retrieves the PCC rule with the group ID from the PCF for each UE, and the UE accesses the application will be matched whether it belongs to the group, if so, the traffic of the UE for the application should be correlated with the group of UEs accessing the application in the PCF. 

4. Based on the information received in 3 and/or 3a, the related policy with traffic correlation and the dedicated relocation information is sent to the SMF. The traffic correlation information is optional, if it is included, all the PDU sessions with the same traffic correlation information can be correlated together to relocate the related traffic to the target DNAI/EAS. The SMF manages the PDU Session considering the target DNAI/EAS, which includes the routing decisions for traffic of PDU Session and the DNS handling rule decision.

5-7. The SMF controls the traffic routing based on the received traffic routing with dedicated relocation information accordingly. BP and L-UPF are inserted based on the edge relocation information e.g. the target DNAI/EAS received in step 4 if available. User-plane communication takes place between the Application Client in UE1 and Edge Application Server the local UPF after the application relocation to the EAS, the new UE IP address is used if multi-homing is used.
8. UE2 Session Establishment with C-UPF to access the DN, and EASDF is configured with DNS handling rules.

9. UE2 sends DNS query for the application.

10a-10b. Condition triggered, the related policy with traffic correlation and the target DNAI/EAS is generated. The condition triggered includes one of the following:

· Specific service information matched, in this case, the specific service information of UE2 accessing the application is sent to the PCF in step 10a which is similar as step 3a.

· UE2 belongs to the same group with UE1, the target DNAI/EAS information is associated with the group as described in step 3-4. 

11-12. The related policy with traffic correlation and the target DNAI/EAS is sent to the SMF. The traffic correlation information is optional, if it is included, all the PDU sessions with the same traffic correlation information will be correlated together to relocate the related traffic to the target DNAI/EAS. The SMF manages the PDU Session considering the target DNAI/EAS, which includes the routing decisions for traffic of PDU Session and the DNS handling rule decision.

13. UCL/BP insertion based on the target DNAI/EAS received in step 11.

14. Receiving the DNS query message for UE2 for the application as described in step 9, if the DNS Query message matches a DNS message detection template of DNS message handling rule for reporting, the EASDF sends the DNS message report to SMF.

15. The SMF decides the DNS handling rule based on the target DNAI/EAS received in step 11:

· If the dedicated relocation information is target DNAI, the SMF selects the EDNS Client Subnet option or the local DNS server based on the target DNAI, and sends the DNS handling rule accordingly.

· If the dedicated relocation information is target EAS, the SMF indicates the EASDF to response the DNS query with the target EAS, by adding one more action of responding with indicated EAS in the DNS handling rule.
16. Optionally, the EASDF handles the DNS Query message.
17. The EASDF sends the DNS response to the UE with the EAS within the target DNAI or with the target EAS directly.
18. User-plane communication takes place between the Application Client in UE2 and Edge Application Server via the local UPF after the application relocation to the EAS.
19-22.  When the condition changes, it should be supported that the Association of the collections of UEs can be updated or disassociated for EAS (re)location, for example the collection of UEs can be updated, the dedicated relocation information can be updated, the association of the collection of UEs can be disassociated. 

Step 19-22 gives the example that the association of the collection of UEs can be disassociated when the game is over. The game is over. The delete procedure is similar to the create procedure described in step 4, the only difference is that it is to delete the related information and the PCF makes the decision to modify the SM policy for the application within the PDU session accordingly.

If the association of the collections of UEs are updated, the AF update is executed and the PCF updates the related SM policy accordingly.
6.1.3
Impacts on services, entities and interfaces
The following impacts are involved to support providing the traffic routing policy for a set of UE with associated with the same service information:
-
Dedicated (re)location information is provided as traffic routing information.

-
Service information is optionally supported to associate a specific UE with a collection of UEs. 
-
Traffic correlation information to differentiate different collections of UEs may be supported. 
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