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	Reason for change:
	The existing specification mentions about how UE can select one SNPN N3IWF via one PLMN. For this to happen there is a need for “Non-3GPP Access Node selection information” to be avaibale.
Hence it is proposed that UE might have “Non-3GPP Access node selection information” configuration available with it before selecting N3IWF.
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* * * * start of 1st change * * * *
[bookmark: _Toc20150087][bookmark: _Toc27846886][bookmark: _Toc36188017][bookmark: _Toc45183922][bookmark: _Toc47342764][bookmark: _Toc51769466][bookmark: _Toc98856081][bookmark: _Toc20149937][bookmark: _Toc27846736][bookmark: _Toc36187867][bookmark: _Toc45183771][bookmark: _Toc47342613][bookmark: _Toc51769314][bookmark: _Toc98857043][bookmark: _Toc98857206]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with subscriber identifier (SUPI), credentials for each subscribed SNPN identified by the combination of PLMN ID and NID. If an SNPN-enabled UE is configured with an N3IWF or Non-3GPP Access Node selection information, it is also configured with an identifier of the country where the configured N3IWF is located.
A subscription of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in clause 28.7.2 of TS 23.003 [19]. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
NOTE 1:	As to route network signalling to AUSF and UDM instances serving the SNPN-enabled UE, the UE can be configured with Routing Indicator locally or updated with Routing Indicator using the UE Parameters Update via UDM Control Plane procedure defined in clause 4.20 of TS 23.502 [3]. When the SNPN credential is stored in the USIM, the Routing Indicator is provisioned in the USIM, when the SNPN credential is stored in the ME, the Routing Indicator is provisioned in the ME.
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are not supported in SNPN access mode.
NOTE 2:	Voice support with emergency services in SNPN access mode is not specified in this release.
If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Annex D.4 provides more details.
NOTE 3:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
* * * * start of 2nd change * * * *
[bookmark: _Toc98856235][bookmark: _Toc20149941][bookmark: _Toc27846740][bookmark: _Toc36187871][bookmark: _Toc45183775][bookmark: _Toc47342617][bookmark: _Toc51769318][bookmark: _Toc98857047][bookmark: _Toc98857408]6.3.6.2a	SNPN N3IWF selection
In this Release of the specification this procedure only applies when the UE is accessing the SNPN N3IWF via a PLMN.
The UE shall first determine the country in which it is located. If the UE cannot determine the country in which the UE is located, the UE shall stop N3IWF selection and abort the attempt to access the SNPN via PLMN.
NOTE 1:	It is up to UE implementation how to determine the country in which the UE is located.
If the UE determines that it is located in the country where the configured N3IWF is located, then the UE uses the configured N3IWF FQDN or Non-3GPP Access Node selection information to select an N3IWF deployed in the SNPN.
If the UE determines that it is located in a country different from the country where the configured N3IWF is located (called the visited country), then:
-	The UE shall construct an FQDN consisting of the SNPN ID of the SNPN subscription and the Visited Country FQDN and indicating the query is for SNPN, as specified in TS 23.003 [19] and perform a DNS query for the resulting FQDN.
-	If the DNS response contains no records, then the UE determines that the visited country does not mandate the selection of an N3IWF in this country for the SNPN identified by the SNPN ID provided by the UE. In this case the UE uses the configured N3IWF FQDN to select an N3IWF deployed in the SNPN.
-	If no DNS response is received, the UE shall stop the N3IWF selection.
NOTE 2:	The DNS can be configured to return no records for the visited country regardless of the SNPN ID provided by the UE. This addresses the scenario that the visited country in general does not mandate selection of a local N3IWF.
-	If the DNS response contains one or more records, then the UE determines that the visited country mandates the selection of an N3IWF in this country. Each record in the DNS response shall contain the identity of an N3IWF of the SNPN in the visited country which may be used for N3IWF selection. In this case:
-	The UE shall select an N3IWF included in the DNS response based on its own implementation means.
-	If the UE cannot select any N3IWF included in the DNS response, then the UE shall stop the N3IWF selection.
NOTE 3:	Visited countries which mandate the selection of an N3IWF in the country are assumed to configure the DNS as follows:
(i)	For SNPNs that do not have any dedicated N3IWFs in the country and which are not exempt from the requirement to select an N3IWF in the visited country, the DNS response contains a record that cannot be resolved to an IP address;
(ii)	for SNPNs that have dedicated N3IWFs in the country, the DNS response contains the identities of the SNPN's N3IWFs in the visited country;
(iii)	for SNPNs that are exempt from the requirement to select an N3IWF in the visited country, the DNS response contains no records.
NOTE 4:	Self-assigned NIDs are not supported, since a DNS cannot be properly configured for multiple SNPNs using the same self-assigned NID (i.e. in collision scenarios). If the visited country mandates the selection of an N3IWF in the same country, the NAPTR record(s) associated to the Visited Country FQDN of SNPNs that use a self-assigned NID can be provisioned with the replacement field containing an FQDN that cannot be resolved to an IP address.
NOTE 5:	The identity of an SNPN's N3IWF in the visited country can be any FQDN, i.e. is not required to include the SNPN ID.
NOTE 6:	It is assumed that the AMF, SMF, UPF are located in the same country as the N3IWF.
* * * * End of changes * * * *

