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Abstract of the contribution: This contribution proposes a solution for the policy control and charging of Data Channel in IMS networks. 
1.
Discussion
IMS Data Channel may support variety of media types between two end points. The media delivered in DC may be standardized or customized for specific DC applications. Multiple Data Channels may be established simultaneously for a DCMTSI UE for the traffic delivery of different DC applications. 
How the IMS network knows the QoS requirement for the media types to be delivered in the Data Channels and authorizes the correlated bearer resource in the IP-CAN is studied in this solution. How to collect the usage data of the Data Channels for charging purpose is studied as well.

Data channel applications downloaded from Data Channel Application Repository (DCAR) are web-based applications (consisting of html, css and java scripts) that can be executed in web environment. The application ID is mainly used for remote endpoint to download the same DC app.

The consumer of data channel applications, IMS network provider and DC application providers need to aware of the usage information of each DC applications, e.g., DC application ID, start time, closure time etc. But this information is not reflected in the SDP media description of DC. 

To complete the collection of charging information for DC service and support the DC applications usage statistics, it is proposed to enhance the SDP media description of DC to identify the serving application of each DC with DC Application ID. 

2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-87:
>>>>BEGINNING OF CHANGES<<<<
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6.0
Mapping of Solutions to Key Issues
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6.X
Solution #X: Policy control and charging for Data Channel in IMS network
6.X.1
Description
6.X.1.1
QoS control
The a=3gpp-qos-hint SDP attribute was specified in TS 26.114[6]. When the data channel media has specific requirements for packet loss or latency, the DCMTSI UE should use "a=3gpp-qos-hint" in the SDP offer. If this attribute is included in an SDP media description, policy control can choose to take this additional information into account for the affected media. 
If a=3gpp-qos-hint attribute is not provided in the SDP offer, the PCF derives a best-effort transport level QoS information according to the UE subscription information and network policy.
If more than one Data Channels with different QoS requirements are negotiated in the same media description of an SDP offer, the QoS requirements of all the Data Channel streams are aggregated and derived into a single line of a=3gpp-qos-hint attribute. The QoS hints included on the "a=3gpp-qos-hint" line applies equally to all packets in the requested Data Channels.

If the DCMTSI UE requests to establish a Data Channel with specific QoS requirement, a separate media description with a=3gpp-qos-hint attribute is required in the SDP offer. The established DC will be associated with different UDP/DTLS/SCTP configuration. Different source or/and destination UDP ports should be used in the transport layer of the Data Channel.  Different IPv6 address may be used if the UE is allocated with IPv6 prefix. The IP 5-tuple information of the Data Channel transport layer should be provided by P-CSCF to PCF in the service data flow filters.
TS 26.114[6] illustrates the mapping of data channel media type into QCI/5QI 71, 72, 73, 74, 76 or 9 as examples in section E.1.
In case of DC Application ID (refer to clause 6.x.1.2) is included in the media description of SDP, the PCF can verify the QoS-hint provided by UE and determine the proper QoS configuration base on network operator’s policy.
6.X.1.2
Charging control
When a DCMTSI UE initiates DC applications in a IMS session, one or more data channel SDP media descriptions may be added to the SDP, alongside other SDP media descriptions such as e.g., speech, video. Multiple data channels may be mapped to a single data channel SDP media description, each with a corresponding "a=dcmap" SDP attribute and stream IDs.
During SDP negotiation procedure, IMS network entities (e.g., P-CSCF & S-CSCF) triggers the reporting of the Charging Data Record (CDR) information of the IMS sessions to the charging system. The reported CDR carries a list of SDP Media Components included in the SDP Offer/Answer message. More details of the IMS CDR information are specified in TS 32.260 [X].
The consumer of data channel applications, IMS network provider and DC application providers need to aware of the usage information of each DC applications, e.g., DC application ID, start time, closure time etc. But this information is not reflected in the SDP media description of DC. 
A data channel is created by the DCMTSI UE application and allocated with a DC stream ID. Based on the existing information in the SDP, IMS network entities don’t know which DC application is initiating the DC stream ID, thus not aware of the usage information of DC applications.
To complete the collection of charging information for DC service and support the DC applications usage statistics, it is proposed to enhance the SDP media description of DC to identify the serving application of each DC with DC Application ID. 
The DC Application ID may be defined the same as in TS 23.503 [4], e.g., provided by third party AF or HLOS.
The DC Application ID may be allocated by IMS network provider for each DC application that uploaded to the DC Application Repository. The network provider defined DC Application ID may include following information:
· PLMN ID (include MNC + MCC);

· Data channel application providers (user or network provider);

· DC Application Number, which is allocated by the network provider,
· DC Application Name (Optional, human readable information).
The DC Application ID can be contained in SDP media description via specifying a new attribute for DC Application ID in the media level attribute of DCSA (Data Channel Sub-protocol Attribute), as specified in IETF RFC 8864 [Y].
Example of option 3:

a=dcmap:38754 max-time=150;
a=dcsa: 38754; dcapp-id="DC Application #1"

The allocated DC Application ID can be configured in the DC application package or signalled to the UE when the DC application is downloaded to the UE in bootstrap DC. When the UE initiates the DC for the application, the DC Application ID is included in the SDP media description of the SDP Offer.
The DC session related IMS entities (e.g. P-CSCF, S-CSCF, MRF, DChS, IMS-AS) triggers CDR report to the charging system with SDP media description including DC Application ID. 
The Data Channel Server (DChS) reports the CDR to the charging system illustrated in Figure 6.x.1.2-1, includes the CDR information triggered by the event of: 
· bootstrap DC establishment, update and release, 
· downloading of DC applications, 
· UE application triggered DC establishment , update and release to DChS.
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Figure 6.X.1.2-1: Policy control for DC in IMS
The charging system can converge the collected CDRs from IMS entities and 5GC NFs, and derive the charging information of DC service, according to MNO’s policy, in different level of granularity, e.g. per IMS session level, per SDP media description level, or per DC application level.

6.X.2
Procedures
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Figure 6.X.2.1-1: Example of policy and charging control for DC in IMS
1.
The DC application downloaded to UE_A triggers the establishment of DCs via sending the SIP INVITE request to UE_B, containing SDP media description for one or more Data Channels. Each data channel attribute is identified with DC Application ID in the SDP. If the DC applications has special QoS requirement, a line of a=3gpp-qos-hint is included in the SDP media description.

2.
UE-B responses the SDP offer with the accepted media stream description, the QoS-hint is accepted in the SDP. The CDR (includes the DC Application in the the SDP media description) is generated by the related terminating and originating IMS entities e.g., S-CSCF, P-CSCF, IMS-AS, DChS, MRFC, and reported to the charging system.
3. 
The P-CSCF instructs the PCF authorize the resource for the Data Channels according to the SDP media description. The PCF derives the QoS parameters based on the QoS hint in the media stream description, and generates service data flow filter based on the IP 5-tuples provided by the P-CSCF. The created PCC rule is sent to the SMF and triggers the PDU Session Modification procedure to establish the QoS flow for the transport of Data Channel traffic.
In case of DC Application ID is included in the media description of SDP, the PCF can verify the QoS-hint provided by UE and determine the proper QoS configuration base on network operator’s policy.
4.
The P-CSCF forwards the Offer Response to UE_A. Then UE_A  confirms receipt of the Offer Response and sends the Response Confirmation to the CSCF.
6.X.3
Impacts on Existing Nodes and Functionality
DChS is enhanced to support:

· Retrieving or allocating DC Application ID when a DC application is provided and uploaded to the DC Application Repository. 
· Maintains the association between DC applications and DC Application IDs.
· Delivery the associated DC Application IDs when a UE downloading DC applications.
· Generating CDRs.
IMS network entities (e.g., S-CSCF, P-CSCF, IMS-AS, MRFC, IBCF) are enhanced to support:

· Generating CDR in SDP negotiation, including DC Application ID of each DC stream.
PCF is enhanced to support following functionalities:

· Derives QoS parameters based on received QoS hint attribute from P-CSCF.
· Verify the DC QoS requirement via DC Application ID.
UE is enhanced to support following functionalities:
· Includes DC Application ID in the SDP offer when initiating SDP negotiation for a DC application.
>>>>END OF CHANGES<<<<
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