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Abstract: The scenarios that this solution can be applied to are clarified.
1. Introduction/Discussion
This contribution would like to clarify the scenarios that the solution can be applied to.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc100766550]6.2	Solution #2: Access to SNPN services via Untrusted non-3GPP access network
[bookmark: _Toc100766551]6.2.1	Introduction
Clause 5.30.2.8 and Annex D, clause D.3 of TS 23.501 [3] specify how the UE can access SNPN services via a PLMN.
This solution defines how the UE can access SNPN services via Untrusted non-3GPP access network.
[bookmark: _Toc100766552]6.2.2	Functional Description
To access SNPN services, a UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].
[bookmark: _Hlk100297277]UE initiates N3IWF selection for emergency services when it detects a user request for emergency session and determines that Untrusted non-3GPP access shall be used for the emergency access. The UE with SNPN subscription follows the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in TS 23.501 [3] clause 6.3.6.4.2.
Editor's note:	It is FFS whether the UE fully follows the selection procedure for UE not equipped with UICC as the UE's configured SNPNs can be available.
For SNPN Onboarding, this solution assumes that UE equipped with Default UE credentials only shall not attempt to register with an N3IWF. Instead, UE can only connects with a PVS using the IP connectivity from the local Untrusted non-3GPP access network (how the UE selects the PVS based on preconfigured information is out of 3GPP scope) and the PVS performs provisioning of the UE with SNPN credentials for primary authentication and other information to enable access to the desired SNPN, including N3IWF identifier configuration and Non-3GPP Access node selection information.
Editor's note:	Other ways for UE to select the PVS are FFS.
[bookmark: _Toc100766553]6.2.3	Procedures
The procedure for selection of N3IWF of an SNPN for a UE connected to an untrusted non-3GPP access network is identical to the procedure for selection of N3IWF of an SNPN for a UE connected to a PLMN, the latter being described in clause 6.3.6.2a of TS 23.501 [3].
The [NGAP] INITIAL UE MESSAGE should be extended to indicate the “selected NID” in addition to the existing “Selected PLMN identity”. The encoding of this additional information is left to RAN3 WG to determine.
NOTE:	The lack of “selected NID” in [NGAP] INITIAL UE MESSAGE in Rel-17 for untrusted non-3GPP access was omitted due to SNPN support was limited to 3GPP access.
[bookmark: _Toc100766554]6.2.4	Impacts on services, entities, and interfaces
UE impact:
-	Ability to apply the existing procedures for selection of N3IWF of an SNPN for a UE connected to a PLMN (described in clause 6.3.6.2a of TS 23.501 [3]) when the UE is connected over Untrusted non-3GPP access.
N3IWF impact:
-	Ability to select and to connect to the 5GC network of an SNPN and convey the “selected NID” to the AMF, in addition to the “Selected PLMN identity”.
NOTE:	It is up to RAN3 to decide how NGAP is extended i.e. which IE is used for forwarding the selected NID.
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