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Abstract of the contribution: This paper proposes an update on solution#16 for KI#3 in TR 23.700-85 to support URSP delivery in EPC for deployments where the PCF for the UE and the PCF for the PDU Session are different PCFs.

1 Discussion
This paper proposes to update solution#16 “URSPs into PCO for EPC” for KI#3 in TR 23.700-85 to resolve following EN:
“Editor’s Note: It is FFS the analysis of the solution for deployments where the PCF for the UE and the PCF for the PDU Session are different PCFs.”
The solution is based in the establishment of a UE Policy Association between the PCF-SM and the PCF-UE for the purpose of delivery and handling of URSPs for a UE in EPC. Therefore, the PCF-SM is the responsible to transfer UE Policy Containers received from the UE over N7 towards PCF-UE and also to receive those UE Policy Containers from the PCF-UE and to transfer them towards the UE via SMF+PGW-C over N7 procedures.
In this solution, the PCF-SM is a new consumer of the Npcf_UEPolicyControl service for the purpose of providing URSP updates to the UE in EPC. The communication between the PCF-SM and the SMF+PGW-C for the sending and reception of UE Policy Containers from/to the UE is according to the existing proposal for deployments where the PCF serving the UE and the PCF serving each of the PDU Sessions of this UE are the same PCF.
For the initial attach of a UE in EPC It is proposed the PCF-SM triggers the establishment of UE Policy Association towards PCF-UE upon PDU session establishment is requested by SMF+PGW-C including a UE Policy Container.
For the case where the UE moves from 5GS to EPC it is proposed the PCF-SM triggers the establishment of a UE Policy Association towards the PCF-UE upon the SMF+PGW-C notifies the PCF-SM about the UE is moved to EPC. 
For the case where the UE moves from EPC to 5GS the proposal is that the PCF-SM terminates any ongoing UE Policy Association established towards the PCF-UE when it is notified from the SMF+PGW-C.
Once the UE Policy Association is established between the PCF-SM and the PCF-UE, the PCF-UE may decide at any time to send an update of URSPs to the UE in EPC, e.g. triggered by an AF guidance on URSP trigger. In addition, the PCF-UE is also able to provide an URSP update at UE Policy Association establishment from PCF-SM.
Note that the existence of a UE Policy Association for a UE is a pre-requisite for the PCF-UE to detect that new URSP updates are needed for the UE, e.g. if there is no an ongoing UE Policy Association for a UE the PCF-UE is not subscribed to receive changes from UDR for this UE, so it is not able to trigger any URSP update due to new AF requests for guidance on URSP. 
For the case where the UE moves from 5GS to EPC, several issues need to be solved in relation with the establishment of a UE Policy Association from the PCF-SM:
· Issue1: How does the PCF-SM determine that the UE supports URSP provisioning in EPC?
When the UE registers in 5GS and the UE establishes a PDU session the PCF-SM has no information about whether the UE supports URSP delivery in EPC, therefore the PCF-SM cannot properly determine when a UE Policy Association towards the PCF-UE should be established or not for that UE.
· Issue2: What if there are multiple ongoing PDU sessions for the UE handled in the same PCF-SM?
If there are multiple ongoing PDU sessions for the UE handled in the same PCF-SM (e.g. in a deployment where the same PCF-SM handles all the PDU sessions for an S-NSSAI), with no additional handling the PCF-SM might trigger the establishment of a UE Policy Association per every PDU session when the SMF+PGW-C notifies the UE has moved to EPC in every PDU session. This may trigger unnecessary additional signalling in the network and cause collisions if the PCF-UE initiates URSP updates over all the ongoing UE Policy Associations.
NOTE: Whether the solution for URSP delivery in EPC can be restricted to a single PDU session established towards a specific combination of DNN/S-NSSAI (therefore PCF-SM will establish a single UE Policy Association towards the PCF-UE associated to the specific S-NSSAI/DNN) is discussed in DP S2-2203893.
· Issue3: What if there are multiple PCF-SMs handling PDU sessions for the UE?
If there are multiple PCF-SMs handling PDU sessions for the UE (e.g. one PCF-SM per S-NSSAI/DNN), every PCF-SM may establish a UE Policy Association towards the PCF-UE. With no additional handling, the PCF-UE upon a trigger for URSP update for the UE is received, may try to send the URSP update over the different ongoing UE Policy Associations which may cause collisions between the different UE Policy Associations.
NOTE: Whether the solution for URSP delivery in EPC can be restricted to a single PDU session established towards a specific combination of DNN/S-NSSAI (therefore only one PCF-SM will establish a single UE Policy Association towards the PCF-UE associated to the specific S-NSSAI/DNN) is discussed in DP S2-2203893.
· Issue4: How can the PCF-UE get the list of PSIs stored in the UE, since the PCF-SM is not providing such information as part of UE Policy Association establishment?
When the PCF-SM, upon notification from SMF+PGW-C indicating that the UE has moved to EPC, establishes a UE Policy Association towards the PCF-UE, the PCF-SM doesn’t provide any information about the PSIs stored in the UE (i.e. the UE doesn’t provide the UE STATE INDICATION UPDP message when the UE moves to EPC). Therefore, If the PCF-UE doesn’t receive such information at the UE Policy association establishment, it will assume no PSIs are stored in the UE and in this case will provide the full list of applicable URSPs to the UE, which would add unnecessary signalling in the network and additional processing in the UE.
· Issue5: How to discover and select PCF-UE in case more than one are deployed? 
Since it is proposed the PCF-SM is a new consumer of Npcf_UEPolicyControl service at PCF-UE a solution should be provided for the discovery and selection of the PCF-UE at the PCF-SM.
The proposal in this paper includes a solution for all the issues listed above.
2 Proposal
It is proposed to include the following change in TR 23.700-85. 

*** START OF CHANGES ***
[bookmark: _Toc100873879][bookmark: _Toc101366241]6.16.1.3	How to provision URSP to a UE in EPC
Thise solution in this paper proposes a mechanism that allows the network to update the URSPs for a UE in EPC, by encapsulating UPDP messages into a new ePCO parameter (from now on UE Policy Container ePCO) and transfer them to the UE via PDN connection.
In this clause, the PCF refers to a deployment where the PCF serving the UE and the PCF serving each of the PDU Sessions for this UE are the same PCF.
The solution assumes the same protocol (UPDP protocol) for URSP delivery between the PCF and the UE than in 5GC, although the final decision on this is up to stage 3.
The mechanism reuses the existing capability of the EPC network for sending ePCO from the UE to the SMF+PGW-C (and vice versa) and in addition it proposes a way to transport the UE Policy Container from the SMF+PGW-C to the PCF (and vice versa) based on reusing existing PDU session procedures.
For the delivery of URSPs to UEs in EPC, this solution assumes the standard solution for interworking architecture between EPC and 5GC as described in TS 23.501 [2].
When the PCF needs to send a UE Policy update towards the UE in EPC, it invokes a SM Policy Association Modification including the corresponding UPDP message into a new IE (UE Policy Container) in the N7 interface. When the SMF+PGW-C receives this new IE the SMF+PGW-C encapsulates it into UE Policy Container ePCO and transfers them to the UE by using existing procedure of PDN GW initiated bearer modification without bearer QoS update as defined in clause 5.4.3 of TS 23.401 [8].
When the UE in EPC needs to send a UPDP message towards the PCF in relation to UE Policy handling the UE first encapsulates the UPDP message into a UE Policy Container ePCO and then transfers it towards the SMF+PGW-C by reusing existing mechanisms. When the SMF+PGW-C receives such UE Policy Container ePCO from the UE, just forwards transparently the UE Policy Container towards the PCF by reusing SMF initiated SM Policy Association procedure (establishment or modification).
The solution also proposes that the UE has to be able to handle the reception of such UPDP messages received over EPC NAS signalling in a similar way than when received over 5GC NAS signalling in 5GC.
In addition, for those events happening in PCF which may trigger the sending of a URSP update for a UE (as described in clause 6.16.1.1), the PCF will check if the UE is currently in EPC, and if so will use one of these PDU sessions to trigger the delivery of the URSP updates, by invoking PCF initiated SM Policy Association modification procedure including the proper UE Policy Container.
The PCF refers to a deployment where the PCF serving the UE and the PCF serving each of the PDU Sessions of this UE are the same PCF.
Clause 6.16.1.4 describes the solution for deployments where the PCF for the UE (PCF-UE from now on) and the PCF for the PDU Session (PCF-SM from now on) are different PCFs and there are multiple PCFs for the PDU session.
Editor's note:	It is FFS the analysis of the solution for deployments where the PCF for the UE and the PCF for the PDU Session are different PCFs.
* * * Change * * * *
6.16.1.4	Deployments where the PCF for the PDU session and the PCF for the UE are different PCFs
The solution utilizes the establishment of a UE Policy Association between the PCF-SM and the PCF-UE for the purpose of the delivery and handling of URSP updates for a UE in EPC. Therefore, the PCF-SM is responsible to transfer UE Policy Containers received from the UE over N7 towards PCF-UE and also to receive those UE Policy Containers from the PCF-UE and to transfer them towards the UE via SMF+PGW-C over N7 procedures.
The PCF-SM is a new consumer of the Npcf_UEPolicyControl service for the purpose of providing URSP updates to the UE in EPC. The communication between the PCF-SM and the SMF+PGW-C for the sending and reception of UE Policy Containers from/to the UE is according to the existing proposal for deployments where the PCF serving the UE and the PCF serving each of the PDU Sessions of this UE are the same PCF as described in section 6.16.1.3.
For the initial attach of a UE in EPC it is proposed the PCF-SM triggers the establishment of a UE Policy Association towards PCF-UE upon a PDU session establishment is requested by SMF+PGW-C including a UE Policy Container.
For the case where the UE moves from 5GS to EPC it is proposed the PCF-SM triggers the establishment of a UE Policy Association towards the PCF-UE upon the SMF+PGW-C notifies the PCF-SM about the UE is moved to EPC.
For the case where the UE moves from EPC to 5GS the proposal is that the PCF-SM terminates any ongoing UE Policy Association established towards the PCF-UE when it is notified from the SMF+PGW-C. 
Once the UE Policy Association is established between the PCF-SM and the PCF-UE, the PCF-UE may decide at any time to send an update of URSPs to the UE in EPC, e.g., triggered by an AF guidance on URSP request. In addition, the PCF-UE is also able to provide an URSP update at UE Policy Association from PCF-SM when the UE initially attaches in EPC or when the UE moves from 5GS to EPC.
For the case where the UE moves from 5GS to EPC the following is proposed in relation with the establishment of a UE Policy Association from the PCF-SM:
· It is proposed to add an extension of the UE Policy Container which the UE sends at 5GS initial registration, so the UE may include an indication about whether the UE supports URSP delivery when in EPC. Then the PCF-UE stores that indication in UDR for the UE during 5GS initial registration as part of UE context policy control subscription information. When the UE moves to EPC, the PCF-SM determines whether the UE supports URSP delivery in EPC by checking UE context policy control subscription information in UDR and uses such indication to decide whether to establish a UE Policy Association towards the PCF-UE. 
· If there are multiple ongoing PDU sessions for the UE handled in the same PCF-SM (e.g., in a deployment where the same PCF-SM handles all the PDU sessions for an S-NSSAI), the PCF-SM controls that only one UE Policy Association is established and maintained for the same UE. That is, the PCF-SM will establish the UE Policy Association only for the first PDU session which reports the change to EPC. In addition, the PCF-SM will terminate the UE Policy Association at the time the last PDU session for this UE is terminated.
The PCF-UE is able to send a URSP update to a UE which has moved from 5GS to EPC if there is at least one ongoing PDU session for the UE in the PCF-SM, no matter if some PDU sessions have been terminated after the UE moves to EPC.
· For the case where there are multiple PCF-SMs handling PDU sessions for the UE it is proposed to extend the operation Npcf_UEPolicyControl_Create with an indication (e.g., “Handover5GtoEPC”) about whether the scenario triggering the establishment of the UE Policy Association is due to a handover from 5GS to EPC. 
With such indication the PCF-UE is able to correlate all these UE Policy Associations from different PCF-SMs and avoid the re-sending of URSP updates for each of the UE Policy associations. At the time the PCF-UE determines an update of URSP is needed for a UE, the PCF-UE will first select one of the UE Policy Associations for this UE including the new indication and use it for the URSP update delivery.
With this proposal the PCF-UE is able to send a URSP update to a UE which has moved from 5GS to EPC if there is at least one ongoing PDU session for the UE in at least one PCF-SM, no matter if some PDU sessions have been terminated in some PCF-SMs after the UE moves to EPC.
· Upon the reception of UE Policy Association establishment from PCF-SM including an empty UE Policy Container (the PCF-SM doesn’t receive the UE Policy Container from the UE at 5GS to EPC) and the new indication (i.e. “Handover5GtoEPC”), the PCF-UE gets the information about the PSIs stored in the UE (and other info that the UE includes in the UE Policy Container in Initial Registration in 5GS) from the former UE Policy Association for this UE which was established when the UE was in 5GS. 
For scenarios with N26, according to 23.502 section 4.11.1.2.1, the AMF deletes the UE Policy Association when the UE moves to EPC and it is not clear whether this deletion happens after or before the SMF+PGW-UE notifies the PCF-SM about the change to EPC. So, it is unknown whether the PCF-UE deletes the ongoing UE Policy Association (from 5GS) before the new one from PCF-SM (from EPC) is established.
In order to avoid that the information included in the former UE Policy association from 5GS is deleted in PCF-UE before the new one from PCF-SM is established, it is proposed to extend the operation for deletion of the UE Policy Association (Npcf_UEPolicyControl_Delete) with a new indication (e.g. “Handover5GtoEPC”) about whether the scenario triggering the deletion of the UE Policy Association is due to a handover from 5GS to EPC. When the AMF initiates the deletion because a handover from 5GS to EPC, the AMF includes such indication so the PCF-UE may delay the removal of the associated information for the ongoing UE Policy Association during a while, to wait for the establishment of the new UE Policy Associations from the PCF-SM.
In addition, when the PCF-UE delays the removal of the UE Policy Association, the PCF-UE delays other additional actions related with the removal of the association as the unbinding from the BSF or un-subscription to receive notifications from UDR, therefore unnecessary signalling due to the unbinding and immediate binding from BSF and un-subscription and immediate subscription to UDR again is avoided.
· When the PCF-SM needs to establish a UE Policy Association triggered by a 5GS to EPC handover, the PCF-SM first discovers the address of the PCF-UE by querying the BSF. This together with the one in previous bullet (i.e., “Handover5GtoEPC”), makes possible that the PCF-SM selects the same PCF-UE handling the UE Policy Association in 5GS, therefore the PCF-UE that receives the new UE Policy Association from the PCF-SM is able to get the list of PSIs stored in the UE from the former UE Policy Association in 5GS.
In case of different PCF-SMs are handling PDU sessions for the same UE, the PCF-UE selected by all of them will be the same PCF-UE. For the case of EPC initial attach the PCF-SM selects the PCF-UE based on the information retrieved from NRF query. 

[bookmark: _Toc100873880][bookmark: _Toc101366242]* * * Change * * * *
6.16.2.3	Procedures for deployments where the PCF for the PDU session and the PCF for the UE are different PCFs
[bookmark: _Hlk101797021]6.16.2.3.1	Initial Attach Procedure in EPC
This clause extends the procedure in 6.16.2.1 when the PCF for a PDU session is different than the PCF for a UE.

 
Steps 1-7: They are the same than the ones described for deployments with a collocated PCF in section 6.16.2.1, with the difference that in step 5 the SMF+PGW-C selects a PCF for a PDU session (PCF-SM)
Step 2: The PCF-SM checks that the SMF+PGW-C provided a UE Policy Container in step 1 and then request the establishment of a UE Policy Association towards PCF-UE providing the UE Policy Container received from the SMF+PGW-C.
Step 3: The PCF-UE follows standard procedure to handle the UE Policy establishment as defined in TS 23.502 section 4.16.11 for the roaming case. It determines whether an update of URSP is needed and in such a case generates a UE Policy Container including the URSP update (UPDP message MANAGE UE POLICY COMMAND). 
Step 4: The PCF-UE answers the UE Policy Association establishment request.
Step 5: If a UE Policy Container is provided to the PCF-SM in step 4, the flow continues with steps 2-14 from procedure defined in section 6.16.2.2 for deployments with a collocated PCF and the PCF-SM forwards the UE Policy Container to the UE via SMF+PGW-C.

* * * Change * * * *
6.16.2.3.2 	URSP update initiated by PCF
This clause extends the procedure in 6.16.2.2 for URSP updates initiated by the PCF when the PCF for a PDU session is different than the PCF for a UE.


Step 0: An event as described in clause 6.16.1.1 happens in the PCF-UE. The PCF-UE triggers the re-evaluation of applicable URSPs for the UE and determines an update of URSP is needed for the UE.
Step 1: In case several ongoing UE Policy Associations with new indication “5GS to EPC handover” exists in the PCF-UE this selects one of them for the delivery of the URSP update. 
Step 2: The PCF-UE generates the corresponding UE Policy Container (UPDP message MANAGE UE POLICY COMMAND) in a similar way than it is done in 5GC (according to 23.502 clause 4.16.12.2) and then invokes Npcf_UEPolicyControl_UpdateNotify including the UE Policy Container.
Step 3: PCF-SM answers Npcf_UEPolicyControl_UpdateNotify.
Step 4: It follows the steps 2-14 from section 6.16.2.2 for a deployment with a collocated PCF.
Step 5: The PCF-SM sends Npcf_UEPolicyControl_Update to provide the received UE Policy Container (including MANAGE UE POLICY COMMAND COMPLETE UPDP message from the UE) to the PCF-UE.
Step 6: The PCF-UE processes the MANAGE UE POLICY COMMAND COMPLETE in a similar way than in 5GC as defined in TS 29.525 [9] and answers Npcf_UEPolicyControl_Update.

* * * Change * * * *
6.16.2.3.4	Handover from 5GS to EPC
This clause shows the impact in the procedure for 5GS to EPC handover when the PCF for a PDU session is different than the PCF for a UE.


Step 1: It follows standard procedure for 5GS to EPC handover as described in TS 23.502 section 4.11.1.2.1-1 (similar for handover with idle mobility); 
Step 2: For the scenarios with N26 the AMF invokes the deletion of UE Policy Association including a new indication “5GS handover to EPC”;
Step 3-4: Based on the new indication (“5GS handover to EPC”) the PCF-UE, after the PCF-UE answers the AMF, the PCF-UE decides to maintain the UE Policy association for a configurable period (e.g. 20s), until the new UE Policy Association from the PCF-SM is received. In addition, during this period, no other actions associated to the removal of the UE Policy Association (e.g. unbinding from BSF or un-subscription from UDR notifications for this UE) are executed.
NOTE 1: If step 2 happens after step 8 the PCF-UE may remove directly the former UE Policy Association.
Step 5: SMF+PGW-C notifies PCF-SM about the handover to EPC invoking Npcf_SMPolicyControl_Update Request. 
This step happens for every ongoing PDU session handled by the PCF-SM.
Step 6: PCF-SM answers SMF+PGW-C as in standard procedure.
Step 7. The PCF-SM determines whether the UE supports URSP delivery in EPC by checking UE context policy control subscription information in UDR and based on that decides to establish a UE Policy Association towards the PCF-UE.
NOTE 2: For those deployments where the solution is restricted to a specific combination of S-NSSAI/DNN the PCF-SM also checks if the PDU session being notified by SMF+PGW-C is established towards the specific S-NSSAI/DNN. In other case the PCF-SM controls that only one UE Policy Association Establishment is established and maintained for the same UE. In case the same PCF-SM maintains several PDU sessions for the same UE the PCF-SM will establish the UE Policy Association only for the first PDU session establishment which reports the change of RAT-Type. 
Step 8: The PCF-SM discovers the address of the PCF-UE handling the UE by querying BSF.
Step 9: The PCF-SM establishes a UE Policy Association towards the PCF-UE including an empty UE Policy Container, i.e. no information about PSI list in the UE is provided to the PCF-UE and an indication about the trigger for the UE Policy association establishment (“5GS to EPC handover”). Based on that new indication, the PCF-UE recovers the information about the PSI list in the UE from former UE Policy Association for the UE.
NOTE 3: If the removal of associated information for the former UE Policy Association was delayed, the PCF-UE can now delete it. Since additional UE Policy Associations are still ongoing for this UE (the one from PCF-SM) the PCF-UE doesn’t execute other additional actions associated to the removal of the UE Policy Association (e.g. unbinding from BSF or un-subscription from UDR notifications for this UE).
Step 10: Based on the indication received in step 9, the PCF-UE recovers the information about the PSI list in the UE from former UE Policy Association for the UE.
NOTE 4: If the removal of associated information for the former UE Policy Association was delayed, the PCF-UE can now delete it. Since additional UE Policy Associations are still ongoing for this UE (the one from PCF-SM) the PCF-UE does not execute other additional actions associated to the removal of the UE Policy Association (e.g. unbinding from BSF or un-subscription from UDR notifications for this UE).
Step 11: The PCF-UE follows standard procedure to handle the UE Policy establishment as defined in TS 23.502 section 4.16.11 for the roaming case. It determines whether an update of URSP is needed and in such a case generates a UE Policy Container including the URSP update (UPDP message MANAGE UE POLICY COMMAND).  
Step 12: the PCF-UE sends Npcf_UEPolicyControl create answer including a UE Policy Container with the URSP updates if needed.
Step 13: Follows Steps 2-14 of the procedure described in section 6.16.2.2.1 for URSPs update initiated by PCF.

* * * Change * * * *
[bookmark: _Toc100873883][bookmark: _Toc101366245]6.16.3	Impacts
Impact on interface:
N7: Introduce additional IE for the transfer of UE Policy Container between SMF+PGW-C and PCF.
NAS, S11, S5/S8(?): Introduce new parameter UE Policy Container in ePCO.
Impact on PCF:
-	Handling of UE Policy Container within SM Policy Association procedures.
-	For those cases where PCF initiates the sending of URSP update for a UE in EPC, the triggering of SM Policy Association modification including the new IE with MANAGE UE POLICY COMMAND UPDP message.
-  PCF-SM establishes UE Policy Association towards PCF-UE upon EPC initial attach and 5GS to EPC handover.
-  PCF-UE handles new indication in UE Policy association deletion so it may delay the removal of UE Policy Association in PCF-UE during a short configured period, waiting for the new one established from PCF-SM. 
-  PCF-UE handles new indication in UE Policy Association establishment from PCF-SM at handover to EPC, so it may get the list of PSIs stored in the UE from former UE Policy Association from 5GS.
Impact on SMF+PGW-C:
-	Upon reception of UE Policy Container ePCO in Create Session Request, the SMF+PGW-C forwards the UE Policy Container to the PCF at SM Policy Association establishment. Use the reception of UPDP Container as an additional reason to establish the SM Policy Association, even in case the network configuration for the APN of the PDN connection does not require PCF involvement.
-	Upon reception of UE Policy Container from PCF during SM Policy Association initiated by PCF, SMF+PGW-C performs a Bearer Modification Procedure without bearer QoS update including the UE Policy Container ePCO.
-	Upon reception of Update Bearer Response from MME including UE Policy Container ePCO, the SMF+PGW-C forwards the received UE Policy Container to PCF.
Impact on UE:
-	During initial attach in EPC, the UE includes UE STATE INDICATION UPDP message into UE Policy Container ePCO in PDN Connectivity Request encapsulated in Attach Request.
-	The UE receives MANAGE UE POLICY COMMAND in UE Policy Container ePCO during EPS Bearer Context Request and process it as in 5GC. The UE generates MANAGE UE POLICY COMPLETE UPDP message and send it to the MME encapsulated into a UE Policy Container ePCO in EPS Bearer Context Response.
-  The UE includes additional parameter in UE Policy Container at 5GS initial registration about whether it supports URSP provisioning via EPC.
Impact on AMF:
-	For deployments with N26 the AMF includes a new indication when the UE Policy Association is deleted due to a 5GS to EPC handover.
Impact on UDR:
-	The information in UE context policy control subscription information is extended with a new attribute which indicates whether the UE supports URSP delivery in EPC.

*** END CHANGES ***
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9. Npcf_UEPolicyControl_Create  Req
(“5GSHandoverToEPC”, UEPolicyContainer(Empty) ..)
1: 5GS to EPS handover for single-registration mode with N26 interface as from 23.502 4.11.1.2.1-1
3. UE Policy Association is kept for a configured period
5. Npcf_SMPolicyControl_Update Req (RAT-Type=EPC,..)
2. Npcf_UEPolicyControl_Delete Req (“5GSHandoverToEPC”)
4. Npcf_UEPolicyControl_Delete Ans (..)
6. Npcf_SMPolicyControl_Update Ans (..)
7. Check whether new UE Policy Association is needed
8. PCF-UE selection
10. Get PSIs from former UE Policy Association (5GS)
12. Npcf_UEPolicyControl_Create  Ans
(UEPolicyContainer (MANAGE UE POL),..)
13: Steps 2-14 of 4. Steps 2-14 from section 6.16.2.2 URSP update initiated by PCF
11. UE policy container creation as described in TS 23.502, 4.16.11.



