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Abstract of the contribution: This paper discusses the need to provide the DNN used for N6 routing from SMF to I-SMF.
1 Discussion

1.1 EPS: APN used for SGi routing in actual network deployment
In EPS, observations from the real network deployments shows the APN used for SGi routing in PGW may be different from the APN received from MME to route the SGi traffic. For example,
the same APN is used by UEs belonging to different enterprises, and the traffic from the UEs are expected to be routed to user’s own enterprise network, which implies that the APN received from the MME cannot be used for SGi routing, i.e. a different APN is needed to route UE’s traffic over SGi. 

The above is typically achieved in a proprietary way in the operator’s network, e.g. for an enterprise user, a Radius server may be deployed to provide the modified APN for the SGi routing.
1.2 5GS: I-SMF selecting PSA 
TS 23.501 clause 5.34.4 specifes the following:
5.34.4 Usage of an UL Classifier for a PDU Session controlled by I-SMF

This clause applies only in the case of non-roaming or LBO roaming as control of UL CL/BP in VPLMN is not supported in HR case.

When I-SMF is involved for a PDU Session, it is possible that the UL CL controlled by I-SMF is inserted into the data path of the PDU Session. The usage of an ULCL controlled by I-SMF in the data path of a PDU Session is depicted in Figure 5.34.4-1.
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Figure 5.34.4-1: User plane Architecture for the Uplink Classifier controlled by I-SMF

The I-SMF determines whether UL CL will be inserted based on information received from SMF, and the I-SMF selects the UPFs acting as UL CL and/or PDU Session Anchor providing local access to the Data Network.

[Observation-1] I-SMF may select PDU Session Anchor providing local access to the Data Network.
[Observation-2] As shown in Figure 5.34.4-1 of TS 23.501, the local access provided by the I-SMF selected PSA is towards the same Data Network as for the SMF selected PSA, which implies that the I-SMF, shall use the same DNN as the SMF for N6 routing. 
TS 23.501, clause 5.34.6.2 specifies the following:

5.34.6.2 N4 information sent from SMF to I-SMF for local traffic offload
The SMF generates N4 information for local traffic offload based on the available DNAI(s) indicated by the I-SMF, PCC rules associated with these DNAI(s) and charging requirement. This N4 information is sent from the SMF to the I-SMF after UL CL/Branching Point insertion/update/removal, and the I-SMF uses this N4 information to derive rules installed in the UPFs controlled by the I-SMF.
The N4 information for local traffic offload corresponds to rules and parameters defined in clause 5.8.2.11, i.e. PDR, FAR, URR and QER. It contains identifiers allowing the SMF to later modify or delete these rules.
N4 information for local traffic offload is generated by the SMF without knowledge of how many local UPF(s) are actually used by the I-SMF. The SMF indicates whether a rule within N4 information is enforced in UL CL/ Branching Point or local PSA. If the rule is applied to the local PSA, the N4 information includes the associated DNAI. The I-SMF generates suitable rules for the UPF(s) based on the N4 information received from SMF.
[Observation-3] The SMF indicates whether a rule within N4 information is enforced in local PSA, and if the rule is applied to the local PSA, the N4 information includes the associated DNAI.
[Observation-4] Per TS 29.502 (see below), 

During PDU Session creation, the AMF provides to I-SMF selectedDnn if different from the UE requested DNN, and I-SMF forwards the selectedDnn to the A-SMF.
During mobility, selectedDnn if applicable is transferred to the new I-SMF.
6.1.6.2.2
Type: SmContextCreateData
6.1.6.2.9
Type: PduSessionCreateData
6.1.6.2.39
Type: SmContex
	Attribute name
	Data type
	P
	Cardinality
	Description

	…
	…
	..
	…
	…

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.

	SelectedDnn
	Dnn
	C
	0..1
	This IE shall be present, if another DNN other than the UE requested DNN is selected for this PDU session.

When present, it shall contain the selected DNN. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.


[Observation-5] During PDU Session creation, the I-SMF does not have the information of DNN finally used for N6 routing if the selectedDnn is modified in A-SMF.
1.3 5GS: DNN used for N6 routing 
When 5GS is deployed, the functionality in EPS described in section 1.1 is expected to continue to work, that is, the DNN used for N6 routing may be different from the DNN received from AMF.

If the I-SMF is involved in selecting the local PSA, the I-SMF needs to know the DNN for N6 routing to select the appropriate local PSA. 

NOTE 1: DNAI received from SMF in [Observation-3] is used to select the local access to the DN.

Currently I-SMF knows the DNN received from the AMF but not the final DNN for N6 routing (if different from from the one received from the AMF) as in captured in [Observation-5]. To address this issue, it is proposed to allow the SMF to pass the “DNN for N6 routing” to the I-SMF. 
[Proposal-1] It is proposed that SMF, based on network configuration, provides the DNN for N6 routing to I-SMF. 

NOTE 2: DNN replacement described in clause 5.6.1 of TS 23.501 serves different purpose e.g. to replace UE requested DNN that is not supported by the network. 
2 Proposal

[Observation-1] I-SMF may select PDU Session Anchor providing local access to the Data Network.
[Observation-2] As shown in Figure 5.34.4-1 of TS 23.501, the local access provided by the I-SMF selected PSA is towards the same Data Network as for the SMF selected PSA, which implies that the I-SMF, shall use the same DNN as the SMF for N6 routing. 

[Observation-3] The SMF indicates whether a rule within N4 information is enforced in local PSA, and if the rule is applied to the local PSA, the N4 information includes the associated DNAI.
[Observation-4] Per TS 29.502, 

During PDU Session creation, the AMF provides to I-SMF selectedDnn if different from the UE requested DNN, and I-SMF forwards the selectedDnn to the A-SMF.
During mobility, selectedDnn if applicable is transferred to the new I-SMF.
[Observation-5] During PDU Session creation, the I-SMF does not have the information of DNN finally used for N6 routing if the selectedDnn is modified in A-SMF.
[Proposal-1] It is proposed that SMF, based on network configuration, provides the DNN for N6 routing to I-SMF. 

See the draft CRs on 23.501 and 23.502. 
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