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Abstract of the contribution: This paper removes Editor Notes in Solution 8 related to handling of AoI in subscription for “Any UE”
1	Introduction
[bookmark: _Toc100835693]This paper solves the Editor Note in Solution #8 related to handling of AoI as filter condition in the procedure described in TR 23700-62 in clause 6.8.3 “Support to existing (R16-R17) data analytics with QoS Flow level measurements”. This Editor Note states the following:
Editor's Note:  It is FFS how the solution works when NWDAF requests reporting filtered based on whether the UE is an AoI.
In Solution #8, the subscription to the proposed new event is done via SMF as the procedure in clause 6.8.3 describes. TS 23.288 [5] already specifies in clause 6.2.2 what NWDAF shall do to retrieve data from SMFs for Analytics IDs subscription or requests for "any UE" including Analytics Filter Information with specific Applications, DNNs, DNAIs and area of interest per TA granularity:
“NWDAF shall first discover the SMF serving the area of interest via NRF.
NOTE 8:	Examples of Analytics ID requiring NWDAF to collect data related to PDU sessions associated with an AoI with TA granularity are: network performance clause 6.6.1; user data congestion clause 6.8.1, QoS Sustainability clause 6.9.
NWDAF may directly consume events from the discovered SMF using the event target set to "any PDU session", and event filters with the same parameters of the Analytics Filter Information, i.e. list of Application IDs, and/or DNNs, and/or DNAI, and the area of interest related to the requested Analytics ID.
1.	When SMF supports the exchange of UE Location parameter when SMF interacts with AMF via Nsmf_PDUSession_Create/Update/CreateSMContext/UpdateSMContext due to session establishment, modification, or release, service request, or handover procedures (as defined in the TS 23.502 [3] clause 5.2.8.2), SMF can directly map the PDU sessions to an AoI with TA granularity.
	If there are any changes in PDU sessions in the area of interest, for the Application ID, and/or DNN, and/or DNAI subscribed by NWDAF, SMF notifies the detected changes to NWDAF via Nsmf_EventExposure_Notify service operation, enabling NWDAF to keep an updated map of SMF and PDU sessions associated with the Analytics Filter Information in an area of interest.
2.	When SMF does not support the exchange of UE Location parameter when SMF interacts with AMF but supports the mapping of PDU sessions per TA (as defined in TS 23.501 [2] clause 5.6.11), SMF may subscribe to UE mobility event notifications of AMF as described in clause 5.3.4.4 of TS 23.501 [2] using event ID "UE moving in or out of Area of Interest" and Event Filters as described in Table 5.2.2.3.1-1 from TS 23.502 [3] to retrieve the list of SUPIs (and GPSIs if available) in the area of interest. Based on the retrieved list of SUPIs in the area of interest, SMF identifies the PDU sessions in the area of interest.
3.	When SMF does not support the exchange of UE Location parameter when SMF interacts with SMF nor supports the mapping of PDU sessions per TA (as defined in TS 23.501 [2] clause 5.6.11), SMF rejects the request from NWDAF. Upon the reject, NWDAF identifies the need to create the mapping of PDU sessions per TA. NWDAF subscribes to UE mobility event notifications of AMF as described in clause 5.3.4.4 of TS 23.501 [2] using event ID "UE moving in or out of Area of Interest" and Event Filters as described in Table 5.2.2.3.1-1 from TS 23.502 [3] to retrieve the list of SUPIs (and GPSIs if available) in the area of interest. Based on the retrieved list of SUPIs in the area of interest, NWDAF subscribes to the SMFs serving the UEs in the area of interest and derives the mapping of PDU sessions per TA.”
In solution #8, the AoI can be an event filter condition in the subscription to SMF to the proposed new event. The solution reuses the already described mechanisms. That is already described in 6.8.3. procedure step 2 NOTE 1. The relevant text in that Note is highlighted below.
NOTE 1:	How NWDAF selects SMF is specified in TS 23.288 [5] clause 6.2.2. including how any filter for Area of Interest (AOI) is considered for SMF selection (and by SMF for PDU Session Selection). If NWDAF subscription to SMF is for a UE or UE Group, NWDAF may subscribe indirectly via UDM. If it is for “Any UE”, it subscribes directly to SMF.
The proposal is to remove the Editor’s Note without further updates in the procedure text.
********** Start Changes*************
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc96958847][bookmark: _Toc96964624][bookmark: _Toc97307778]Solution #8: Support to existing (R16-R17) data analytics with QoS Flow level measurements
[bookmark: _Toc100835697]6.8.1	Key Issue mapping
This is a solution for KI#2.
[bookmark: _Toc100835698]6.8.2	Description
This solution extends Rel-17 UPF Exposure Service QoS Monitoring event, with additional measurements of QoS Flow level performance information for a User PDU Session and QoS Flow. Besides, the QoS Monitoring measurement, this event can provide:
-	QoS Flow Bandwidth measurements: It provides bitrate measurements (UL, DL and/or overall) for a PDU Session and QoS Flow.
NOTE 1:	This event can be extended with other QoS Flow performance measurements in the future when available and required.
With this extension, the NWDAF requirements on UPF event exposure service(s) to collect performance data of PDU Session QoS Flows are satisfied as follows:
-	Observed Service Experience: using the QoS monitoring event and from that, QoS Monitoring Measurement and/or QoS Flow Bandwidth measurements for the PDU Session and QFI as requested. See NOTE 2.
-	Redundant Transmission Experience: using QoS monitoring event and from that, QoS Monitoring Measurement for the PDU Session and QFI for Redundant Transmission QoS Flow. If the redundant transmission on N3/N9 interfaces is activated, measurements for both UP paths respectively are included.
NOTE 2:	UPF awareness of Packet transmission and retransmission depends on the specific application transport protocol. Number of Packet transmission and retransmission can’t be measured for a QoS Flow in UPF due to this limited visibility. The observed number of packets transmitted/retransmitted or a retransmission rate measurement can be considered in UPF event exposure for User PDU Session service data usage for applications with transport protocols that allow so. This has been considered in Solution 9.
In this solution, the subscription to QoS monitoring event goes via SMF which simplifies the procedure and guarantees aligned selection decisions for data collection from UPF and SMF.
SMF determines the PDU Sessions and UPFs impacted by this request and determines the QFI of QoS Flows to be monitored (for example the QFI for the PDU Session and Application). 
When packet delay for QoS Flows measurement is requested, SMF can decide whether this subscription influences QoS Monitoring activation and how. SMF may activate QoS Monitoring. SMF may only update activation towards UPF with direct reporting information. SMF sends Session Reporting Rules to UPF with Control Information for the measurements and with Direct Reporting information accordingly.
UPF notifies the QoS Monitoring event directly to NWDAF as instructed. It provides Measurements as requested (QoS Monitoring Measurement and/or QoS Flow Bandwidth measurements) including for which QFI they have been performed.
[bookmark: _Toc100835699]6.8.3	Procedures
This procedure provides NWDAF with QoS Flow level Measurements for a User PDU Session. 

 
Figure 6.8.3-1: Procedure for Data Collection of QoS Flow Performance measurements from UPF. Example Use case for Observed Service Experience Analytic (TS 23.288 [5] clause 6.4)

The procedure is as follows:
1.	NWDAF receives an Analytics Info Request that requires UPF Data collection, in this example, for Service Experience (OSE) for an Application Id. For example, that could be for a UP Path (DNAI) for a specific UE and for certain DNN and S-NSSAI.
2.	NWDAF determines the data collection needed, in this case, QoS Flow Performance Data and other data network information from NF providers and from AF, as specific in TS 23.288 [5] clause 6.4. NWDAF selects the entities that provide input data, including the SMF for the Subscription to UPF QoS Flow performance Data.
NOTE 1:	How NWDAF selects SMF is specified in TS 23.288 [5] clause 6.2.2. including how any filter for Area of Interest (AOI) is considered for SMF selection (and by SMF for PDU Session Selection). If NWDAF subscription to SMF is for a UE or UE Group, NWDAF may subscribe indirectly via UDM. If it is for “Any UE”, it subscribes directly to SMF.
NOTE 2:	An operator should use "any UE" with caution, since per flow monitoring of a large amount of flows could have impact on UPF performance.
Editor's Note:  It is FFS how the solution works when NWDAF requests reporting filtered based on whether the UE is an AoI.
3.	NWDAF sends a Nsmf_Event Exposure Subscribe Operation to SMF for QoS Monitoring Event. The request includes the event filters (target (for example SUPI) and other like DNN, S-NSSAI, DNAI and AppId) and event Reporting Information (required DataSubset (QoS Monitoring Measurement and/or QoS Flow Bandwidth Measurements), Control Information for the measurements and Reporting and Notification Control Information).
4.	SMF Selects the target PDU Session. SMF also determines the UPF that has to perform the measurements (DNAI if provided is considered at this stage) and the QFI of QoS Flows to be monitored (e.g. QFI allocated to the Application in the PDU Session).
5-6.	SMF can decide whether this subscription influences QoS Monitoring activation and how. SMF may activate QoS Monitoring. SMF may only update previous activation providing UPF with direct reporting information. SMF sends a Session Modification update towards UPF with Session Reporting Rules including Control Information for QoS Monitoring Measurements and/or QoS Flow Bandwidth Measurements and Direct Reporting information.
7.	UPF performs the QoS Flow measurements as required with AN assistance when needed.
8.	QoS Flow Level measurements trigger a Nupf Event Exposure Notification towards NWDAF according to the Control Information received. The Notification is for a PDU Session and QoS Flow and includes among other QoS Monitoring Measurement and/or QoS Flow Bandwidth Measurements with corresponding QFI.
9.	NWDAF derives the requested Analytics for the data that it has collected.
10.	NWDAF sends a Response to the Analytics Info Request with the Estimated Experience for the User and Application on the UP Path.

[bookmark: _Toc100835700]6.8.4	Impacts on services, entities and interfaces
This solution impacts the System as follows:
-	Nsmf Event Exposure Subscription needs to be enhanced:
-	It is enhanced to support subscription to QoS Monitoring event, so NWDAF as consumer can collect data of QoS Flow performance. The target of the subscription to this event may correspond to a UE ID (SUPI), an Internal Group Identifier, or may include a “Any UE” indication. Event Filters are used to specify the conditions for notifying the events. Example parameters for this event are DNN, S-NSSAI, DNAI, Application Identifier. 
-	The subscription includes also additional Event Reporting. Information, including the required DataSubset (QoS Monitoring Measurement and/or QoS Flow Bandwidth Measurements), Control Information for the measurements and Reporting and Notification Control Information).
-	PFCP Session Establishment/Modification is enhanced as follows:
-	Session Reporting Rules (SRR) are enhanced to support new type of session data to report for Direct Reporting. Rules are enhanced to provide new Control for QoS Monitoring per QoS Flow for the QoS Flow Bandwidth Measurements. Direct Reporting is always provided.
-	Control for QoS Flow Bandwidth Measurements includes QFI, requested measurements (UL, DL and/or overall bitrate), Reporting Frequency (for example, by event or periodic) and complementary information as needed, like thresholds to trigger reporting, or measurement period (periodic reporting). 
-	SMF is enhanced as follows:
-	To support the described Subscription to QoS Monitoring event, select the relevant PDU Session, and determine the Session Reporting Rules, including the described enhancements. SMF sends these Rules to UPF in PFCP Session Establishment/Modification message to activate monitoring and reporting towards NWDAF.
-	UPF is enhanced as follows:
-	To support the new information in Session Reporting Rule, perform the requested measurements and trigger notifications according to these rules. It sends the notification as instructed by Direct Reporting Information. It supports the enhancements in Nupf Event Exposure Notification for QoS Monitoring event including for QoS Flow Bandwidth Measurements (see below).
-	Nupf Event Exposure Notification for QoS Monitoring event is enhanced as follows:
-	It is extended to convey QoS Flow Bandwidth measurements (UL, DL and/or overall bitrate) including the QFI for which the measurement has been performed.
NOTE 1:	Additional measurements may be provided in the future (as an example, with QoS Flow retransmission rate measurements) and services/interfaces should allow such extensions.
-	NWDAF is enhanced as follows:
-	To collect QoS Flow level performance measurements from UPF subscribing to SMF Event Exposure Service Subscription for QoS Monitoring event. It receives Nupf Event Exposure notifications for QoS Monitoring event with the Measurements for QFIs, and correlates information from different sources to produce Analytics.

*************** End Changes ***************
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