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1. Discussion
This paper introduces a new solution to address key issues on group management, provisioning of traffic characteristics and monitoring of performance characteristics.
2. Proposal
It is proposed to update TR 23.700-74 for FS_GMEC as follows
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[bookmark: _Toc519004414]
* * * * Second change (All New) * * * *
6.X Solution #X: Support for group attribute management
[bookmark: _Toc16839383][bookmark: _Toc21087542][bookmark: _Toc92883030][bookmark: _Toc92890921][bookmark: _Toc97282998]6.X.1	Introduction
[bookmark: _Toc16839384][bookmark: _Toc21087543]This solution addresses the KI#1 & KI#3, in dynamically creating a group of UEs that is used for a specific purpose, service and duration.
A group can be set with the service area that are applicable to each UE within the group. This may be created as a subset of the static subscription groups to be in compliance with the operator policy and UE can belong to multiple groups concurrently.
[bookmark: _Toc92883031][bookmark: _Toc92890922][bookmark: _Toc97282999]6.X.2	Functional Description
When an AF creates a group, it may provides an explicit list of group members (each identified by the UE ID or UE address) or may provide an implicit list of group members where group members correspond to any UE that shares a specific property related with the group membership definition e.g. UEs in a specified service area.
AF creates and configures group, with dynamic group members, and subsequently group profiles are stored in the UDR. Consumer NFs can then retrieve such ad-hoc group details from UDM/UDR, as required.

[bookmark: _Hlk96345218][bookmark: _Toc23254043]

Editor's note:	It is FFS what is the UE address, static IP address or MAC address of device behind UE or IP addresses assigned from 5GC for the PDU Session?

6.X.3	Group Provisioning Procedure
Figure 6.X.3-1 provides the details of the procedures:


Figure 6.X.3-1: AF Creating and Provisioning Group ID profiles to 5GC
Step 1: AF decides to configure an ad-hoc group based on the specific use case or application criteria e.g. all UEs in a given service area. It assigns an (external) Group ID, Group Type and optionally includes a list of UEs to the group. AF then sends Nnef_ParameterProvision_Create/Update/Delete request OR Nnef_GroupParameterProvision_Create/Update/Delete request (Group ID, Group Type, external Group member definition (based on Service area)) to UDM via NEF in case of non-trusted AF deployment. Group Type is used e.g. to differentiate with Rel-17 subscription specific predefined group.
[bookmark: _Hlk100308417]Editor's note:	It is FFS whether there is a need to group type, and what the values can be set.
Step 2: NEF after authorizing the AF request, translates the external information to 5GC internal information e.g. external group ID into an internal group ID. The NEF creates or updates this information in UDM by sending Nudm_ParameterProvision_Create/Update/Delete request (Group ID, Group Type, Service area definition or Area of Interest or TAI(s))

Step 3-4: UDM stores the Information in UDR using Nudr_DM_Query/Update messages.
Step 5-6: AF receives the Response message to its request in step 1.
Step 7: Consumer Network Function e.g. AMF and SMF may subscribe and get notified on these information. In case of NF enforced functionality (e.g. Service area related restriction) the subscribing to the notification is mandatory. If the group membership information is to be provided to AMF and/or to SMF; belowfollowing 2 mechanism is are envisaged:
· when a property related with the group membership definition has been provided: NFs (e.g. AMF, SMF) interested in knowing these ad-hoc groups subscribes onto UDR about subscribe to UDM for the subscription data changes (creation / modification / deletion) of the group member UEsof such groups. When such groups are subject to a creation / modification / deletion, the UDR UDM notifies the subscribed NF for the respective group member UEs. UDM may also indicate shared data identifier, as mentioned in TS 23.501 [2] clause 4.15.6.2 and explained in TS 29.503 [X] clause 5.2.2.  The subscribed NF: AMF, SMF checks whether the property related with the group membership definition applies for the UE(s) and/or PDU Session they handle
· For ad-hoc groups whose membership is explicitly defined, the UDM may when sending subscription data to AMF and SMF check whether the target UE is belonging to an ad-hoc group
In case of PCF has subscribed to receive -AM subscriptionnotification on the shared data, UDR notifies using Nudr_DM_Notify procedure. for ad-hoc membership in UDR, when an AM Policy Association has been Established and during the life time of the association the PCF checks whether a rule for ad-hoc membership is (or is no more) applicable to the UE. When an ad-hoc group is no longer applicable to the UE, the PCF requests the UDM to update the user subscription with new membership information (UE member of a new group, UE is no longer a member of a group).
[bookmark: _Toc92883033][bookmark: _Toc92890924][bookmark: _Toc23254044]Editor's note:	It is FFS whether the same purpose can be achieved via spatial validity in AF request, e.g. clause 5.6.7 in TS 23.501 [2].
6.X.54	Impacts on existing entities and interfaces
The identified enhancements concern Information elements contained in AF request (TS 23.501 [2] - Table 5.6.7-1):
· The IE Information on AF subscription to corresponding SMF events shall be enhanced to indicate whether the AF subscribes to change specific to a particular group e.g. updates on group member due to UE moving out of service area, etc.
· Enhancements to externally indicated service area definition into TAI or Area of Interest or to existing IE Potential Locations of Applications and IE Spatial Validity Condition)
NFs (AMF, SMF, PCF) provisioning to the group membership definition and NF subscription to the group event notifications and taking the required actions.
PCF performing mapping between the UDM UDR stored QoS attributes and 5GS QoS parameters, manages the potential conflicts of the QoS definitions, and triggers PCF initiated SM Policy Association Modification/ Termination for each UE belonging to the group.
* * * * End of changes * * * *
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