

	
3GPP TSG-WG SA2 Meeting #150E e-meeting  	S2-2203218
Elbonia, April 6 – 12, 2022	(revision of S2-2201994r04)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.288
	CR
	0511
	rev
	1
	Current version:
	17.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Alignment and corrections on analytics subscription procedures 

	
	

	Source to WG:
	China Telecom, Huawei, Hisilicon, Nokia, KDDI

	Source to TSG:
	SA2

	
	

	Work item code:
	eNA_Ph2
	
	Date:
	2022-03-29

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Inconsistent subscription and request service between description and figure in some clause about procedure.

	
	

	Summary of change:
	1. Add “Nnwdaf_AnalyticsSubscription_Subscribe” in Figure 6.10.4-1 Step1 to align with later description in 6.10.4;
2. Add “Nnwdaf_AnalyticsSubscription_Subscribe” and “Nnwdaf_AnalyticsSubscription_Notify” in Figure 6.12.4-1 and related description in 6.12.4;
3. Add “Nnwdaf_AnalyticsSubscription_Subscribe” and “Nnwdaf_AnalyticsSubscription_Notify” in Figure 6.14.4-1 to align with the later description in 6.14.4;

	
	

	Consequences if not approved:
	1. Inconsistent procedure in figures and description;
2. Incomplete analytics subscription and request procedure.

	
	

	Clauses affected:
	6.4.4, 6.5.4, 6.7.3.4, 6.7.5.4, 6.10.4, 6.12.4, 6.14.4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc91144543]* * * * First change * * * *
[bookmark: _Toc98843525]6.4.4	Procedures to request Service Experience for an Application




Figure 6.4.4-1: Procedure for NWDAF providing Service Experience for an Application
This procedure allows the consumer to request Analytics ID "Service Experience" for a particular Application. The consumer includes both the Application ID for which the Service Experience is requested and indicates that the Target of Analytics Reporting is "any UE". If the Target for Analytics Reporting is either a SUPI or an Internal-Group-Id the procedure in clause 6.4.6 applies. At the same time, for an Application ID, a set of initial QoS parameter combinations per service experience window (e.g. one is for 3<Service MOS<4 and another is for 4<Service MOS<5) is defined in PCF (e.g. by configuration of operator policies) that may be updated based on the Service Experience reported by NWDAF.
1.	Consumer NF sends an Analytics request/subscribe (Analytics ID = Service Experience, Target of Analytics Reporting = any UE, Analytics Filter Information that may include one or more of the following as defined in Table 6.4.1-1 (Application ID, S-NSSAI, DNN, Application Server Address(es), Area of Interest, RAT type(s), Frequency value(s)), Analytics Reporting Information=Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe.
2a. NWDAF subscribes the service data from AF in the Table 6.4.2-1 by invoking Nnef_EventExposure_Subscribe or Naf_EventExposure_Subscribe service (Event ID = Service Experience information, Application ID, Event Filter information), Target of Event Reporting = Any UE) as defined in TS 23.502 [3].
NOTE 1:	In the case of trusted AF, NWDAF provides the Area of Interest as a list of TAIs to AF. In the case of untrusted AF, NEF translates the requested Area of Interest provided as event filter by NWDAF into geographic zone identifier(s) that act as event filter for AF.
2b.	NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation.
2c. With these data, the NWDAF estimates the Service experience for the application.
NOTE 2:	QoE measurements from the applications are based on outcome of the ongoing SA5 Rel-16 WID "Management of QoE measurement collection" which addresses how to collect the QoE measurements from the applications in the UE.
3.	The NWDAF provides the data analytics, i.e. the observed Service Experience (which can be a range of values) to the consumer NF by means of either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1, indicating how well the used QoS Parameters satisfy the Service MoS agreed between the MNO and the end user or between the MNO and the external ASP.
NOTE 3:	The call flow only shows a request-response model for the interaction of NWDAF and consumer NF for simplicity instead of both request-response model and subscription-notification model.
NOTE 4:	The non-real time data information from AF includes the service experience data (see Table 6.4.2-1), which indicates the service quality during the service lifetime.
If the consumer NF is a PCF and it determines that the application SLA is not satisfied, it may take into account the Observed Service Experience and the operator policies including SLA and required Service Experience (which can be a range of values) to determine new QoS parameters to be applied for the service, as defined in clause 6.1.1.3 and clause 6.2.1.2 of TS 23.503 [4].
If the consumer NF is an AF (e.g. MEC or other Application Server), it may use the Observed Service Experience related network data analytics to determine whether the user experience can be satisfied. If not, the AF may determine to adjust service parameters, e.g. for a video service this may be bit rate, frame rate, codec format, compression parameter, screen size, etc., to better match the network conditions and achieve better user experience.
If the consumer NF is SMF, PCF or AF/Application Server, it may take into account the Observed Service Experience analytics per UP path (i.e. UPF and/or DNAI and/or AS instance address as defined in Table 6.4.3-1) to perform the following procedures:
-	The consumer SMF determines to (re)selects UP paths, including UPF and DNAI, as described in clause 4.3.5 of TS 23.502 [3]. In addition, the SMF may (re)configure traffic steering, updating the UPF regarding the target DNAI with new traffic steering rules.
-	The consumer AF/Application Server determines to adjust service parameters, e.g. service parameters of video for adjustment may be bit rate, frame rate, codec format, compression parameter, screen size, etc. In addition, the AF/ Application Server may provide an updated list of DNAI(s) for SMF to perform relocation when appropriate.
-	The consumer PCF may provide an updated list of DNAI(s) for SMF to perform relocation upon AF request.
* * * * Next change * * * *
[bookmark: _Toc98843532]6.5.4	Procedures
The procedure depicted in Figure 6.5.4-1 allows a consumer NF to request analytics to NWDAF for NF load of various NF instances as defined in 6.5.1.




Figure 6.5.4-1: NF load analytics provided by NWDAF
1.	The NF sends a request to the NWDAF for analytics for NF load for a specific NF, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The Analytics ID is set to NF load information, the Target of Analytics Reporting and the Analytics Filter Information are set according to clause 6.5.1. The NF can request statistics or predictions or both and can provide a time window.
2-5.	If the request is authorized, and in order to provide the requested analytics, the NWDAF may need for each NF targeted instance to subscribe to OAM services to retrieve the target NF resource usage and NF resources configuration following steps captured in clause 6.2.3.2 for data collection from OAM. The NWDAF may collect MDT input data per individual UE from OAM (see Table 6.5.2-3). Steps 2-5 may be skipped when e.g. the NWDAF already has the requested analytics.
6.	For Collective Behaviour attributes, if the request is authorized, and in order to provide the requested analytics, NWDAF may follow the UE Input Data Collection Procedure via the AF as defined in clause 6.2.8 (see Table 6.5.2-4 and Table 6.5.2-5).
	The NWDAF subscribes to the AF services as above invoking either Nnef_EventExposure_Subscribe or Naf_EventExposure_Subscribe service (Event ID = Collective Behaviour, Event Filter information, Target of Event Reporting) as defined in TS 23.502 [3]. The area of interest is set as part of Event Filter information to specific TAs or AMF region. The UE data is collected from UEs within the area of interest.
	In the case of trusted AF, the NWDAF provides the Area of Interest as a list of TAIs to the AF. In the case of untrusted AF, NEF translates the requested Area of Interest provided as event filter by the NWDAF into geographic zone identifier(s) that act as event filter for the AF.
	For collective attributes as defined in Table 6.5.2-5, the AF processes (e.g. anonymize, aggregate and normalize) the data from individual UEs per UE attribute (see Table 6.5.2-4) based on Event Filters indicated by the NWDAF to determine which ones display a collective behaviour within the area of interest before notifying a collective attribute directly (trusted AF) or via NEF (for untrusted AF) to the NWDAF. The AF will provide (per collective attribute) e.g. the number of UEs that fulfil the collective attribute (within an area of interest).
NOTE 1:	The call flow only shows a subscription/notification model for the simplicity, however both request-response and subscription-notification models should be supported.
NOTE 2:	If the target NF type is UPF, the NWDAF can collect the information as listed in Table 6.5.2-2. How the NWDAF collects information is not defined in this Release of the specification.
7a.	The NWDAF subscribes to changes on the load and status of NF instances registered in NRF and identified by their NF id from NRF using Nnrf_NFManagement_NFStatusSubscribe service operation for each NF instance.
7b. NRF notifies NWDAF of changes on the load and status of the requested NF instances by using Nnrf_NFManagement_NFStatusNotify service operation.
8.	The NWDAF derives requested analytics.
9.	The NWDAF provide requested NF load analytics to the NF along with the corresponding Validity Period or area of interest, using either the Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_NotifySubscribe response, depending on the service used in step 1.
10-12. If at step 1 the NF has subscribed to receive continuous reporting of NF load analytics, the NWDAF may generate new analytics and, when relevant according to the Analytics target period and Reporting Threshold, provide them along with the corresponding Validity Period to the NF upon reception of notification of new NF load information from OAM or NRF or UE Input data notification via MDT or the AF (see Table 6.5.2-3 and Table 6.5.2-5).
NOTE 3:	If the target NF type at step 1 is UPF, the NWDAF can generate new analytics when receiving new information as listed in Table 6.5.2-2. How the NWDAF receives such new information is not defined in this Release of the specification.
* * * * Next change * * * *
[bookmark: _Toc98843549]6.7.3.4	Procedures
The NWDAF can provide UE communication related analytics, in the form of statistics or predictions or both, to a 5GC NF.
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Figure 6.7.3.4-1: Procedure for UE communication analytics
1.	5GC NF to NWDAF: Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID = UE communication, Target of Analytics Reporting=SUPI, Analytics Filter Information = (Application ID, Area of Interest, etc.)).
	5GC NF sends a request to the NWDAF for analytics on a specific UE(s), using either Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription_Subscribe service. The analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.
2a-b.	NWDAF to AF (Optional): Naf_EventExposure_Subscribe (Event ID, external UE ID, Application ID, Area of Interest).
	In order to provide the requested analytics, the NWDAF may subscribe per application communication information, which is identified by Application ID, from AFs for the UE. The Event ID "UE Communication information" as defined in TS 23.502 [3] is used, which indicates communication report for the UE which is requested by the 5GC NF in the step 1. The external UE ID is obtained by the NWDAF based on UE internal ID, i.e. SUPI. In the case of external AF, the NEF translates the requested Area of Interest into a list of geographic zone identifier(s) as described in clause 5.6.7.1 of TS 23.501 [2].
	This step is skipped if the NWDAF already has the requested analytics available or has subscribed to the AF.
2c.	NWDAF to SMF: Nsmf_EventExposure_Subscribe (Event ID, SUPI, Application ID).
	In order to provide the requested analytics, the NWDAF subscribes to information of the UE and may subscribe to N4 Session related input data from SMFs as defined in Table 6.7.3.2-1.
2d-e.	N4 related input data is provided by UPF to SMF.
NOTE:	The NWDAF request does not trigger any N4 session Establishment/Modification procedure. N4 session related input is only retrieved if UPF has already been triggered to send reports. UPF sends N4 session level reports, including PDU session Inactivity to SMF, according to clause 4.4.2.2 of TS 23.502 [3].
2f.	SMF provides the requested input data to NWDAF.
2g-h.	NWDAF to AMF: Namf_EventExposure_Subscribe (Event ID, SUPI, Area of Interest).
	In order to provide the requested analytics, the NWDAF retrieves one or more of Type Allocation code, UE connection management state, UE access behaviour trends and UE location trends from AMF.
NOTE:	The NWDAF determines the SMF serving the UE as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics, in the form of UE communication statistics or predictions or both.
4.	NWDAF to 5GC NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested UE communication analytics to the NF, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
5-7.	If the NF subscribed UE communication analytics at step 1, when the NWDAF generates new analytics, it notifies the new generated analytics to the 5GC NF.
* * * * Next change * * * *
[bookmark: _Toc98843560]6.7.5.4	Procedure




Figure 6.7.5.4-1: Procedure for NWDAF assisted misused or hijacked UEs identification
1a.	A consumer NF subscribes to/requests NWDAF using Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsInfo_Request (Analytics ID = Abnormal behaviour, Target of Analytics Reporting = Internal-Group-Identifier, any UE or SUPI, Analytics Filter Information).
	A consumer NF may subscribe to/request abnormal behaviour notification/response from NWDAF for a group of UEs, any UE or a specific UE. The Analytics ID indicates the NWDAF to identify misused or hijacked UEs through abnormal behaviour analytic.
1b.	AF to NWDAF: Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID, Target of Analytics Reporting = External-group identifier, any UE or External UE ID, Analytics Filter Information).
	For untrusted AFs, the AF sends the subscription via a NEF, where the AF invokes NEF service Nnef_AnalyticsExposure_Subscribe or Nnef_AnalyticsExposure_Fetch (Analytics ID, Target of Analytics Reporting = External-group-identifier, any UE or External UE ID, Analytics Filter Information).
	An AF may also subscribe to/request abnormal behaviour notification/response from NWDAF for a group of UEs, a specific UE or any UE, where the subscription/request message may contain expected UE behaviour parameters identified on the application layer. If an External-Group-Identifier is provided by the AF, the NEF interrogates UDM to map the External-Group-Identifier to the Internal-Group-Identifier and obtain SUPI list corresponding to the Internal-Group-Identifier.
2.	[Conditional] NWDAF to AMF: Namf_EventExposure_Subscribe (Event ID(s), Event Filter(s), Internal-Group-Identifier, any UE or SUPI).
	The NWDAF sends subscription requests to the related AMF to collect UE behavioural information if it has not subscribed such data.
NOTE 1:	The NWDAF determines the related AMF(s) as described in clause 6.2.2.1.
	The AMF sends event reports to the NWDAF based on the report requirements contained in the subscription request received from the NWDAF.
	If requested by NWDAF via Event Filter(s), the AMF checks whether the UE's behaviour matches its expected UE behavioural information. In this case, the AMF sends event reports to the NWDAF only when it detects that the UE's behaviour deviated from its expected UE behaviour.
	Depending on the Exception ID, the NWDAF may in addition perform data collection from OAM as specified in clause 6.2.3.2.
3.	[Conditional] NWDAF to SMF: Nsmf_EventExposure_Subscribe (Event ID(s), Event Filter(s), Internal-Group-Identifier, any UE or SUPI).
	The NWDAF sends subscription requests to the related SMF(s) if it has not subscribed to such data.
NOTE 2: Besides Analytics Filter Information, other mechanisms such as setting maximum number of SUPIs, and/ or using sampling ratio as part of Analytics Reporting Parameters as per Event Reporting Information (clause 4.15.1 of TS 23.502 [3]) can be used by the analytics consumer to limit signalling load, e.g. when the Target of Analytics Reporting is "any UE". The NWDAF can also use sampling ratio, possibly with partition criteria, when subscribing towards AMF and SMF.
NOTE 3:	The NWDAF determines the related SMF(s) as described in clause 6.2.2.1.
	The SMF sends event reports to the NWDAF based on the report requirements contained in the subscription request received from the NWDAF.
	If requested by NWDAF via Event Filter(s), the SMF checks whether the UE's behaviour matches its expected UE behavioural information. In this case, the SMF sends event reports to the NWDAF only when it detects that the UE's behaviour deviated from its expected UE behaviour.
4.	The NWDAF performs data analytics for misused or hijacked UEs identification. Based on the analytics and operator's policies the NWDAF determines whether to send a notification to the consumer NF or AF.
5a.	[Conditional] NWDAF to consumer NF (AMF or PCF or SMF depending on the subscription): Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_ Request response Response (Analytics ID, Exception ID, Internal-Group-Identifier or SUPI, Exception level) (which is used depending on the service used in step 1a).
	If the NWDAF determines to send a notification/response to the consumer 5GC NFs, the NWDAF invokes Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response service operations. Based on the notification/response, the 5G NFs adopt configured actions to resolve/mitigate/avoid the risks as described in the Table 6.7.5.3-1.
5b.	[Conditional] NWDAF to AF: Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response (Analytics ID, Exception ID, External UE ID, Exception level) (which is used depending on the service used in step 1b).
	If the NWDAF determines to send a notification/response to the consumer AF, the NWDAF needs to include external UE ID of the identified UE into the notification/response message.
NOTE 3:	Based on the notification, the AF can adopt corresponding actions, e.g. adjusting recommended TCP Window Size, adjusting recommended Service Start and End.
NOTE 4:	The call flow only shows a subscribe-notify model for the interaction of NWDAF and consumer NF for simplicity instead of both request-response model and subscription-notification model.
* * * * Next change * * * *
[bookmark: _Toc98843580]6.10.4	Dispersion Analytic Procedure
The NWDAF can provide Dispersion analytics, in the form of statistics or predictions, to an NF or AF.





Figure 6.10.4-1: UE Dispersion Analytics provided to an NF or AF
1.	The NF sends a request or subscription to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The Analytics ID is set to "UE Dispersion Analytics", the Dispersion Analytic (DA) type is set to "Data Volume Dispersion Analytics" (DVDA) or "Transactions Dispersion Analytics" (TDA) and Analytic Filter Information = (Area of Interest, slice, target period, optional UE class: Top-Heavy, Fixed, or Camper UEs). The NF or AF provides the UE ID or Internal Group ID in the Target of Analytics Reporting.
2.	If the request is authorized, and in order to provide the requested analytics, the NWDAF may subscribe to events with all the serving AMFs, SMFs of the requested UE(s) for notification of location changes or a slice change (a slice change can be an additional slice or a deletion), or to obtain UE location trends, UE access behaviour trends and UE session behaviour trends. This step may be skipped when, e.g. the NWDAF already has the requested analytics available.
	The NWDAF subscribes to application service data from AF(s) by invoking Naf_EventExposure_Subscribe service or Nnef_EventExposure_Subscribe (via NEF).
	The NWDAF can collect data volume information from the UPF, as listed in tables 6.10.2-5 and 6.10.2-6 and clause 6.2.2.1, however, how information is collected from UPFs is not defined in this Release of the specification.
NOTE:	The NWDAF determines the AMF serving the UE, any UE, or the group of UEs as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics.
4.	The NWDAF provides requested or subscribed UE dispersion analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Request Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1. The details for UE dispersion analytics provided by NWDAF are described in clause 6.10.3. The provided analytics enables the consumer to predict changing network conditions such as data volume change at a location or a slice, excessive signalling conditions at a location or a slice, etc.
5-6. If at step 1, the NF has subscribed to receive notifications for UE dispersion analytics, after receiving event notification from the AMFs (e.g. location change) or SMFs (e.g. slice change add/delete) subscribed by NWDAF in step 2, the NWDAF may generate new dispersion analytics.
7.	The NWDAF provides the newly generated dispersion analytics to the NF. The details for UE dispersion analytics provided by NWDAF are described in clause 6.10.3.
* * * * Next change * * * *
[bookmark: _Toc98843590]6.12.4	Procedures
Figure 6.12.4-1 shows the procedure for Session Management Congestion Control Experience Analytics.




Figure 6.12.4-1: Procedure for Session Management Congestion Control Experience Analytics
1.	Consumer SMF requests or subscribes to analytics information for "Session Management Congestion Control Experience" from the NWDAF using either Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service when the SMF wants to take the analytics information into account for the Session Management Congestion Control to be applied.
	The parameters included in the request are described in clause 6.12.1.
NOTE:	To account for SMCCE analytics information, the SMF needs to request the analytics information from the NWDAF before applying Session Management Congestion Control due to potential congestion conditions formation.
2.	If has not already subscribed, the NWDAF sends subscription requests to all the SMFs serving the DNN and/or S-NSSAI as indicated by Analytics Filter Information to collect data related to SMCCE. The SMF that made the request in step 1 can be also one of the data providers.
3.	The SMF(s) provide the collected data to the NWDAF.
4.	The NWDAF derives the requested analytics.
5.	The NWDAF provides the analytics for Session Management Congestion Control Experience to the consumer SMF, using either Nnwdaf_AnalyticsInfo_Request Response or Nnwdaf_AnalyticsSubscription_Notify.
* * * * Next change * * * *
[bookmark: _Toc98843601]6.14.4	Procedures to request DN Performance Analytics for an Application





Figure 6.14.4-1: Procedure for NWDAF providing DN Performance analytics for an Application
The procedure illustrated in figure 6.14.4-1 allows an analytics consumer to request Analytics ID "DN Performance" for a particular Application. The analytics consumer includes the Application ID for which DN Performance is requested. The consumer indicates the Target of Analytics Reporting (e.g. "any UE") and may include as Analytic Filter Information the UPF anchor ID, DNAI, or Application Server instance that DN performance analytics are requested.
1.	Analytics consumer sends an Analytics request/subscribe (Analytics ID = DN Performance Target of Analytics Reporting, Analytics Filter Information = (Application ID, S-NSSAI, DNN, Area of Interest, UPF anchor ID, DNAI, Application Server Address(es)), Analytics Reporting Information = Analytics target period) to NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe service.
2a.	NWDAF subscribes to the performance data from AF defined in table 6.14.2-1 by invoking Nnef_EventExposure_Subscribe or Naf_EventExposure_Subscribe service (Event ID = Performance Data, Application ID, Event Filter information), Target of Event Reporting = Any UE) as defined in TS 23.502 [3].
NOTE 1:	In the case of trusted AF, NWDAF provides the Area of Interest as a list of TAIs to AF. In the case of untrusted AF, NEF translates the requested Area of Interest provided as event filter by NWDAF into geographic zone identifier(s) that act as event filter for AF.
2b.	NWDAF subscribes to the network data from 5GC NF(s) defined in table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service.
2c.	With the collected data, the NWDAF estimates the DN Performance for the application.
3.	NWDAF provides the data analytics, to the analytics consumer by means of either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
NOTE 2:	For simplicity, the call flow only shows a request-response model for the interaction of NWDAF and analytics consumer instead of both request-response model and subscription-notification model.
If the analytics consumer is an SMF, the SMF may use the analytics to determine the UPF and DNAI that offers the best user plane performance.
If the analytics consumer is an AF, the AF may use the analytics to determine the DNAI that has the best user plane performance if Application Server relocation is required.
* * * * End of changes * * * *

image1.emf
NF

(consumer)

NWDAF NEF AF

2a. Naf_EventExposure_Subscribe 

(Event ID=Service Experience information) 

2b. Nnf_EventExposure_Subscribe (Event ID) 

1. Nnwdaf_AnalyticsInfo_Request 

(Analytics ID = Service Experience)

2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify 

3. Nnwdaf_AnalyticsInfo_Request Response

(estimated Service Experience) 

NF 

(network data 

provider)

2c. NWDAF derives 

requested analytics

for an Application


Microsoft_Visio_2003-2010_Drawing.vsd

image2.emf
NF

(consumer)

NWDAF NEF AF

2a. Naf_EventExposure_Subscribe 

(Event ID=Service Experience information) 

2b. Nnf_EventExposure_Subscribe (Event ID) 

1. Nnwdaf_AnalyticsInfo_Request/ Nnwdaf_AnalyticsSubscription_Subscribe

(Analytics ID = Service Experience)

2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify 

3. Nnwdaf_AnalyticsInfo_Request Response/ Nnwdaf_AnalyticsSubscription_Notify

(estimated Service Experience) 

NF 

(network data 

provider)

2c. NWDAF derives 

requested analytics

for an Application


Microsoft_Visio_Drawing.vsdx
NF
(consumer)
NWDAF
NEF
AF
2a. Naf_EventExposure_Subscribe 
(Event ID=Service Experience information)

2b. Nnf_EventExposure_Subscribe (Event ID)
1. Nnwdaf_AnalyticsInfo_Request/ Nnwdaf_AnalyticsSubscription_Subscribe
(Analytics ID = Service Experience)
2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify
3. Nnwdaf_AnalyticsInfo_Request Response/ Nnwdaf_AnalyticsSubscription_Notify
(estimated Service Experience)
NF 
(network data provider)
2c. NWDAF derives requested analytics
for an Application



image3.emf
NF NWDAF

12. Nnwdaf_AnalyticsSusbcription_Notify 

(NF id, NF load information)

1.Nnwdaf_AnalyticsInfo_Request / 

Nnwdaf_AnalyticsSubscription_Subscribe 

request (type of analytics = NF load information)

9. Nnwdaf_AnalyticsInfo_Request response / 

Nnwdaf_AnalyticsSubscription_Subscribe 

response response (NF id, NF load information)

OAM

8. NWDAF derives requested 

analytics

11. New analytics generated 

for the target NF load

2-5.  Data Collection 

from OAM Procedure

10a. Notification

7a. Nnrf_NFManagement_NFStatusSubscribe (NF id)

7b. Nnrf_NFManagement_NFStatusNotify

NRF

10c. Nnrf_NFManagement_NFStatusNotify

UE

6. UE Input Data Collection

10b. UE Input Data Notification


Microsoft_Visio_2003-2010_Drawing1.vsd
�

NF



image4.emf
NF NWDAF

12. Nnwdaf_AnalyticsSusbcription_Notify 

(NF id, NF load information)

1.Nnwdaf_AnalyticsInfo_Request / 

Nnwdaf_AnalyticsSubscription_Subscribe 

request (type of analytics = NF load information)

9. Nnwdaf_AnalyticsInfo_Request response / 

Nnwdaf_AnalyticsSubscription_Notify (NF id, NF 

load information)

OAM

8. NWDAF derives requested 

analytics

11. New analytics generated 

for the target NF load

2-5.  Data Collection 

from OAM Procedure

10a. Notification

7a. Nnrf_NFManagement_NFStatusSubscribe (NF id)

7b. Nnrf_NFManagement_NFStatusNotify

NRF

10c. Nnrf_NFManagement_NFStatusNotify

UE

6. UE Input Data Collection

10b. UE Input Data Notification


Microsoft_Visio_Drawing1.vsdx
NF
NWDAF
12. Nnwdaf_AnalyticsSusbcription_Notify (NF id, NF load information)
1.Nnwdaf_AnalyticsInfo_Request / Nnwdaf_AnalyticsSubscription_Subscribe request (type of analytics = NF load information)
9. Nnwdaf_AnalyticsInfo_Request response / Nnwdaf_AnalyticsSubscription_Notify (NF id, NF load information)
OAM
8. NWDAF derives requested analytics
11. New analytics generated for the target NF load
2-5.  Data Collection 
from OAM Procedure
10a. Notification
7a. Nnrf_NFManagement_NFStatusSubscribe (NF id)
7b. Nnrf_NFManagement_NFStatusNotify
NRF
10c. Nnrf_NFManagement_NFStatusNotify
UE
6. UE Input Data Collection
10b. UE Input Data Notification



image5.emf
 

   

5c. N4 Session R   eport     

2  e.     N4 Session R   eport     

NF  

   

NWDAF  

   

1. Nnwdaf_AnalyticsInfo_Request   

   

/ Nnwdaf_AnalyticsInfo_Subscribe   

   

AF  

   

SMF  

   

2a. Naf_EventExposure_Subscribe   

   

2b. Naf_EventExposure_Notify  

   

2c. Nsmf_EventExposure_Subscribe   

   

2  f  . Nsmf_EventExposure_Notify  

   

AMF  

   

UPF     

5a. Naf_EventExposure_Notify  

   

2  g  . Namf_EventExposure_Subscribe   

   

2  h  . Namf_EventExposure_Notify   

   

3. NWDAF derives new analytics  

   

4. Nnwdaf_AnalyticsInfo_Response  

   

/ Nnwdaf_AnalyticsInfo_Notify  

   

7.    Nnwdaf_AnalyticsInfo_Response  

   

/ Nnwdaf_AnalyticsInfo_Notify  

   

6. NWDAF derives new analytics  

   

5d  . Nsmf_EventExposure_Notify  

   

5e  . Namf_EventExposure_Notify   

   

2  d  . Trigger to   

report event      

5b  . Trigger to   

report event      


oleObject1.bin


 







5c. N4 Session R







eport







 







2







e.







 







N4 Session R







eport







 







NF







 







NWDAF







 







1. Nnwdaf_AnalyticsInfo_Request 







 







/ Nnwdaf_AnalyticsInfo_Subscribe 







 







AF







 







SMF







 







2a. Naf_EventExposure_Subscribe 







 







2b. Naf_EventExposure_Notify







 







2c. Nsmf_EventExposure_Subscribe 







 







2







f







. Nsmf_EventExposure_Notify







 







AMF







 







UPF







 







5a. Naf_EventExposure_Notify







 







2







g







. Namf_EventExposure_Subscribe 







 







2







h







. Namf_EventExposure_Notify 







 







3. NWDAF derives new analytics







 







4. Nnwdaf_AnalyticsInfo_Response







 







/ Nnwdaf_AnalyticsInfo_Notify







 







7. 







Nnwdaf_AnalyticsInfo_Response







 







/ Nnwdaf_AnalyticsInfo_Notify







 







6. NWDAF derives new analytics







 







5d







. Nsmf_EventExposure_Notify







 







5e







. Namf_EventExposure_Notify 







 







2







d







. Trigger to 







report event







 







5b







. Trigger to 







report event







 












image6.png
SMF UPF AME

NF NWDAF AF

1. Nnwdaf_Analyticsinfo_Request
/ Nnwdaf_AnalyficsSubscription_Subscribe

_—

2c. Nsmf_EventExposure_Subscribe

2d. Trigger to
reportevent

2f. Nsmf_EventExposure_Notify

2g. Namf_EventExposure_Subscribe

Ll
2h. Namf_EventExposure_Notify
<
3. NWDAF derives new analytics

4. Nnwdaf_Analyticsinfo_Request Response
I Nnwdaf_AnalyticsSubscription _Notify
— i

gt Eventmomrs oty b Trger 0

reportevent
. 5d. Nsmf_EventExposure_Notify
5e. Namf_EventExposure_Notify

6. NWDAF derives new analytics

7. Nnwdaf_Analyticsinfo_Request Response

/ﬁnwdaf AnalyticsSubscription _Notify





image7.emf
5a.Nnwdaf_AnalyticsSubscription_Notify (Exception ID)

Consumer NF NWDAF

2b. Namf_EventExposure_Notify

AF

1b. Nnwdaf_AnalyticsSubscription_Subscribe

1a. Nnwdaf_AnalyticsSubscription_Subscribe

4. Data analytics for 

misbehavior UE identification

NEF

1b. Nnef_AnalyticsExposure_Subscribe

AMF

SMF


Microsoft_Visio_2003-2010_Drawing2.vsd

image8.emf
5a.Nnwdaf_AnalyticsSubscription_Notify/ Nnwdaf_AnalyticsInfo_Request Response (Exception ID)

Consumer NF NWDAF

2b. Namf_EventExposure_Notify

AF

1b. Nnwdaf_AnalyticsSubscription_Subscribe

1a. Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsInfo_Request

4. Data analytics for 

misbehavior UE identification

NEF

1b. Nnef_AnalyticsExposure_Subscribe/ Nnwdaf_AnalyticsInfo_Request

AMF

SMF

3a. Nsmf_EventExposure_Subscribe (Event ID) 

3b. Nsmf_EventExposure_Notify


Microsoft_Visio_Drawing2.vsdx
5b.Nnwdaf_AnalyticsSubscription_Notify/ / Nnwdaf_AnalyticsInfo_Request Response (Exception ID)
5a.Nnwdaf_AnalyticsSubscription_Notify/ Nnwdaf_AnalyticsInfo_Request Response (Exception ID)
2a. Namf_EventExposure_Subscribe (Event ID)
Consumer NF
NWDAF
2b. Namf_EventExposure_Notify
AF
1b. Nnwdaf_AnalyticsSubscription_Subscribe
1a. Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsInfo_Request
4. Data analytics for misbehavior UE identification
NEF
5b. Nnef_AnalyticsExposure_Notify (Exception ID)
1b. Nnef_AnalyticsExposure_Subscribe/ Nnwdaf_AnalyticsInfo_Request
AMF
SMF
3a. Nsmf_EventExposure_Subscribe (Event ID)
3b. Nsmf_EventExposure_Notify



image9.emf
NF NWDAF

 

AMF

SMF

AF

2a. Namf_EventExposure_Subscribe

3. NWDAF Derives

DA Analytics

2b Namf_EventExposure_Notify

2c. Nsmf_EventExposure_Subscribe

2d. Nsmf_EventExposure_Notify

2e. Naf_EventExposure_Subscribe

2f. Naf_EventExposure_Notify

5b. Nsmf_EventExposure_Notify

5a. Namf_EventExposure_Notify

6. NWDAF Derives

New DA Analytics

4. Nnwdaf_AnalyticsInfo_Request Response

/Nnwdaf_AnalyticsInfo_Notify

7. Nnwdaf_AnalyticsInfo_Request Response

/Nnwdaf_AnalyticsInfo_Notify

1. Nnwdaf_AnalyticsInfo_Request (type of analytics = UE dispersion

Analytics, DA type,  target of analytics = (UE id or group ID)


Microsoft_Visio_Drawing3.vsdx
NF
NWDAF

AMF
SMF
AF
2a. Namf_EventExposure_Subscribe
3. NWDAF Derives
DA Analytics
2b Namf_EventExposure_Notify
2c. Nsmf_EventExposure_Subscribe
2d. Nsmf_EventExposure_Notify
2e. Naf_EventExposure_Subscribe
2f. Naf_EventExposure_Notify
5b. Nsmf_EventExposure_Notify
5a. Namf_EventExposure_Notify
6. NWDAF Derives
New DA Analytics
4. Nnwdaf_AnalyticsInfo_Request Response
/Nnwdaf_AnalyticsInfo_Notify
7. Nnwdaf_AnalyticsInfo_Request Response
/Nnwdaf_AnalyticsInfo_Notify
1. Nnwdaf_AnalyticsInfo_Request (type of analytics = UE dispersion
Analytics, DA type,  target of analytics = (UE id or group ID)



image10.emf
NF NWDAF AMF SMF

2d. Nsmf_EventExposure_Notify 

AF

3. NWDAF Device DA 

Analytics

4. Nnwdaf_AnalyticsInfo_Request Response/ 

Nnwdaf_AnalyticsSubscription_Notify

1. Nnwdaf_AnalyticsInfo_Request/ 

Nnwdaf_AnalyticsSubscription_Subscribe 

(type of analytics = UE dispersion 

Analytics, DA type, target of analytics = 

UE ID or Group ID)

2a. Namf_EventExposure_Subscribe

2b. Namf_EventExposure_Notify

2e. Naf_EventExposure_Subscribe

2f. Naf_EventExposure_Notify

5a. Namf_EventExposure_Notify

5b. Nsmf_EventExposure_Notify

7. Nnwdaf_AnalyticsInfo_Request Response/ 

Nnwdaf_AnalyticsSubscription_Notify

6. NWDAF Devices 

New DA Analytics


Microsoft_Visio_Drawing4.vsdx
NF
NWDAF
AMF
SMF

2c. Nsmf_EventExposure_Subscribe


2d. Nsmf_EventExposure_Notify

AF
3. NWDAF Device DA Analytics
4. Nnwdaf_AnalyticsInfo_Request Response/ Nnwdaf_AnalyticsSubscription_Notify
1. Nnwdaf_AnalyticsInfo_Request/ Nnwdaf_AnalyticsSubscription_Subscribe 
(type of analytics = UE dispersion Analytics, DA type, target of analytics = UE ID or Group ID)
2a. Namf_EventExposure_Subscribe
2b. Namf_EventExposure_Notify
2e. Naf_EventExposure_Subscribe
2f. Naf_EventExposure_Notify
5a. Namf_EventExposure_Notify
5b. Nsmf_EventExposure_Notify
7. Nnwdaf_AnalyticsInfo_Request Response/ Nnwdaf_AnalyticsSubscription_Notify
6. NWDAF Devices New DA Analytics



image11.emf
SMF

SMF

(consumer)

NWDAF

1. Nnwdaf_AnalyticsInfo_Request

2. Nsmf_EventExposure_Subscribe

3. Nsmf_EventExposure_Notify

4. NWDAF derives 

requested analytics

5. Nnwdaf_AnalyticsInfo_Request response

SMF

SMF


Microsoft_Visio_2003-2010_Drawing3.vsd
SMF


SMF
(consumer)


NWDAF


1. Nnwdaf_AnalyticsInfo_Request



image12.emf
SMF

SMF

(consumer)

NWDAF

1. Nnwdaf_AnalyticsInfo_Request/ 

Nnwdaf_AnalyticsSubscription_Subscribe

2. Nsmf_EventExposure_Subscribe

3. Nsmf_EventExposure_Notify

4. NWDAF derives 

requested analytics

5. Nnwdaf_AnalyticsInfo_Request response/ 

Nnwdaf_AnalyticsSubscription_Notify

SMF

SMF


Microsoft_Visio_2003-2010_Drawing4.vsd
SMF


SMF
(consumer)


NWDAF


1. Nnwdaf_AnalyticsInfo_Request/ Nnwdaf_AnalyticsSubscription_Subscribe



image13.emf
Analytics 

Consumer

NWDAF NEF AF

2a. Naf_EventExposure_Subscribe 

(Event ID=Performance Data) 

2b. Nnf_EventExposure_Subscribe (Event ID) 

1. Nnwdaf_AnalyticsInfo_Request 

(Analytics ID = DN Performance)

2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify 

3. Nnwdaf_AnalyticsInfo_Request Response

(estimated DN performance) 

NF 

(network data 

provider)

2c. NWDAF derives 

requested analytics

for an Application


Microsoft_Visio_2003-2010_Drawing5.vsd

image14.emf
Analytics 

Consumer

NWDAF NEF AF

2a. Naf_EventExposure_Subscribe 

(Event ID=Performance Data) 

2b. Nnf_EventExposure_Subscribe (Event ID) 

2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify 

3. Nnwdaf_AnalyticsInfo_Request Response/

Nnwdaf_AnalyticsSubscription_Notify

(estimated DN performance) 

NF 

(network data 

provider)

2c. NWDAF derives 

requested analytics

for an Application

1. Nnwdaf_AnalyticsInfo_Request/ 

Nnwdaf_AnalyticsSubscription_Subscribe 

(Analytics ID = DN Performance)


Microsoft_Visio_Drawing5.vsdx
Analytics Consumer
NWDAF
NEF
AF
2a. Naf_EventExposure_Subscribe 
(Event ID=Performance Data)

2b. Nnf_EventExposure_Subscribe (Event ID)
2a. Naf_EventExposure_Notify

2b. Nnf_EventExposure_Notify
3. Nnwdaf_AnalyticsInfo_Request Response/
Nnwdaf_AnalyticsSubscription_Notify
(estimated DN performance)
NF 
(network data provider)

2c. NWDAF derives requested analytics
for an Application
1. Nnwdaf_AnalyticsInfo_Request/ 
Nnwdaf_AnalyticsSubscription_Subscribe 
(Analytics ID = DN Performance)



